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1 Introduction

In the NR design, we also assume that the UE will trigger RRC connection recovery after connection failure like LTE. In this contribution, we will discuss the possible optimization on reestablishment procedure in NR base on the re-establishment procedure in LTE and discuss the possibility to use common procedure for RRC reestablishment procedure and RRC resume procedure.
2 Discussion 
2.1 Finding on RRC Reestablishment in LTE
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Figure1 LTE procedures for RRC reestablishment and RRC Resume
In LTE, the re-establishment procedure is used to recover RRC Connection after connection failure. It can be triggered by several scenarios for example: radio link failure, handover failure, integrity check failure, and RRC connection reconfiguration failure. Upon the re-establishment is triggered, the UE will perform cell selection and initiate RRCConnectionReestablishmentRequest message to the selected cell as shown in figure1. 
The RRC Re-establishment procedure is used to resume SRB1 and configure the new key to UE, and followed by a RRC Reconfiguration protected with new key to resume DRBs and other SRBs. 
Observation 1: to resume DRB and SRB expect for SRB1 and SRB0, an additional RRC Reconfigure is needed to be triggered after RRC Reestablishment procedure.
If the UE context could not be retrieved by the eNB where RRC Connection Reestablishment Request is received, the eNB needs to reject the RRC re-establishment with RRC Connection Reestablishment Reject. The UE will indicate to NAS ‘radio connection failure’ upon rejected by network, and followed by NAS recovery procedure is trigged by NAS, which will require a RRC Connection Request procedure to be initiated.
Observation 2: If the UE context could not be retrieved by the network, the UE will be reject by the network and an RRC Connection Request message will be triggered by the UE to setup new RRC Connection.
2.2 Possible enhancement on RRC Reestablishment procedure
The original concern of need an additional RRC Reconfiguration to resume DRB is that the RRC Connection Reestablishment message is not protected with security key, and thus some parameters (for example RB level parameters) which need to be protected by security key could only be updated by RRC Reconfiguration message after the security is activated.  In some scenarios, no parameters update which need to be protected by security key is required in RRC connection recovery procedure, however, to resume DRB the network need to send an empty RRC Reconfiguration message to UE after the RRC Reestablishment procedure to activate DRB.  This will introduce unnecessary latency for re-establishment procedure. There seems have two options to reduce the latency for re-establishment:
Option1: parallel RRC Re-establishment and RRC Reconfiguration 
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Figure 2 parallel RRC Re-establishment and RRC Reconfiguration
The network could send RRC reconfiguration before RRC reestablishment is acknowledged, and the UE could resume SRB1 after receives the RRC reestablishment and resume DRB and other SRBs after decodes the ciphered RRC reconfiguration. With this option, the DRB could be resumed earlier. 
Option2: similar solution as RRC Connection Resume 

In RRC Resume procedure in LTE, it has been optimized to one step procedure, i.e. the network could use RRC resume procedure to resume both SRB and DRB and thus the RRC Reconfiguration is only needed in the scenario where parameters update which need to be protected by security key is required in RRC connection resume procedure. This will require that the RRC reestablishment message should be integrated protected by the new key. The similar optimization could be introduced for RRC Reestablishment to support one step RRC-reestablishment procedure, i.e. the both SRB and DRB could be resumed by RRC Reestablishment procedure, and an optional RRC Reconfiguration procedure is only required in the scenario where parameters update require to be protected by security key. 
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Figure 3 RRC Re-establishment 
Comparing with option1, the RRC Reconfiguration procedure could be ignored if there is no parameter update which require to be protected by security key in the re-establishment procedure in option2. Therefore, we prefer option2.
Prposal1 1: allow the RRC Reestablishment procedure to resume both SRB and DRB by one RRC Reestablishment message.
If the UE context could not be retrieved by the network, instead of rejection of the reestablishment procedure, the network could also use RRC Connection Setup to setup new connection for the UE as we have already supported for LTE RRC Connection Resume procedure. This could avoid the UE to initiate RRC Connection Request, and thus could reduce the latency and signalling cost for the re-establishment of RRC Connection. Upon reception of the RRC Connection Setup message from network, the UE shall indicate to NAS layer of the fallback, and NAS layer could provide the NAS message and S-TMSI to UE so that the UE could send the S-TMSI and NAS message in the followed RRC Connection setup complete message.
Proposal 2: allow the network to response RRC Reestablishment request by RRC Connection setup in case the UE context could not be retrieved by the network.
2.3 Possibility of use common procedure for RRC Reestablishment and RRC resume
If the proposal1 and proposal2 could be agreed, the re-establishment procedure and RRC connection resume procedure will be quite similar in term of used RRC message flows. There has the possibility to use common RRC message flow (for example RRC Connection Re-activation procedure) for both RRC Reestablishment and RRC connection resume for INACTIVE state. If we look back to 3G, the RRC procedure used for RRC reestablishment after RLF and the RRC procedure used for connection resume for URA-PCH are the same RRC procedure (Cell Update procedure) with different causes. Even in the LTE light connection discussion, there also some discussion to use same procedure for RRC connection resume and RRC re-establishment, however, based on limitation of RRC re-establishment procedure observed in section 2.1, it was finally agreed to use separate RRC resume procedure. Since we design the RRC procedure from the scratch in NR, we need to consider whether we need two separate procedures for similar functions or we can design a common procedure from both scenarios. In the following figure, an example of use RRC Re-Activation procedure as common procedure triggered by different scenarios. The details to support common procedure could be studied further.
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Figure 4 Common procedure for RRC reestablishment and RRC Resume
Proposal 4: use common RRC Re-Activation procedure for RRC Connection Resume and RRC Connection Reestablishment.
3 Conclusion
In this contribution, we discussed optimization of RRC re-establishment procedure, and the possibility of having common design for RRC re-activation of INACTIVE UE and the RRC reestablishment, and propose:
Observation 1: to resume DRB and SRB expect for SRB1 and SRB0, an additional RRC Reconfigure is needed to be triggered after RRC Reestablishment procedure.
Observation 2: If the UE context could not be retrieved by the network, the UE will be reject by the network and an RRC Connection Request message will be triggered by the UE to setup new RRC Connection.
Prposal1 1: allow the RRC Reestablishment procedure to resume both SRB and DRB.
Proposal 2: allow the network to response RRC Reestablishment request by RRC Connection setup in case the UE context could not be retrieved by the network.
Proposal 3: use common RRC Re-Activation procedure for RRC Connection Resume and RRC Connection Reestablishment.
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