Page 4
Draft prETS 300 ???: Month YYYY
3GPP TSG-RAN WG2 #97bis	Tdoc R2-1702864
Spokane, USA, 3rd – 7th April 2017	

Agenda Item:	10.4.1.6
Source:	Ericsson
Title:	Unified Access Control Assessment
Document for:	Discussion, Decision
Introduction
In RAN2 NR Ad Hoc (Jan 2017), the following agreements were made: 

Agreements:
1:	NR system should support overload/access control functionality of RACH backoff, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.
2:	RAN2 should aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE.
3:	The unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios.
4:	RAN2 should aim to specify an access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE). [FFS whether it will be possible for the mechanism to be completely common between the states]
5	Study whether it is possible to specify the unified access barring mechanism fully inside the 3GPP WGs.

In and after RAN2-97 further discussions on Access Control resulted in an LS [1] to CT1 and SA1/2.
In this contribution we outline how a unified barring mechanism may address and realize similar characteristics as already standardized barring functionality, in particular we address ACB, SSAC, Access Control for CSFB, EAB and ACDC. 
[bookmark: _Ref178064866]Discussion
Access Control according to TS 22.011 allow for the possibility to prevent UE’s from making access attempts or responding to pages. The basis for many LTE access control functionalities is a division of UEs into allocated popoulations (0-9) and special categories (11-15), so-called access classes. (Access class 10 is used for emergency calls.)
	Class	15	-	PLMN Staff; (Home PLMN only if the EHPLMN list is not present or any EHPLMN)
	 -"-	14	-	Emergency Services; (Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.)
	 -"-	13	-	Public Utilities (e.g. water/gas suppliers); Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.
	 -"-	12	-	Security Services; Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.
	 -"-	11	-	For PLMN Use.( Home PLMN only if the EHPLMN list is not present or any EHPLMN)
	-“-	0-9		Home and Visited PLMNs
These classes are stored on the SIM/USIM. 
[bookmark: _Toc477499711]Access Control mechanisms for LTE
Access Class Barring, ACB
Based on the above, if a UE is a member of at least one Access Class which corresponds to a permitted class as signalled over the air interface, access attempts are allowed. Any number of these classes may be barred at any one time.
In the case of multiple core networks sharing the same access network, the access network shall be able to apply Access Class Barring for the different core networks individually.
Among further requirements for E-UTRAN, we particularly find (not a complete list from 22.011): 
- 	The serving network shall be able to broadcast mean durations of access control and barring rates (e.g. percentage value) that commonly applied to Access Classes 0-9 to the UE.
- 	E-UTRAN shall be able to support access control based on the type of access attempt (i.e. mobile originating data or mobile originating signalling), in which indications to the UEs are broadcasted to guide the behaviour of UE. E-UTRAN shall be able to form combinations of access control based on the type of access attempt e.g. mobile originating and mobile terminating, mobile originating, or location registration. The ‘mean duration of access control’ and the barring rate are broadcasted for each type of access attempt (i.e. mobile originating data or mobile originating signalling).
- 	The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for SMS access attempts in SMS over SGs, SMS over IMS (SMS over IP), and SMS over S102. This indication is valid for Access Classes 0-9 and 11-15.
-	The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for MMTEL voice access attempts. This indication is valid for Access Classes 0-9 and 11-15.
-	The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for MMTEL video access attempts. This indication is valid for Access Classes 0-9 and 11-15.
We introduce “UBM” as an abbreviation of Unified Barring Mechanism and “UBMCat” to denote a unified barring category.
We think that UBM can take the Rel.14 access classess according to the above into consideration when determining a UBMCat to map to a certain access trigger or event. 
For SIM/USIM backwards compatibility purposes we also believe that an NR capable UE can map these classes to a UBMCat, e.g.; according to;
UBMCat= f (…, AccessClass=nn, …)
Among other Rel.14 requirements we consider that when determining how a certain event should be mapped to an access category, several aspects can be considered. E.g.,; 
UBMCat= f(…, AccessClass=nn, CN=NG, EstablishmentCause=mo, Service=ServiceID,… )
In this example, we consider Service be, e.g., variants of SMS or MMTEL.
[bookmark: _Toc477960829][bookmark: _Toc477961210][bookmark: _Toc478107209][bookmark: _Toc478117682][bookmark: _Toc478117784][bookmark: _Toc478134869][bookmark: _Toc478135009][bookmark: _Toc478164401]To preserve characteristics of access class barring, determination of unified access category can include access class as possible input
[bookmark: _Toc477960830][bookmark: _Toc477961211][bookmark: _Toc478107210][bookmark: _Toc478117683][bookmark: _Toc478117785][bookmark: _Toc478134870][bookmark: _Toc478135010][bookmark: _Toc478164402]To preserve characteristics of access class barring, determination of unified access category can include CN, Establishment Cause and Service as possible input

Extended Access Barring
Extended access barring was introduced in connection to MTC to allow separate control of access for MTC for access classes from the Access Class Barring mechanism. With EAB, it is possible to selectively control access from UE’s configured for EAB. It is particularly used for UE’s more tolerant to access restrictions.
We believe that there are several ways to classify, e.g., MTC-initiated events, such as combinations of call types and device or subscription information. E.g., 
UBMCat= f(…, AccessClass=nn, CN=NG, EstablishmentCause=mo, Service=ServiceID, DeviceType=MTC, callPriority=Low,… )
[bookmark: _Toc477960831][bookmark: _Toc477961212][bookmark: _Toc478107211][bookmark: _Toc478117684][bookmark: _Toc478117786][bookmark: _Toc478134871][bookmark: _Toc478135011][bookmark: _Toc478164403]To preserve characteristics of EAB, determination of unified access category can include specific device and/or call type as possible input

SSAC, CSFB and ACDC
SSAC is used to control IMS signalling loverload in the IMS server. With the introduction of mapping rules according to the above, e.g.,; 
UBMCat= f(…, AccessClass=nn, CN=NG, EstablishmentCause=mo, Service=ServiceID, DeviceType=MTC, callPriority=Low,… ),
we consider it possible to also account for SSAC, by creating specific mapping rules with “Service=ServiceID(MMTEL)”, optionally dependent on none, some or all of the other input parameters.
However, it might be discussed how relevant use case this has been in LTE and whether it will be relevant for NR, considering that the radio is typically the bottleneck and voice is typically prioritised over other traffic. 
We think the same reasoning holds also for CSFB or similar fallback functionalities e.g; 
UBMCat = f(….,CN=CN-ID(CSFB-CS), EstablishmentCause=mo, …) 
However, we do not think that CSFB needs to be supported in NR even if the UBM-framework would support it.
As we assume that the framework for the new unified access barring mechanism is modeled from ACDC, we also conclude that an ACDC-type of behavior is also achievable, adding yet another input to the access category determination, i.e., 
UBMCat= f(…, AccessClass=nn, CN=NG, EstablishmentCause=mo, Service=ServiceID, DeviceType=MTC, callPriority=Low, ApplicationID=yy… ),
[bookmark: _Toc477960832][bookmark: _Toc477961213][bookmark: _Toc478107212][bookmark: _Toc478117685][bookmark: _Toc478117787][bookmark: _Toc478134872][bookmark: _Toc478135012][bookmark: _Toc478164404]To preserve characteristics of ACDC, determination of unified access category can include specific application ID as possible input
Conclusions on Access Control mechanisms 
[bookmark: _GoBack]As discussed in the previous section, we consider that a unified access barring scheme should address ACB, EAB and ACDC use cases whereas CS-fallback barring is not needed. Whether SSAC needs to be addressed requires further discussion and operator input.
[bookmark: _Toc478134873][bookmark: _Toc478135013][bookmark: _Toc478135028][bookmark: _Toc478164395]A unified access barring should address ACB, EAB and ACDC use cases whereas CSFB is not needed. Whether SSAC should be addressed needs further discussion and operator input.

Other Requirements
According to the RAN2-agreement, the work on unified barring mechanism should include assessing whether it is possible to specify the unified access barring mechanism fully inside the 3GPP WGs.
We think that for application and/or service-specific aspects in particular, this will be a challenge unless services and applications are also specified by 3GPP, or at the very least with a specified identity. Cp. ACDC for which categorization was outside scope of 3GPP.
Before we further progress the work on access barring, we think it is reasonable to acquire information about potentially different requirements for access barring from SA1, compared to Rel.14. In particular, in the area of services and applications differentiations.

[bookmark: _Toc477960844][bookmark: _Toc477961214][bookmark: _Toc478107213][bookmark: _Toc478117686][bookmark: _Toc478134874][bookmark: _Toc478135014][bookmark: _Toc478135029][bookmark: _Toc478164396]Send an LS to SA1 to give input of use cases discussed in this document and inquire about further requirements for access control for NR in general and application and service-specific access control in particular
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Conclusion
In this paper, we have presented a framework for unified access control, using a single set of access control categories, which also keeps clear separation between the mapping of events onto access control categories and the access barring itself.
In section 2 we made the following observations:
Observation 1	To preserve characteristics of access class barring, determination of unified access category can include access class as possible input
Observation 2	To preserve characteristics of access class barring, determination of unified access category can include CN, Establishment Cause and Service as possible input
Observation 3	To preserve characteristics of EAB, determination of unified access category can include specific device and/or call type as possible input
Observation 4	To preserve characteristics of ACDC, determination of unified access category can include specific application ID as possible input

Based on the discussion in section 2 we propose the following:
Proposal 1	A unified access barring should address ACB, EAB and ACDC use cases whereas CSFB is not needed. Whether SSAC should be addressed needs further discussion and operator input.
Proposal 2	Send an LS to SA1 to give input of use cases discussed in this document and inquire about further requirements for access control for NR in general and application and service-specific access control in particular
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