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1 Introduction 

Issues of Network slice (NW slice) were discussed in Study Item of NR. However how much slicing is visible to UE AS was not clear. In the previous contribution [1] we provide requirements of network slice from SA1. One of the requirements of NW slice is that different NW slices have different configurations (parameters). Another one is NW slice should able to isolate from each other. With these requirements, the contribution analysis three aspects of impacts of NW slice which are Access control, Random access resource and Cell selection/reselection. Based the analysis, this contribution provide some considerations on the left open issue.
2 Discussions

NW slice access control

Access control for NW slicing has been discussed in SI period and one LS-out [2] was achieved to send for CT1 and SA2. The main intention of the Access control mechanism for NR is to use one unified access barring mechanism while applicability of the unified baring for NW slice scenario is left for FFS.
For UE in RRC-IDLE and RRC-INACTIVE, NR network may provide unified barring information state via broadcast message (e.g. SIB). Considering NW slicing scenario, different NW slice may have different access control configuration. How does RAN to provide such slice related configuration to UE?
One approach is for NW to broadcast each NW slice‘s identity and corresponding access control parameter. However this approach need to consider scalable issue and system information capacity since the number of NW slice may far more than the number of PLMN. 
Another approach is to use a pre-configured mapping rule including NW slice in UE NAS or Application lever side. In this approach RAN only provides a unified category list and corresponding access control parameter. After read the unified access control information, NAS in UE uses the mapping rule to identify category of the request service and NAS or AS in UE enforces access control.  The pre-configured mapping rule can be further updated by NAS or application server. However the mapping rule which is pre-configured in each PLMN introduces inflexible in some cases. For example, when one NW slices in the NW becomes congestion; the corresponding access control may need change in the situation. It is challenge for the pre-configured mapping rule to update as fast as demand for the congestion. Therefore, in order to provide slice specific access control update parameter, slice awareness in AS should be considered. For example, slice ID should be broadcast with access control parameter.
Observation 1: Unified access control mechanism for NR should consider how to offer flexible configuration for NW slice.
For UE in RRC-CONNECTED state, it is also necessary to provide flexible slice specific access control configuration for UE. The update configuration can be carried by dedicated RRC message.
Observation 2: Dedicated RRC message is used by NW to offer flexible slice specific access control configuration.
NW slice random access resource

The random access procedure will be used to establish the uplink synchronization and beam tacking in NR. In LTE, the resource of random access is common for all UE within the same area. So the possibility of RA failure/collision may increase with the user number in the area. If multiple network slices share the same random access resource, the increase of user in one slice may lead to negative impact on the random access for the users of other network slice. In order to prevent random access in one slice to negatively impact random access in other slices, the isolation for the random access resources shall also be considered.
Observation 3:  The isolation of random access resource for each NW slice should be stuied in RAN.
For UE in RRC-IDLE and RRC-INACTIVE, there are two approaches need to be considered.
One approach is to use slice based access control to ‘isolate’ UEs belongs to different NW slice. In this approach all UEs belong to different NW slice share common access control resource. Before trigger RACH procedure, the UE check the access baring rule and decides whether or not to continue. Unless forbidden all UEs belong to other NW slice to access, this approach is challenge in mitigate interference from other NW slice in term of random access. 
The other approach is to offer separate or slice specific random access resource for one or several NW slice. Therefore UE AS should aware NW slices with associated random access resource. The slice identity is broadcast in System information. However, this approach also should consider the scalable issue and system information capacity since the number of NW slice may far more than the number of PLMN.
Observation 4: NR should be able to offer slice specific random resource for UE in RRC-IDLE and RRC-INACTIVE.
For UE in RRC-CONNECTED state, it is necessary to provide slice specific random access resource for UE especially for UE with latency sensitive service. The configuration can be offered by dedicated RRC message.
Observation 5: Dedicated RRC message is used by NW to offer slice specific random access resource configuration.
Cell selection/reselection of NW slice
During RAN2 NR ad hoc meeting, Service sensitive cell selection mechanism was agreed to reuse for NR system. 
In addition to the legacy services in LTE, impacts from new features such as NW slice and URLLC should also considered for the mechanism. Inter-frequency mobility in connected mode has been discussed in RAN3 group.

RAN3 agreed that some slices may be available only in part of the network [3]. Awareness in a gNB of the slices supported in the cells of its neighbouring gNBs may be beneficial for inter-frequency mobility in connected mode.
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Figure 1:  example of deployment of NW slice and carriers
Although RAN2 has not achieved agreement on the association of NW slice and carrier, it is safe to assume that different carrier may support different type of NW slices. Therefore for UE in RRC-IDLE and RRC-INACTIVE states, NR NW should provide its supported NW slice in order for UE to select the desired NW slice in the cell. If not provide such assistant information, the service may break down or degrade especially for some NW slice located in certain area. 
Observation 6 :NW slice is visible to UE AS in term of cell selection/ reselection.
Based on the analysis of the impacts of NW slice on three aspects of NR, it is necessary for UE AS to aware NW slice in RRC-IDLE, RRC-INACTIVE and RRC – CONNECTED states. For UE in RRC-CONNECTED, there is no limitation to provide slice information in RRC dedicated message. However for UE in RRC-IDLE and RRC- INACTIVE state, it is challenge for NW to provide slice specific configuration. The limitation remains at least on the capacity of System information and scalable issues. To mitigate the limitation, related research aspects such as system information, random access resource, and access control and cell selection should take NW slice into account.
Proposal 1: Slice awareness in AS or slice specific configuration should be supported in RRC-CONNECTED state.

Proposal 2: NW slice impacts in RRC-IDLE or RRC-INACTIVE state should be considered in the design of  System information ,Random access resource, access control and cell selection /reselection of  NR cell. How much slicing is visible to UE AS depends the study progress of these aspects. 
3 Conclusion 

Based on all the analysis abve, we give our observations and proposal as:

Observation 1: Unified access control mechanism for NR should consider how to offer flexible configuration for NW slice.
Observation 2: Dedicated RRC message is used by NW to offer flexible slice specific access control configuration.
Observation 3:  The isolation of random access resource for each NW slice should be stuied in RAN.
Observation 4: NR should be able to offer slice specific random resource for UE in RRC-IDLE and RRC-INACTIVE.
Observation 5: Dedicated RRC message is used by NW to offer slice specific random access resource configuration.
Observation 6 :NW slice is visible to UE AS in term of cell selection/ reselection.
Proposal 1: Slice awareness in AS or slice specific configuration should be supported in RRC-CONNECTED state.

Proposal 2: NW slice impacts in RRC-IDLE or RRC-INACTIVE state should be considered in the design of  System information ,Random access resource, access control and cell selection /reselection of  NR cell. How much slicing is visible to UE AS depends the study progress of these aspects.
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