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Discussion and decision
1 Introduction
In order to support uplink LWA, the UE needs to be able to forward the received LWAAP PDU to the WT through the WLAN access. 
In RAN2 #96, it was agreed that this problem needs to be solved when the AP and WT are connected over an L2 link (e.g., Ethernet). 

=>
Routing from AP to WT when connected by layer 2 link (e.g. ethernet) needs to be solved.

Broadcom has expressed in several occasions concerns regarding the description above which it considers to be ambiguous at best. 

For example, although RAN2 has not discussed any potential deployment scenarios, some of them may be in a campus deployment. If this is the case multiple WLAN APs may be placed onto multiple Ethernet segments, while the campus is served by a single WT. It is not clear that such a deployment is covered by the statement above.at least one intermediate node.
In order to address the RAN2 agreement we believe that at least the following two steps are required:
1. Identify the WLAN access architecture requirements
2. WT discovery

2 Discussion
WLAN Access Architecture Requirements

Few of the solutions described in R2-1701685 with the exception of Solution 6 make any assumption regarding the WLAN architectural requirements in order to be able to forward LWAAP PDUs between WT and UE and vicevercea over the WLAN access. 

Solution 6 an adaptation of Section 16.1.2 of 23.402 is the only solution that proposes a comprehensive set of requirements for the WLAN Access in order to guarantee the original RAN2 request “to forward LWAAP PDUs between WT and UE and vicevercea over the WLAN access.”. 
In Solution 6 description a per-UE point-to-point link between the UE and the WT is required when traffic for that UE is routed via Xw. Additionally, when multi DRBs are supported, one point-to-point link between an UE and WT is required for transporting user plane traffic for every DRB. The UE's MAC address and an associated WT's MAC address are used to identify the point-to-point link between the UE and WT that is associated to a specific DRB. In particular, it is assumed that the WLAN AN enforces upstream and downstream forced-forwarding between the UE's WLAN IEEE 802.11 association and the WT. The aspects of point-to-point link described in RFC 5213 and RFC 5844 also apply to the point-to-point link between UE and WT. The implementation of the point-to-point link, including how and when it is setup, is out-of-scope of 3GPP.
A variation of this solution is one that uses a single point to point link using UE's MAC address and a single associated WT's MAC address complemented by DSCP marking.

Solution 4 may also be seen as a subset of Solution 6 in which paths between WLAN APs and WTs are established using some form of Layer 2 tunneling. Besides the CAPWAP suggested by authors, many others are available in the field like: L2TPv3, GREoverEthernet, etc.

Solution 1, 2, 3 although do not make assumptions regarding the WLAN Access Architecture Requirements, present the same requirements as Solution 6. 
Solution 4, is the only solution in which the UE may operate in LWA mode although it is completely agnostic of the WT identity. In this solution, for UL traffic the receiving WLAN AP is required to terminate all the Ethernet frames that carry LWAAP PDUs. Based on the source MAC address of the Ethernet frame, the WLAN AP may be able to identify the serving WT node. The LWAAP PDU delivery from WLAN AP to WT introduces similar requirements as Solution 6 or Solution 4 (if one wants to limit the deployment scope). 
Please note that such a mode of operation is common in WLAN deployments when Layer 2 services need to be provided to the terminal and the terminals do not or can not be made aware of the physical address where the server is located (eg: ANQP server, EAP server, etc.). WLAN AP operates as a proxy for the service at least for the initial steps.

Based on the discussion above we propose the following:

Proposal 1: RAN2 shall capture the following WLAN Access Requirement for LWA in its specifications:

A per-UE point-to-point link between the UE and the WT is required when traffic for that UE is routed via Xw. Additionally, when multi DRBs are supported, one point-to-point link between an UE and WT is required for transporting user plane traffic for every DRB. The UE's MAC address and an associated WT's MAC address are used to identify the point-to-point link between the UE and WT that is associated to a specific DRB. In particular, it is assumed that the WLAN AN enforces upstream and downstream forced-forwarding between the UE's WLAN IEEE 802.11 association and the WT. The aspects of point-to-point link described in RFC 5213 and RFC 5844 also apply to the point-to-point link between UE and WT. The implementation of the point-to-point link, including how and when it is setup, is out-of-scope of 3GPP.


WT Address Discovery
All solutions except solution 5 requires the UE device to be aware of one or more WT MAC addresses to be used for LWA traffic.
Solution 1 argues on the need of providing WLAN MAC address using cellular access. The solution requires the WLAN access to send the MAC Address of the WT in the WLAN domain over Xw to the eNB, and the eNB sends it forward to the UE. Why such a solution is needed it is not clear if one evaluates other alternatives already existent in the WLAN access.
There are multiple means through which a terminal device may learn about the MAC Address of the WT node in the WLAN domain. Below is a non-exhaustive list:
1. Downlink Ethernet frames carrying  LWAAP PDUs carry the MAC address of the WT node in the source MAC field. The UE device learns the WT MAC address from received Ethernet frames carrying LWAAP PDUs.
2. New ANQP query-response exchange to provide WT MAC Address to the UE.  

3. The completion of the EAP authentication procedure provides the UE with the WT MAC address. We discuss this method in further details to clarify potential misunderstandings in R2-1701685.  

One may extend EAP messages to also include other non-authentication related information using a vendor-specific type. This is not new for 3GPP which has used this approach before as it can be shown in Section 13.4 of 33.402. In this case a new 3GPP vendor-specific EAP-exchange is introduced in the message exchange for unauthenticated access to trusted WLAN. This EAP-exchange can be used to transport the connection parameters. This EAP message exchange provides a solution to a similar problem with the one we try to address.
Other important user of  3GPP vendor specific type in EAP is LWA. A vendor specific procedure EAP-LWA is defined in Annex G2 of 33.401. Based on this observation we have the following proposal:

Proposal 2: WT MAC Address shall be provided to the UE during the authentication phase if the UE device is authenticated in the WLAN domain for LWA service. The Key Data Field in the EAPOL-key frame defined in 802.1x shall be updated to contain WT MAC address.
3 Conclusions
In this contribution, we analyse the Way Forward described in R2-1701685. We show the limitation of the analysis and as a result we justify why the conclusions proposed in R2-1701685. We provide alternative proposals as follows:

Proposal 1: RAN2 shall capture the following WLAN Access Requirement for LWA in its specifications:

A per-UE point-to-point link between the UE and the WT is required when traffic for that UE is routed via Xw. Additionally, when multi DRBs are supported, one point-to-point link between an UE and WT is required for transporting user plane traffic for every DRB. The UE's MAC address and an associated WT's MAC address are used to identify the point-to-point link between the UE and WT that is associated to a specific DRB. In particular, it is assumed that the WLAN AN enforces upstream and downstream forced-forwarding between the UE's WLAN IEEE 802.11 association and the WT. The aspects of point-to-point link described in RFC 5213 and RFC 5844 also apply to the point-to-point link between UE and WT. The implementation of the point-to-point link, including how and when it is setup, is out-of-scope of 3GPP.

Proposal 2: WT MAC Address shall be provided to the UE during the authentication phase if the UE device is authenticated in the WLAN domain for LWA service. The Key Data Field in the EAPOL-key frame defined in 802.1x shall be updated to contain WT MAC address.
