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1. Introduction
In the last RAN2 NR Adhoc, the following were agreed as general requirement for Access Control in NR.
	Agreements:

1:
NR system should support overload/access control functionality of RACH backoff, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.

2:
RAN2 should aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE.

3:
The unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios.

4:
RAN2 should aim to specify an access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE). [FFS whether it will be possible for the mechanism to be completely common between the states]

5
Study whether it is possible to specify the unified access barring mechanism fully inside the 3GPP WGs.


This paper discusses the issues that need to be discussed when defining solution for “unified barring mechanism”.
2. Discussion
Several solutions for “unified barring mechanism” were proposed [1-5] . When discussing the direction and details of the solution, it is important to also consider how to ensure that the specification work can be done fully inside the 3GPP WGs. Bearing this in mind, the following are the issues that we think are important to address:

Issue 1:
Identification level of a “call” (data packet or voice)

In LTE, how a “call” is identified varies per the barring mechanism. 

· The ACB, SSAC, SCM and AB for NB-IoT differentiate a “call” based the call type: emergency call, mobile originating call, mobile originating signalling, mobile originating CS fallback, mobile originating MMTEL voice, mobile originating MMTEL video, mobile originating SMSoIP or mobile originating SMS
· The EAB differentiate a “call” based on a device properties or subscription. UE that is subject to EAB refer to a UE that is configured in the NAS as a Low Access Priority UE which could be based on the device property and/or subscription.

· The ACDC differentiate a “call” based on ACDC category. Within one ACDC category, there could be several services/application included.

Several companies proposes the usage of  “category” to identify a call and associate it with the barring treatment. The main problem with “category” based mechanism is that the association between a call and its barring treatment may be different per network and that it is difficult to ensure unique barring treatment for a call.

In defining a unified access barring mechanism, we need to make sure that each “call” can be properly identified and associated to obtain a unique expected barring treatment regardless of how a call is identified (e.g., using a “call type” or “category”)  and regardless of the network  the UE resides. For example:

· if an “Emergency call” is identified using a “call type”, the barring checking layer shall be able to identify this call as “Emergency call type” and apply the barring checking/treatment according to the barring parameter and checking method for “Emergency call” regardless of the network where the UE resides. 

· Similarly, if category based “call” identification is applied, “Emergency call” should be mapped to a category of highest treatment (say Category1), and apply the barring checking/treatment according to the barring parameter and checking method for Category 1.
What we need to avoid is that the “Emergency call” is mapped to Category 1 in Network A, but mapped to Category 2 in Network B.
Proposal 1: 
The resulting identification of a “call” shall be the same (unique) regardless of how the “call” is identified, e.g., using “call type” or “category”
Proposal 2:
The resulting identification of  a “call” should be the same (unique) regardless of which the network UE resides (H-PLMN, V-PLMN)

If operator wishes to have different barring treatment for the same “call” of different applications or services, then category based solution where “standardized category mapping” and “operator specific category mapping” may be considered. This is illustrated in Figure 1.




Figure 1: example of  “standardized category mapping” and “operator specific category mapping”
	Call
	Standardized Category
	Operator Category

	Emergency Call
	Category 1
	N/A

	Page response (high prio)
	Category 2
	N/A

	Page response (low prio)
	Category 6
	N/A

	MO Signaling
	Category 3
	N/A

	MO Data
	Category 4
	N/A

	IMS voice
	Category 5
	N/A

	Delay Tolerant
	Category 10
	N/A

	High Priority Access
	Category 2
	N/A

	High Priority Data App
	Category 1
	N/A

	Application X
	
	Category 20

	Bearer with Flow ID value Y
	
	Category 21


Issue 2:
Access Class based barring mechanism and barring checking methods
In LTE, most of all barring mechanisms are based on UE Access Class (AC), i.e., distribution of access attempts can be per UE AC except for ACDC. There is normal AC (AC 0 to 9) and special AC (AC 11 to 15) and AC10 which is assigned for Emergency Call. Different mechanism may apply different distribution method, e.g., bit map or barring factor (percentage), but access attempts distribution is achieved across different AC. It is likely that the concept of UE AC will also be adopted in NR.  Therefore we think that AC based barring mechanism should be adopted for NR
Proposal 3: 
The unified access barring mechanism should take into account the UE Access Class. 

Issue 3:
Barring checking methods

In LTE, the following barring checking methods are adopted to randomly distribute the UE (based on its AC) that is subject to be barred: barring factor (percentage) and bit map. During the discussion of ACDC, other methods such as white list vs. black list, etc. were discussed. In unified access barring mechanism, similar in LTE there are service/use case that may or may not necessitates AC to be taken into account when performing the barring. This seems to be a stage 3 discussion and therefore we propose to address this in work item phase.


Proposal 4:
Barring checking methods should be further discussed in work item phase
Issue 4:
Which layer performs the barring checking?
In LTE, different barring mechanisms are performed in different layer. 
· In AS layer: 
ACB, ACB for CSFB, EAB, ACDC
· In application (MMTEL) layer:  SSAC 

· In OS layer:  UDT 

The main reason for this is to allow barring to be done in the layer where the calls that cause congestion are generated, i.e., when the IMS node is congested due to VoLTE call, then it is better to bar the VoLTE call directly in UE’s MMTEL layer where the VoLTE call is generated. However, since it is a fact that a certain type of call can also cause congestion both in RAN and in CN, in recent discussion, it seen beneficial to identify the “call” in finer granularity as in “application/service” level and to perform the barring in one place or layer. Hence, mechanism such as ACDC was specified.

For unified access barring mechanism, the layer where to perform the barring checking/evaluation could be anywhere as long as the “call” identification and association to a unique barring treatment can be performed appropriately in that layer (See issue 1 discussion). The details on which layer should perform the barring checking can be further discussed in work item phase, however it is considered beneficial if RAN2 starts contact CT1to trigger the feasibility studies of realizing the unified access barring checking at NAS (and upper) layer.
Proposal 5: 
The layer where to perform the barring checking/evaluation could be anywhere as long as the “call” identification and association to a unique barring treatment can be performed appropriately.
Proposal 6:
RAN2 should ask CT1 to start the feasibility studies on realizing the unified access barring checking at the NAS (and upper) layer.

3. Summary and Proposal
The issues that need to be addressed when defining solution for “unified barring mechanism” were discussed. The following were proposed:

Proposal 1: 
The resulting identification of a “call” shall be the same (unique) regardless of how the “call” is identified, e.g., using “call type” or “category”
Proposal 2:
The resulting identification of  a “call” should be the same (unique) regardless of which the network UE resides (H-PLMN, V-PLMN, etc.)

Proposal 3: 

The unified access barring mechanism should take into account the UE Access Class. 

Proposal 4:

Barring checking methods should be further discussed in work item phase.
Proposal 5: 
The layer where to perform the barring checking/evaluation could be anywhere as long as the “call” identification and association to a unique barring treatment can be performed appropriately.
Proposal 6:
RAN2 should ask CT1 to start the feasibility studies on realizing the unified access barring checking at the NAS (and upper) layer.
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