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1 Introduction

This document discusses the possible character of Unified Access Barring, and suggests RAN2 progress on functional split, to be a basis for the work of other groups. 
Agreements

1: NR system should support overload/access control functionality of RACH backoff, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.
2: RAN2 should aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE.

3: The unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios.

4: RAN2 should aim to specify an access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE). [FFS whether it will be possible for the mechanism to be completely common between the states]

5: Study whether it is possible to specify the unified access barring mechanism fully inside the 3GPP WGs.
2 Discussion
2.1 
Forward Compatibility

Strictly is it not possible to foresee the future and be 100% forward compatible. However, some principles may help to make at least the AS part forward compatible. 

Examining legacy mechanisms there are 

· Access Class Barring (ACB), where UE access class is taken into account

· Extended Access Barring (EAB), where e.g. it is taken into account whether a UE is roaming or not.
· Service Specific Access Control (SSAC), where the service type for IMS services is taken into accouint

· Application Specific Congestion control for Data Communication (ACDC), where the application is identified and taken into account. 

We note that the architecture for the existing mechanisms are slightly different, i.e. the functional split between layers are different. This is not possible for a unified mechanism. 
Observation: A unified Access Barring Mechanism should follow a certain functional split between layers and entities.

2.2 
Functional Split 

For LTE and previous systems, the AS has to great extent been service agnostic and NAS has taken care of service specific parts. As the access Control actions are taken due to load conditions, AS have had control of the load dependent part of the barring decisions. NAS communicates the necessary service dependent information to AS by cause values. These principles have worked well in the past.

Proposal 1: The AS part of the access barring mechanism is general and service agnostic. Service dependant parts are placed in NAS
Proposal 2: NAS communicates service dependent information to AS by cause values. 

Proposal 3: AS makes barring start and stop decisions. 
We note that if the AS barring mechanism shall be unified and general it would help to keep it as simple as possible, e.g. by applying the proposed functional split stringently, which could be achieved if NAS takes into account all circumstances of the UE, e.g. UE access class, whether UE is roaming, Call type, Service, Application, and maps this to a cause value. NAS could also take into account e.g. the network slice of a UE. 
Proposal 4: In the analysis to derive a cause value, NAS should take into account differentiating factors in legacy mechanisms such as UE access class, whether UE is roaming, Call type, Service, Application etc. NAS could also take factors such as network slice into account. 
We assume that AS read system information and can receive barring configurations, which might consist of parameters needed to make a barring decision and timers that control the time applicability of the taken barring decision. To be practical, most likely each barring configuration need to be related to one or multiple cause values. By having a barring configuration be applicable to a group of cause values, coarse-grained barring can be achieved with a fine grained NAS cause value analysis.
Proposal 5: The barring is controlled by broadcasted configurations, where each barring configuration contains information needed for barring start-stop decisions, and the cause value(s) for which it applies. 
2.3 
Barring Start – Stop decisions 

We assume that at least the LTE legacy random draw decision making mechanism shall be supported. 

Proposal 6: Barring or no barring is determined by random draw as for LTE. 
Proposal 7: When barring has been decided, for a barring configuration, the decision is applicable for a duration of a running barring timer as for LTE. 

As it has been agreed that the unified barring mechanism may apply in different states, the triggers that invokes the functionality need to be reconsidered. We assume that as long as there are dedicated resources for a UE, there is no need to perform access control. Instead this should be related to the usage of UL common channels. 

Furthermore, it would be good to make the invocation of barring independent of state-transition, and a simple way would be to have a timer. 
Proposal 8: When no-barring has been decided, for a barring configuration, the decision is applicable for a duration of a running no-barring timer. 

Proposal 9: If neither the barring timer or the no-barring timer is running for a barring configuration, before using an UL common channel with a cause value that is applicable for the barring configuration, the UE need to make a barring decision. 
From architectural point of view it would make sense that AS also makes barring stop decisions. For the moment it is proposed that this is just a timer expiry, but it could also be done e.g. by AS detecting that a previously broadcasted barring configuration is no longer broadcasted. 
Proposal 10: Similar to LTE, AS informs NAS about barring timer expiry, i.e. that a barring decision for a group of cause values is no longer valid. 
Note that several barring timers may be running, at most one for each barring configuration. 

3 Summary

Proposal 1: The AS part of the access barring mechanism is general and service agnostic. Service dependant parts are placed in NAS
Proposal 2: NAS communicates service dependent information to AS by cause values. 

Proposal 3: AS makes barring start and stop decisions. 
Proposal 4: In the analysis to derive a cause value, NAS should take into account differentiating factors in legacy mechanisms such as UE access class, whether UE is roaming, Call type, Service, Application etc. NAS could also take factors such as network slice into account. 

Proposal 5: The barring is controlled by broadcasted configurations, where each barring configuration contains information needed for barring start-stop decisions, and the cause value(s) for which it applies. 
Proposal 6: Barring or no barring is determined by random draw as for LTE. 

Proposal 7: When barring has been decided, for a barring configuration, the decision is applicable for a duration of a running barring timer as for LTE. 

Proposal 8: When no-barring has been decided, for a barring configuration, the decision is applicable for a duration of a running no-barring timer. 

Proposal 9: If neither the barring timer or the no-barring timer is running for a barring configuration, before using an UL common channel with a cause value that is applicable for the barring configuration, the UE need to make a barring decision. 
Proposal 10: Similar to LTE, AS informs NAS about barring timer expiry, i.e. that a barring decision for a group of cause values is no longer valid. 

Proposal 11: Send a LS to CT1, SA1, SA2


































































