Page 1



3GPP TSG-RAN WG2 #97
R2-1701637
Athens, Greece, 13th – 17 th February 2017
Agenda Item
: 
10.2.2.6
Source
: 
LG Electronics Inc.
Title
:
Unified access control mechanism for New RAT
Document for
:
Discussion and Decision
Introduction
As discussed in RAN2 AH on NR, it is highly desirable that 3GPP pursues unified access control mechanism for New RAT, rather than specifying various access control mechanisms which increase complexity with some interaction among different mechanisms in both the UE side and the eNB side. In this document, we propose unified access control mechanism to avoid unnecessary complexity in New RAT.
Discussion
E-UTRAN controls accesses from different services based on a combination of various access control mechanisms, i.e. ACB, ACB skip, SSAC, EAB and ACDC. In our view, it can be possible to combine various mechanisms into a single access control mechanism. 
One possible option for the unified approach is that the category concept used in ACDC is extended to cover ACB (i.e. call types such as emergency access, high priority access, MT access), ACB skip, SSAC (MMTEL voice, MMTEL video, SMS) and EAB for NR. When it comes to ACDC, different applications are categorized into one or more categories for MO data. eNB broadcasts barring info for each category, so that when UE accesses to a cell with a particular application, UE chooses the category that the particular application belongs. 

Similarly, it seems possible that one or more call types such as emergency access, high priority access and/or different indicators from NAS such as low priority indicator (i.e. delay tolerant access) and EAB indication could be categorized into one or more categories. For example, one network could categorize emergency access and high priority access into one category and consider delay tolerant access and EAB as different independent categories. The other network could categorize those into a single category. gNB could control different categories with different barring probabilities or with the same barring probability. 
In this way, New RAT can support full flexibility in access control and a future-proof mechanism. If we need a new requirement for access control, the new requirement could be realized as re-categorization or introduction of one or more new categories. For instance, if we introduce D2D or MBMS in NR Phase 2, it will be possible to categorize new services/features as new categories or into one or more existing categories.

Proposal 1: The category concept is used to provide access control mechanism in New RAT.
Proposal 2: The network configures one or more categories for NR access control.

If the category concept is used to provide access control mechanism in New RAT, the network should be able to configure one or more categories for NR access control. As described above, different applications, different services (e.g. MMTEL voice, MMTEL video, SMS), different call types (e.g. emergency access, high priority access, MT access), different indicators from NAS (e.g. low priority indicator, EAB indication) can be subject to categorization in the network.
In addition, only MO data was considered for categorization in LTE ACDC, so that signaling and MT access was not configured for categorization. For NR, the category concept could be extended to signaling and MT access as well as MO data. For example, MO access for NAS procedures (a.k.a. MO signaling) could be categorized into one category. Or, a MM procedure could be categorized into one category while a SM procedure could be categorized into another category for each slice. Furthermore, different RRC procedures could be also considered as one or more categories. For example, RAN based area update procedure may trigger uplink access with one category while on-demand SI request may trigger uplink access with another category.
Proposal 3: The followings can be considered as one or more categories of NR access control:

· Different applications

· Different services (e.g. MMTEL voice, MMTEL video, SMS)

· Different call types (e.g. emergency access, high priority access, MT access)

· Different indicators from NAS (e.g. low priority indicator, EAB indication)
· Signaling procedure(s) (e.g. NAS procedures, RRC procedures)
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Figure 1: An example of category configuration for NR access control
The intention of categorization is that gNB controls uplink access with different categories and differentiates categories with different access probabilities for each cell. Thus, it is likely that each cell is allowed to provide a barring parameter for one or more category.

 Considering the existing mechanisms, different access probabilities can be realized by the following barring parameters:
· Barring factor (%)

· Barring time (ms)

· Bitmap

In LTE, a barring factor and a barring time are used for ACB, SSAC and ACDC. eNB is allowed to broadcast an independent barring factor/time for each call type, for each MMTEL service, or for each ACDC category. The bitmap is used for EAB in LTE. eNB is allowed to control EAB access based on the access class stored in each UE. In our view, it seems better that the network is allowed to configure either barring factor/time or bitmap for each category. This approach will give flexibility and support various requirements on access control for each use case.
Proposal 4: gNB is allowed to provide a barring parameter for one or more category at a cell

Proposal 5: Either barring factor/time or bitmap can be configured as a barring parameter for each category.
RAN2 previously agreed that the minimum SI comprises basic information required for initial access to a cell and information for acquiring any other SI broadcast periodically or provisioned via on-demand basis. Thus, it seems likely that the barring parameter is included in the minimum SI that is always broadcast. However, it is unclear whether all barring parameters for all categories should be always broadcast in the minimum SI. 
For instance, barring parameters of the categories used for UE in RRC_IDLE (e.g. barring parameters used for access with ATTACH, TAU, emergency access, MT access, or SI request) could be always broadcast via the minimum SI, while barring parameters of the other categories could be signaled via Other SI. Furthermore, barring parameters of the categories used for UE in RRC_INACTIVE or RRC_ACTIVE (a.k.a. RRC_CONNECTED) could be possibly signaled per UE via dedicated signaling e.g. when UE enters RRC_INACTIVE or RRC_ACTIVE or by using on-demand SI delivery mechanism.
Proposal 6: The minimum SI includes barring parameters at least for UE in RRC_IDLE to make access to a cell (e.g. barring parameters related to categories for ATTACH, TAU, emergency access, MT access, or SI request)

Proposal 7: Barring parameters used for UE in RRC_INACTIVE or in RRC_ACTIVE can be signaled per UE via dedicated signaling.
If the category concept is used to provide access control mechanism in New RAT, we should further discuss which layer will configure a category, detect/indicate a category and apply barring check for each category. Considering the existing mechanisms, the following options could be considered as UE barring model as shown in Figure 1.
· Option 1: Access Barring Check is performed in RRC
· This option is similar to the modelling of ACB, ACDC and EAB in LTE in which NAS informs RRC about information on access type such as Call Type, ACDC category, and EAB indication. Based on the information from NAS, RRC performs Access Barring Check.

· Option 2: Access Barring Check is performed in NAS

· In this option, RRC informs NAS about barring parameters received from gNB. Then, NAS performs Access Barring Check based on the barring parameters from RRC as well as the category.
· Option 3: Access Barring Check is performed in Upper Layer

· This option is similar to the modelling of SSAC in LTE in which RRC informs an upper layer about barring parameters received from gNB. Then, the upper layer (e.g. MMTEL in SSAC) performs Access Barring Check based on the barring parameters from RRC as well as the category.
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Figure 2: Options for Access Barring Check
In our view, we should not choose only one option for the unified approach. For instance, the access control for UE in RRC_IDLE and RRC_INACTIVE could be designed based on Option 1 or 2 while the access control for UE in RRC_ACTIVE could be designed based on Option 3. We propose to study three options in Figure 2 for access control of New RAT.
Proposal 8: Study three options in Figure 2 for access control of New RAT

Conclusion

In conclusion, we propose the followings for access control mechanism in standalone NR:
Proposal 1: The category concept is used to provide access control mechanism in New RAT.
Proposal 2: The network configures one or more categories for NR access control.

Proposal 3: The followings can be considered as one or more categories of NR access control:

· Different applications

· Different services (e.g. MMTEL voice, MMTEL video, SMS)

· Different call types (e.g. emergency access, high priority access, MT access)

· Different indicators from NAS (e.g. low priority indicator, EAB indication)
· Signaling procedure(s) (e.g. NAS procedures, RRC procedures)

Proposal 4: gNB is allowed to provide a barring parameter for one or more category at a cell

Proposal 5: Either barring factor/time or bitmap can be configured as a barring parameter for each category.

Proposal 6: The minimum SI includes barring parameters at least for UE in RRC_IDLE to make access to a cell (e.g. barring parameters related to categories for ATTACH, TAU, emergency access, MT access, or SI request)

Proposal 7: Barring parameters used for UE in RRC_INACTIVE or in RRC_ACTIVE can be signaled per UE via dedicated signaling.

Proposal 8: Study three options in Figure 2 for access control of New RAT

· Option 1: Access Barring Check is performed in RRC

· Option 2: Access Barring Check is performed in NAS

· Option 3: Access Barring Check is performed in Upper Layer

[image: image3.png]



Page 4

_1545231576.vsd
Category 1


Category 2


Category 3


Category 4


NAS
Proc.


RRC
Proc.


HP
Access


Emergency


App1


Future
Service 1


MMTEL
Voice/video


App3


App4


Future
Service 2


Category configuration 
by the network



_1545229959.vsd
Barring Check


Barring Check


Barring Check


Category


Category


Category


RRC


NAS


Upper
Layer


Access ?


Access ?


Access ?


Option 1


Option 2


Option 3



