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1
Introduction
3GPP RAN has approved a Rel.14 work item of Enhancements of NB-IoT [1] to extend the scope for supporting some further features comparing with Rel.13 NB-IoT. One of the objectives is to design the necessary mobility and service continuity enhancements, which improves the service continuity and avoid NAS recovery for both CP and UP solutions without the increasing of UE power consumption for the UE in connected mode.
RAN2 #95bis [2] agreed following in the scope of Rel14 NB-IoT mobility functionalities:

· Mobility is triggered by RLF
· RLF triggers RRC Connection Re-establishment 
· No additional mechanism is introduced to avoid NAS recovery for the CIOT UP solution
· Introduce RRC Connection Re-establishment procedure for the CIOT CP solution. 
· Data handling
· In the new cell, Network (re)transmits DL packets that were not delivered in the old cell, the UE (re) transmits packets in the UL
· ALT1: NAS performs retransmission (similar to NAS handling at handover)
· RRC Reestablishment with context fetch
· MME performs retransmissions in the DL: eNB -> MME S1AP NAS NON DELIVERY INDICATION
· UE NAS performs retransmission in the UL, triggered by Non-delivery indication from AS to NAS. 
Mobility enhancement was not discussed in RAN2 #96 as RAN2 was waiting for the reply to the LS on the security aspects from SA3.  In this paper, we’d investigate those left open issues for improving the mobility performance and analyse the potential impact to the RAN protocol and procedures.
2
Discussions
With legacy LTE, a valid short MAC-I needs to be provided to verify the RRC Connection Reestablishment message in the target eNB. However, AS security is not supported for CP solution, the validation of UE could not be checked due to the lack of integrity protection of the message. Therefore, there could be security issues (e.g. “malicious” UEs which trigger the procedure using C-RNTI of “good” UEs) and possible error scenarios (e.g. moving S1 connection of wrong UE due to PCI confusion) because the old eNB is unable to validate the request using the ShortMAC-I.  
Observation 1:  To apply the reestablishment procedure without security may lead to severe problems.
RAN2 asked in LS [3] on Security aspects of RRC Connection Re-Establishment for NB-IoT /DoNAS. If SA3 sees any security threats of using RRC Connection Re-Establishment procedure without introduction of additional security mechanisms (Short MAC-I would not be used) and if such mechanisms are needed, SA3 could provide guidance on how such mechanism could look like.
SA3 answered in LS [4] that SA3 did not arrive at a conclusive decision. SA3 informed there are security concerns and the RRC Reconnection message needs to be integrity and replay protected. SA3 will take one more meeting cycle to arrive at a solution and will provide RAN2 with an update by next SA3#86 meeting which will be held on 6-10 February 2017.
Observation 2:  Whether the mobility enhancement could be supported heavily relies on the outcome from the next SA3 meeting. 

Apart from the security concerns, the X2/S1 handover preparation is required to fetch the UE context during the reestablishment procedure. However there are parameters in UE context that are not relevant in CP CIoT optimization, e.g. security context, the E-RABs configuration, etc.). Thus RAN3 considered to add a flag to X2/S1 handover preparation related messages and S1 path switch messages in order to indicate to the receiving node that certain mandatory IEs shall be ignored.   
Observation 3: Specification update is necessary to support the context fetch from RAN3 signalling point of view.
RAN2 agreed that mobility is triggered by RLF, meaning that when a UE is moving to a new cell, it will first declare RLF due to the deteriorated radio link quality with the serving cell and then trigger the reestablishment procedure. In this case, before performing the potential mobility procedure, the UE has encountered data transmission failure. Even though retransmission is supported by NAS to reduce the packet loss, the UE would still suffer from the decreased performance.

Observation 4: Mobility after RLF may not improve the performance significantly.
For Rel.13 NB-IoT WI RAN2 decided not to support the legacy connected mobility. When encountering RLF, the UE will be released to Idle for CP solution and indicate “RRC Connection failure” to NAS layer. It is specified in NAS protocol [5] that the UE initiated tracking area updating procedure could support the NAS recovery from certain error cases. 

The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME when the UE receives an indication of "RRC Connection failure" from the lower layers and has no signalling or user uplink data pending (i.e when the lower layer requests NAS signalling connection recovery). 

Once TAU procedure is triggered to recover the signalling connection, the MME may request the release of UE context in the old eNB after it receives the NAS TAU request from the new selected eNB. As per S1AP specification [6], whenever the eNB is unable to ensure that the message has been received by the UE, it shall report the non-delivery of this NAS message by sending a NAS NON DELIVERY INDICATION message to the MME including the non-delivered NAS message. Thus the retransmission of NAS PDUs to the target by the MME is possible already today, if source eNB sends NAS NON-DELIVERY INDICATION message to MME when it receives S1 UE context release.


[image: image1.emf]UE Last serving eNB 

MME

New eNB

RRC Connection Setup

RRC Connection Setup Complete (TAU Request)

S1 UE Context Release Command 

RRC Connection  Request

S1AP Initial UE message (TAU Request)

S1AP Downlink NAS Transport (TAU Accept)

RRC Downlink Information Transfer (TAU Accept)

NAS NON-DELIVERY INDICATION 

S1AP Downlink NAS Transport (NAS Data)

RRC Downlink Information Transfer (NAS Data)

RRC Uplink Information Transfer (NAS Data)

S1AP Uplink NAS Transport (NAS Data)


Figure
 NAS data retransmission during NAS recovery after RLF caused by mobility
Observation 5: With the Rel13 NB-IoT specification, the UE could achieve the comparable performance as the proposed Rel14 enhancement without making any update to the specification.
3
Conclusions

This contribution has analysed many aspects for improving the mobility performance for NB-IoT when CP solution is applied, following observations were made:

Observation 1:  To apply the reestablishment procedure without security may lead to severe problems.
Observation 2:  Whether the mobility enhancement could be supported heavily relies on the outcome from SA3 meeting. 

Observation 3: Specification update is necessary to support the context fetch from RAN3 signalling point of view.

Observation 4: Mobility after RLF may not improve the performance significantly.
Observation 5: With the Rel13 NB-IoT specification, the UE could achieve the comparable performance as the proposed Rel14 enhancement without making any update to the specification.
The packet retransmission could be already supported by current NAS PDU retransmission. Even if it is assumed that the security issue could be resolved in SA3 #86, the signaling cost for RRC Connection Reestablishment is actually similar comparing with the RRC Connection Setup procedure caused by NAS recovery. Thus there will be marginal benefits to introduce such improvement, especially that mobility happens after radio link failure. On the other hand, extra effort and complexity are foreseen to support the security solutions and the impact to RAN2 signalling is negligible, therefor the complexity brought in specification may not be justifiable w.r.t. expected benefits. As the deadline of the WI is approaching, we propose, 

Proposal: RAN2 do not specify any mobility enhancement solutions for CP CIoT Optimization in the Rel-14 WI.
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