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Introduction
[bookmark: _GoBack]The agreed RAN2 TP on slicing says:
	Support of Network Slicing relies on the principle that traffic for different slices is handled by different PDU sessions. Network can realise the different network slices by scheduling and also by providing different L1/L2 configurations. UE should be able to provide assistance information for network slice selection in RRC message, if it has been provided by NAS.
Editor’s note: it is FFS whether it is possible to provide different PRACH, access barring and congestion control information for different slices.
Editor’s note: the above agreements and FFS are also applicable for LTE connected to 5G-CN.



This contribution addresses the first Editor´s note above, and in particular the impact from slicing on access control.
[bookmark: _Ref178064866][bookmark: _Ref189046994]Impact from slicing on access control
One aspect of slicing is resource isolation in RAN. This is also discussed, e.g. in [1] for RACH resources. Resource isolation between slices avoids e.g. shortage of resources in one slice not breaking any service level agreement(s) in another slice. When applied on access control, this typically implies that it should be possible for the network to perform access control of access requests on one slice without necessarily affecting the access requests on another slice.
As a UE typically has the knowledge of which slice(s) that triggers an access to the network, it would be possible to perform independent access control between slices also in situations when the physical resources are not separated. Independent in the sence that different slices can for example be separated by different access categories, in a similar way as is done in ACDC for different applications.
[bookmark: _Toc473795473][bookmark: _Toc473795609][bookmark: _Toc473830291][bookmark: _Toc473875763]The network should be able to perform access control of access requests on one slice without affecting the access requests on another slice.
Note that this independent access control could be realized in several ways. A solution for independent access control between slices would need to take into account the following:
· RAN awareness of slices. RAN supports differentiated handling of traffic between slices, but how this is done is up to implementation and/or network configuration. 
· UE awareness of slices. The UE is aware of which slice(s) that the UE wants to use (e.g. at attach) and/or is configured with (e.g. at service request).. It is however an open issue if slice availability information is provided to the UE and in that case how.
· The level of differentiation, including the number of access control categories available. Partitioning the access control categories between the slices gives good isolation but less number of categories per slice.
In [2] we propose a framework for access control, based on a single set of access control categories with a flexible mapping onto the categories by the network.  We consider that this similar framework can be applied to slices as well. This kind of framework is also aligned with the agreement to have a unified access control scheme in NR.
When a unified framework is applied on slicing, a single set of access class categories  would be shared between slices., However, the UE uses the slice as one of the multiple inputs when determining the access control category at each access. The mapping from slice to access control category (how a certain slice will impact what access category to use) is then both configurable and can be controlled by the network.  We think that such a solution is simple and will not require additional broadcast or signaling. Further, it will offer a solution that does not necessarily require separation of resources.
The UE configuration of the mapping of slice to access control category would be performed by the core network and in NAS layer, in line with [2]. 
In the table below (from [2]) we illustrate an example how the slice ID can be used together with other input when determining the access control category.
Table 1: Example of access category configuration in UE
	PLMN
	Slice
	Application
	Service
	…
	Access Control Category

	4
	7
	*
	*
	
	3

	4
	*
	3
	*
	
	5

	*
	*
	*
	Emergency call
	
	1

	*
	*
	*
	RAN signalling
	
	2



[bookmark: _Toc473795612][bookmark: _Toc473830316][bookmark: _Toc473875764][bookmark: _Toc473875985]Access control and prioritization between slices is realized by configurating access control categories for the UE.
[bookmark: _Toc473795613][bookmark: _Toc473830317][bookmark: _Toc473875765][bookmark: _Toc473875986]A single set of access control categories are shared between the slices.
[bookmark: _Toc473795614][bookmark: _Toc473830318][bookmark: _Toc473875766][bookmark: _Toc473875987]The identity of the slice, if applicable, which trigger an access of by the UE is used as input to the determination of access control category used by the same access.

Conclusion
This contribution has discussed the impact from slicing on access control.
In section 2 we made the following observations:
Observation 1	The network should be able to perform access control of access requests on one slice without affecting the access requests on another slice.

Based on the discussion in section 2 we propose the following:
Proposal 1	Access control and prioritization between slices is realized by configurating access control categories for the UE.
Proposal 2	A single set of access control categories are shared between the slices.
Proposal 3	The identity of the slice, if applicable, which trigger an access of by the UE is used as input to the determination of access control category used by the same access.
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