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Introduction
In RAN2#94 it has been agreed that RAN2 would study the introduction of a “state” (later called RRC_INACTIVE) where the UE would be able to start data transfer with low delay by either leaving that “state” or transmitting data within the state. One meeting later (RAN2#95, in Gothenburg) companies have taken one step further and agreed that in RRC_INACTIVE there will be a mechanism where the UE first transits to RRC_CONNECTED where data transmission can occur. Then, companies agreed that the possibility for the UE to perform data transmission without state transition from RRC_INACTIVE to RRC_CONNECTED would be studied. In RAN2#95bis in Kaohsiung, one meeting later, another important step was taken and companies have identified two approaches to be studied, later called solutions A (transmit data in "new state") and Solution B (transmit data together with initial RRC message for transition to connected). In RAN2#96 in Reno, not so much has been agreed and an email discussion was triggered to capture some details of Solution A and B by describing how to address a set of identified design questions. A summary of each solution has been presented in RAN2#NRAdHoc in Spokane and some high level agreements were captured.
This contribution uses the latest agreed summary of A and B and the views expressed by different companies in the email discussion(s) as input to make a comparison between solutions A and B for small data transmission in RRC_INACTIVE. In our view, both solutions A and B have many similarities that could be agreeable while some fundamental differences could be further discussed online.
Further details of solution B can be found in[1][2]. Security issues of solution A are highlighted in another contribution [3].
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In RAN2#95, two important agreements that would help us to make a decision between A and/or B were made:
· The baseline for the small data solution in RRC_INACTIVE is the transition from RRC_INACTIVE to RRC_CONNECTED and then transmit data;
· Any solution should respond to a set of design question regarding how the solution addresses contention resolution, context fetching, context updates, how to identify that the UE transmitting data is the right UE, how to decide to perform a transition to connected or not, etc.
In our view, a comparison between A and B must take these two aspects into account i.e. how different the solution is compared to the baseline and how it addresses the identified design questions. As it has been commented in some of the discussions, that is the only way to make sure whether the solution properly works or not. In the following we group some of the most critical questions per area as it has been done in the ongoing email discussions and try to compare both solutions.
UE context management
How the UE context is located and identified in the network (e.g. based on UE context ID)?
It has been identified that in both solutions A and B the “first” message (e.g. in solution B, an RRC Connection Resume Request) multiplexing at least the small UL data and the AS Context ID enables the network to locate and identify the AS context. Such a function to locate and identify the AS context is also needed for the baseline solution i.e. the ordinary full state transition from RRC_INACTIVE to CONNECTED. Before the network deactivates (or suspends) the RRC connection an AS context ID is provided and associated to the UE AS Context that is stored at the gNB while the UE is in RRC_INACTIVE. That enables the network to find the AS context, either fetch the AS context and/or route the small data to the source gNB, and decrypt the encrypted small UL data. Hence, to support both the small data transmission in RRC_INACTIVE and the state transition from RRC_INACTIVE to RRC_CONNECTED the following is proposed:
Solutions A and B have similar mechanism to locate and identify the AS context in the network.
An “AS Context ID” is allocated by the RAN and stored in the UE (and the gNB) when the UE moves from RRC_CONNECTED to RRC_INACTIVE.
The AS Context can be located when the UE either tries to transmit small data and/or performs a transition to RRC_CONNECTED by sending the “AS Context ID” in the first message.

Another discussion relates to the content of the AS context. Based on the previous email discussion it has been identified that the UE AS context maintained in solution A was described as follows:
The UE context in RRC_INACTIVE includes the configuration of radio bearers, logical channels and security.  The UE maintains the same PDCP entity like in RRC_CONNECTED and maintains PDCP COUNT and SN of PDCP.  The possibility to maintain the RLC entity and SN is FFS.  Additional information can be considered for the context if a need is identified.

In our view the AS context is not the most distinguishing aspect of A and B, but perhaps how the UE will use it once it wants to transmit data. In solution A, there is an assumption that small data is transmitted using old security keys to encrypt the small data (at least in some scenarios). Our understanding is that this might not be acceptable, but SA3 input may clarify that. Even if SA3 would accept that possibility, proponents of solution A seem to agree that there will be anyway likely scenarios where the new keys must be generated e.g. when the UE tries to transmit in a cell from a new PDCP entity. Hence, in our view, the usage of the old keys by solution A limits the usage of the feature to the UE moving across a single PDCP entity. We foresee two issues here:
i) We anyway need a solution where UE moves to a new PDCP area so new keys are generated, regardless if A or B are supported and
ii) That would require the network operator to expose its architecture to the UE, which is typically something to be avoided unless it is proven to be necessary. Hence, we do not understand the motivation to enable the UE to use the old keys considering the risks and the need to anyway define a solution where the new keys are used.

In addition, maintaining the old keys also means maintaining the PDCP sequence number which you do not need to do for B, where new keys could be derived thanks to NCC transmitted in the suspend procedure.

Finally, there is an open issue about RLC. In our view, keeping the RLC context in RRC_INACTIVE is unnecessarily complex and does not provide clear benefits: the network will send a UE to RRC_INACTIVE if it has no more pending data. Hence, the RLC window will be empty anyway. Nevertheless, the network would need to maintain the RLC window state variables and timers and even forward them to the cell in which the UE resumes the connection. We would like to point out that RAN2 decided earlier that maintaining an RLC entity is not even necessary for regular CONNECTED mode mobility where the UE may be in an active data transmission. Even there, the RLC entity is re-established. Hence, there is certainly no benefit to maintain an empty RLC entity for an INACTIVE UE.

In both solutions A and B, a potential commonality is that the context can be stored in an “anchor”/source gNB and may be fetched to the new serving gNB when needed upon the triggering of small data transmission and/or transition from RRC_INACTIVE to RRC_CONNECTED.
Solution must support context fetching function, preferably the same used for the transition from RRC_INACTIVE to RRC_CONNECTED to avoid the duplication of procedures.


[How the AS state is updated and maintained in the network (incl. security keys, NCC, sequence numbers).] 
There seems to be a common understanding that there will be some type of context that can be synchronized in the UP protocol (e.g. PDCP counters) while other context should be handled using RRC signalling (e.g. security keys, identifiers, RAN areas, etc.). Regardless if A or B are selected, or even if a small data transmission in RRC_INACTIVE is agreed to be supported, there should be a way to evoke RRC signalling so the network can update and maintain the AS context (e.g. security keys, NCC, sequence number, etc.).
For solution B the context update information is provided to the UE with message 4 (e.g. deactivates / suspend), which has the advantage to be like the mechanism used for the transition from RRC_CONNECTED to RRC_INACTIVE. For solution A, no context update is assumed and if an RRC message was needed to update this information, it would be delivered in a subsequent procedure that would need to be standardized or simply via a paging message which could trigger the UE to start a transition to RRC_CONNECTED for that purpose.
For solution B context update is performed in the same way as in the transition to RRC_CONNECTED i.e. via message 4 (e.g. RRC Connection Resume)
For solution A context update can also occur via paging response after small data transmission to trigger the UE to start a state transition to RRC_CONNECTED
Both solutions A and B would benefit from a message 4 enabling AS context update
In that perspective, since the commonality of both solutions is the fact that at least message 4 should allow that mechanism at least for the state transition case, the following is proposed:
Network should be able to update the UE context via message 4 (e.g. RRC Connection Resume).

Contention resolution
[How contention resolution (e.g. RACH collisions) is handled?]
Based on the discussion it seems both solution A and B solve contention resolution by transmitting the AS context ID (e.g. Resume ID) in the “first” message (e.g. in solution B, RACH Msg3/RRC Connection Resume Request) and echoing back the ID in the next message (second message in solution A, Msg4/RRC Connection Resume in solution B). The understanding is that this is also the same AS Context ID used to identify / locate the context for both small data transmission and the ordinary state transition from RRC_INACTIVE to RRC_CONNECTED.
Solutions A and B have similar mechanism for contention resolution.
“AS Context ID” is transmitted in the “first” message for contention resolution.

Subsequent DL transmissions and state transitions
[How to decide when to use small data transmission (Solution B) rather than move to connected and then transmit data?  How potential subsequent transmissions and/or “large data” is handled, requiring transition to “full connected state”?]
In solution A an RRC_INACTIVE UE would have two mechanisms to select from if it wants to transmit small UL data, i.e. transmit data from RRC_INACTIVE or transition to RRC_CONNECTED and then transmit data. Hence, solution A requires an additional selection mechanism e.g. based on a threshold on the UE’s uplink data buffer. If the amount of data exceeds the threshold, the UE initiates an RRC procedure to move to connected otherwise it simply uses solution A.
In solution B there is no fundamental need for threshold-based mechanisms since message 3 always carry an implicit request to resume the RRC connection and small UL data is transmitted in message 3 if the network provides large enough resources for that. Hence, solution B can use the same mechanism to initiate the transmission of large data and small UL data. 
Solution A requires an additional selection mechanism to either chose between triggering a transition to RRC_CONNECTED or transmit data in RRC_INACTIVE.
Solution B does not require an additional selection mechanism because small data can simply be transmitted in message 3.

It has been discussed that the small UL data transmissions could trigger subsequent transmissions both in UL and DL that could be large and/or frequent. In that case the network should be able to either move the RRC_INACTIVE UEs to RRC_CONNECTED or, keep transmitting to a certain extent in RRC_INACTIVE.
Small UL data transmissions could trigger large and/or frequent DL transmissions. Hence, the network should be able to move the UE to RRC_CONNECTED upon receiving small UL data.
In solution B, a single procedure is defined to perform the transition from RRC_INACTIVE to RRC_CONNECTED to transmit / receive large amount of data and optimized to transmit small data in RRC_INACTIVE. Hence, in solution B, the same first message with data contains also means to enable the network to quickly move the UE to RRC_CONNECTED (or instruct the UE remain in RRC_INACTIVE). 
In Solution B, the same first message with data contains also means to enable the network to quickly move the UE to RRC_CONNECTED (or instruct the UE remain in RRC_INACTIVE).
Meanwhile, solution A seems to be designed mainly for the case where small UL data is transmitted and no frequent and/or large DL response is triggered. If that occurs, at least considering the current agreements for DL notification in RRC_INACTIVE via paging, the network would need to notify the UE via paging so the UE could trigger a full state transition from RRC_INACTIVE to RRC_CONNNECTED. That would probably work except that it would defeat the whole purpose of small data transmission in RRC_INACTIVE which is the latency reduction to deliver UL and DL packets. In addition, it would also generate more RRC signalling compared to the baseline, which has been previously described as a potential advantage of solution A.
If large and/or frequent DL responses are triggered from small UL data, solution A would require the network to first notify the UE via paging so the UE could trigger a full state transition from RRC_INACTIVE to RRC_CONNNECTED. That would increase the latency to deliver DL/UL packets and increase RRC signalling compared to baseline. 

An alternative approach could be to define a completely new procedure to deliver large and/or frequent DL data in RRC_INACTIVE state. In our view that could be possible since the network would not need to transmit that in a large area since the UE location would already be known thanks to the UE AS context ID transmitted with the small UL data, however, such a mechanism would be quite inefficient since in RRC_INACTIVE the UE is not expected to perform RRM measurements, link adaptation and/or beam management procedures. In addition, that would require an additional procedure in the NR standard which would further increase the number of solutions for the same problem.
Solution B provides better latency and overhead performance than solution A for cases where the small UL transmissions may trigger large and/or frequent DL data.
Benefits of solution A might be limited to scenarios where only small UL data is transmitted i.e. no DL responses are triggered.

RAN2 should adopt as baseline mechanisms for small data transmission the same mechanisms that will anyway be needed for the transition from RRC_INACTIVE to RRC_CONNECTED to minimize or avoid duplicated procedures.




Conclusion
In section 2 we made the following observations:

Observation 1	Solutions A and B have similar mechanism to locate and identify the AS context in the network.
Observation 2	For solution B context update is performed in the same way as in the transition to RRC_CONNECTED i.e. via message 4 (e.g. RRC Connection Resume)
Observation 3	For solution A context update can also occur via paging response after small data transmission to trigger the UE to start a state transition to RRC_CONNECTED
Observation 4	Both solutions A and B would benefit from a message 4 enabling AS context update
In that perspective, since the commonality of both solutions is the fact that at least message 4 should allow that mechanism at least for the state transition case, the following is proposed:
Observation 5	Solutions A and B have similar mechanism for contention resolution.
Proposal 5	“AS Context ID” is transmitted in the “first” message for contention resolution.
Observation 6	Solution A requires an additional selection mechanism to either chose between triggering a transition to RRC_CONNECTED or transmit data in RRC_INACTIVE.
Observation 7	Solution B does not require an additional selection mechanism because small data can simply be transmitted in message 3.
Observation 8	Small UL data transmissions could trigger large and/or frequent DL transmissions. Hence, the network should be able to move the UE to RRC_CONNECTED upon receiving small UL data.
Observation 9	In Solution B, the same first message with data contains also means to enable the network to quickly move the UE to RRC_CONNECTED (or instruct the UE remain in RRC_INACTIVE).
Observation 10	If large and/or frequent DL responses are triggered from small UL data, solution A would require the network to first notify the UE via paging so the UE could trigger a full state transition from RRC_INACTIVE to RRC_CONNNECTED. That would increase the latency to deliver DL/UL packets and increase RRC signalling compared to baseline. 
Observation 11	Solution B provides better latency and overhead performance than solution A for cases where the small UL transmissions may trigger large and/or frequent DL data
Observation 12	Benefits of solution A might be limited to scenarios where only small UL data is transmitted i.e. no DL responses are triggered

The following has been proposed for small data transmission in RRC_INACTIVE:

Proposal 1	An “AS Context ID” is allocated by the RAN and stored in the UE (and the gNB) when the UE moves from RRC_CONNECTED to RRC_INACTIVE.
Proposal 2	The AS Context can be located when the UE either tries to transmit small data and/or performs a transition to RRC_CONNECTED by sending the “AS Context ID” in the first message.
Proposal 3	Solution must support context fetching function, preferably the same used for the transition from RRC_INACTIVE to RRC_CONNECTED to avoid the duplication of procedures.
Proposal 4	Network should be able to update the UE context via message 4 (e.g. RRC Connection Resume).
Proposal 5	“AS Context ID” is transmitted in the “first” message for contention resolution.
Proposal 6	RAN2 should adopt as baseline mechanisms for small data transmission the same mechanisms that will anyway be needed for the transition from RRC_INACTIVE to RRC_CONNECTED to minimize or avoid duplicated procedures
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