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Introduction
In RAN2#94, companies started to discuss the different levels of mobility in NR and inter-/intra-TRP/cell mobility. Companies have agreed that 1 NR gNB correspond to 1 or many TRPs. Further progress has been achieved in RAN2 #95bis and companies agreed on that:

4. 	In connected mode, intra-cell mobility can be handled by mobility without RRC involvement. 
-FFS whether there may be cases that do require RRC involvement.


By using connected mode mobility procedures, the quality of an ongoing connection is maintained as a UE moves through the network. As the UE moves out of the coverage area of one TRP, a new TRP must be found and UE must be handed over to the found TRP by following certain connected mode handover procedures so that connection quality can be maintained [1]. 
In this paper we discuss the RRC protocol’s involvement in these connected mode handover procedures in different NR deployment scenarios.
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We foresee four major scenarios of how the TRPs are deployed as shown in Figures 1, 2, 3 and 4. Expectedly, each scenario may have different implications on the involvement of RRC in the connected mode mobility as discussed in the remainder of the section. 
In the first scenario, as shown in Figure 1, there are multiple TRPs linked via centralized baseband and/or ideal backhaul; as well as these TRPs are also assumed to be synchronized. In this scenario, a UE coming from RRC_INACTIVE would camp and connect to a cell. Then the UE would be to know which beams, represented by mobility RSs are associated to that cell e.g. referred as a serving set of MRSs (FFS whether that is done via dedicated signalling or self-discovery). In the case of dedicated signalling, since the same baseband controls all TRPs, the network has the option to configure all beams transmitted by all TRPs. Alternatively, all TRPs would have to broadcast beams transmitting the same cell ID and that could limit the number of beams per cell, especially in multi-TRP scenarios.
Thus, mobility in the first scenario is possible without any RRC involvement if the target TRP is the part of the serving cell and if the UE is configured with all possible mobility RSs across all TRPs. In that case, beam management procedures can handle mobility, relying on MRSs and/or CSI-RSs. In this first scenario, since mobility is handled by beam management, the same security keys may be re-used for encryption/decryption, and there is no need to reset MAC and re-establish RLC each time when the serving TRP is changed.
Inter-TRP mobility without RRC involvement is possible when TRPs share the same baseband and/or are linked in ideal BH.
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Figure 1: Scenario 1: Synchronized TRPs that are linked via centralized baseband and/or ideal backhaul.
In the second scenario, as shown in Figure 2, there are multiple TRPs linked via a centralized RRC/PDCP and/or via non-ideal backhaul. In this scenario, the default assumption is that TRPs are unsynchronized. In case of inter-TRP mobility within the second scenario, the same security keys may be re-used for encryption/decryption. PDCP data recovery and MAC needs to be reset and RLC needs to be re-established each time when the serving TRP is changed. Therefore, since some RRC involvement is foreseen for inter-TRP mobility, the UE could simply detect mobility beams (MRSs) from neighbor TRPs sharing PDCP/RRC in the same way it detects any other neighbor TRP not sharing same PDCP/RRC. Therefore, once the UE connects to a cell whose RRC/PDCP entity is shared with multiple TRPs the UE is anyway only configured with beams for that cell.
During mobility across TRPs sharing the same PDCP/RRC, RRC signaling should be used to trigger a MAC reset and RLC re-establishment. Security keys may be re-used for encryption/decryption across the TRPs.
In this scenario handover command is used for the MAC reset and RLC re-establishment. On top of that, random access can be triggered between UE and the target TRP for completing these procedures and synchronizing in the uplink (if needed).  
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Figure 2: Scenario 2: TRPs linked via a centralized RRC/PDCP and/or via non-ideal backhaul.

In the third scenario, as shown in Figure 3, there are multiple TRPs of which some are linked via a centralized RRC/PDCP and/or via non-ideal backhaul; and others are linked via a centralized baseband and/or ideal backhaul. 
In this scenario, one TRP can be linked and synchronized with different TRPs in different ways and RRC configuration can imply whether L1 beam management procedures or L3 procedures must be run for the connected mode mobility. For the intra-“cell” mobility, UE follows CSI-RS and/or MRS based L1 beam management procedures for the connected mode mobility. Otherwise, RRC-driven mobility can be assumed between the source and the target.  
In the third scenario, which is comprised of the first and second scenarios, UE follows CSI-RS and/or MRS based L1 beam management procedures for the connected mode mobility. Otherwise, RRC-driven mobility can be assumed between the source and the target.  
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Figure 3: Scenario 3. Hybrid architecture scenario where one TRP can be linked with different backhauls and architectures.

In the fourth scenario, as shown in Figure 4, there are multiple TRPs that are of distributed RRCs and linked via non-ideal backhaul. 
In this scenario, every TRP can be assumed as a “cell” and LTE-like RRC-driven handover procedure can be assumed. Here, RRC-driven handover procedure includes MAC reset, RLC reestablishment, and the change of security keys.  
In the fourth scenario, ordinary RRC-driven handover procedure can be assumed. MAC reset, RLC re-establishment and the change of security keys are needed.  
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Figure 4: Scenario 4. TRPs with de-centralized protocol stack and linked via non-ideal backhaul.

Conclusion
Based on the discussion in section 2 we have the following observations and proposals: 
1. In the first scenario, the same security keys may be re-used for encryption/decryption, and there is no need to reset MAC and re-establish RLC each time when the serving TRP is changed.
In the second scenario, the same security keys may be re-used for encryption/decryption. PDCP data recovery, MAC reset and RLC re-establishment may be needed when the serving TRP is changed.

1. Inter-TRP mobility without RRC involvement is possible when TRPs share the same baseband and/or are linked in ideal BH.
During mobility across TRPs sharing the same PDCP/RRC, RRC signaling should be used to trigger a MAC reset and RLC re-establishment. Security keys may be re-used for encryption/decryption across the TRPs. 
In the third scenario, which is comprised of the first and second scenarios, UE follows CSI-RS and/or MRS based L1 beam management procedures for the connected mode mobility. Otherwise, RRC-driven mobility can be assumed between the source and the target.  
In the fourth scenario, ordinary RRC-driven handover procedure can be assumed. MAC reset, RLC re-establishment and the change of security keys are needed.  
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