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1 Introduction
The Study Item on new radio access technology for the next generation wireless system was approved at RAN#71 [1]. Access control is a fundamental feature for each radio access technology and of course it is also applicable to NR. In this paper, we will preliminarily discuss the access control mechanism in NR.
2 Discussion
2.1 Access control mechanism in LTE
In the current LTE system, there are multiple tools for the system to do the access control in case RAN/CN is congested:
1. Access barring: Access barring mechanism allows the network to prevent some UEs from making access attempts, i.e. not to trigger the random access procedure. Therefore, Access Barring mechanism can avoid the congestion of the random access channels and ensure that high priority services can still access the network in case RAN/CN is congested.
2. Random access backoff: With the Backoff Indicator accormodated in Random Access Response, which identifies the overload condition in the cell, the eNB can delay the random access attempts from some UEs hence from system perspective spread the random access attempts in time.
3. RRC connection reject: The eNB can reject the RRC Connection Request triggered by some of the UEs to alleviate the network congestion situation. Wait Time (as well as extended Wait Time) can be provided together with RRC Connected Reject message to delay the subsequent RRC Connection Requests.
2.2 Access control mechanism in NR

Access barring is the most “clean” access control mechanism as it can avoid the access attempts from some of the UEs. Random access backoff can spread the random access attempts in time thus alleviate the congestion of the random access channels before the network activates the access barring mechanism. RRC connection reject can selectively reject the RRC connection request that initiated by particular type of service(s). For NR, it is beneficial to support all these 3 access control mechanisms, which can provide a toolbox to operators and operators can choose to activate different access control mechanisms based on different congestion situations, e.g. light overloaded or heavy overloaded, RAN congestion or CN congestion or both, etc.
Proposal 1: NR shall support all the access control mechanisms in LTE as the toolbox, i.e. Access barring, Random access backoff and RRC connection reject.
In the current LTE system, there are multiple Access barring schemes which were introduced in different releases for the support of different scenarios/use cases, as below:

· ACB (Access Class Barring): Access barring mechanism based on the type of access attempt (e.g. mobile originating data or mobile originating signalling) and Access Class that the UE belongs to;

· ACB Skip: ACB enhancements to allow the prioritization of MMTEL voice/video and SMS;

· SSAC (Service Specific Access Control): Access barring mechanism for MMTEL voice/video originating calls;

· EAB (Extended Access Barring): Access barring mechanism specific to machine-type communications;

· AB for NB-IoT: Access barring mechanism specific for NB-IoT;

· ACDC (Application specific Congestion control for Data Communication): Access barring mechanism for particular, operator-identified applications in the UE;
In LTE, the support of various access barring schemes significantly increase the specification complexity, UE complexity as well as testing complexity. Also, given that the checking order of multiple access barring schemes is fixed, i.e. SSAC->EAB->ACDC->ACB skip->ACB, restrictions are given to the access control function.
NR is designed to support wide range of services, which means the system shall be inherently flexible enough to meet the connectivity requirements of a range of existing and future services. It is very important for operators to accurately control their networks to provide different treatment for different services/users, especially when the network is in congestion. 
In NR, to learn the lesson from LTE, it is desirable to design a unified Access Barring mechanism, so as to avoid the complicated specification/UE, to enable more efficient/flexible access control, and to easily support potential new access barring requirements in the future.
Proposal 2: NR shall support one unified access barring mechanism.
In LTE, access barring mechanism is only applicable to idle mode. For NR, it is beneficial to remove such restriction and support access barring mechanism also for connected mode (i.e. both inactive state and active state), given that 1) new services initiated by connected mode UEs will increase the system load; 2) some low priority services may take free-riding of high priority services. 
Proposal 3: NR shall support access barring mechanism for idle state, inactive state and active state.
3 Conclusion

The paper preliminarily discussed the access control mechanism in NR and we propose:

Proposal 1: NR shall support all the access control mechanisms in LTE as the toolbox, i.e. Access barring, Random access backoff and RRC connection reject.
Proposal 2: NR shall support one unified access barring mechanism.
Proposal 3: NR shall support access barring mechanism for idle state, inactive state and active state.
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