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Discussion and decision
1 Introduction

This contribution discusses the potential solutions to address the raised issue when UE's RRC state is different between UE and network side. This topic was shortly discussed on RAN2#95 meeting, based on the details provided by [1]-[3] and RAN2 agreed that this scenario can happen, and should be addressed under TEI14.
2 Discussion
The issue of having the UE's RRC state different on UE and network side has been seen with some UEs and on some network deployments. Exemplary scenario that might lead to this situation is the following [1] [3]:

· The UE is blocked temporarily by an object and radio link quality degrades when the eNB transmits RRC Conn. Release to the UE. On one side, the eNB does not receive UE's ACK even after retrying (at RLC and HARQ levels). On the other side, the UE might fail to decode the message, start T310 due to the bad DL quality but, suddenly it gets back in good conditions and gets in-sync (due to RLM recovery); this would lead to stop T310 and not to trigger RLF. It could be that eNB repeats the maximum number of RRC Conn. Release retries to the UE much before T310 expires. Therefore eNB might keep the UE context for some time however at some point, might locally release it, while the UE thinks that it is still in connected mode.

The solutions proposed on [1]-[3] during RAN2#95 meeting were the following:
· Option 1. UE sends an RRC message to the eNB to request the release of the RRC connection. This feature could be controlled by network: configuring a wait time that UE needs to be inactive before being permitted to send the request, or configuring a prohibit timer that limits the frequency by which the UE can send this message. After sending the release request, the UE remains in connected mode until the eNB sends the RRC release message to the UE. If the eNB has locally released the UE context then the UE will declare radio link failure (most likely due to random access problem) and initiate an RRC connection re-establishment procedure.
· Option 2: UE autonomously releases the RRC connection after a certain inactive time (which could be previously configured by eNB).
· Option 3: UE triggers the RRC re-establishment procedure after certain inactive time (which could be previously configured by eNB).
· Option 4: UE triggers some other form of UL RRC message, such as measurement report.  If the eNB has locally released the UE context then the UE will declare radio link failure (most likely due to random access problem) and initiate an RRC connection re-establishment procedure.
Option 1 and option 4 are similar in that they both involve the UE attempting to send a message in the uplink as a 'test' to see if the RRC connection is still active.  Option 1 does not look optimum as network could encourage network implementation to rely on RRC Connection Release request which would end up unnecessarily increasing the number of UL RRC messages. In our view, options 2 and 3 could be in theory both considered. Option 2 has the potential similar problem than option 1, where network might rely on the inactive timer to always release the UEs autonomously instead of sending RRC connection release. On other hand, option 3 is a logical way for the UE to get back in sync with the network. The timer expiry can be seen as a RLF trigger to re-establish the RRC Connection with the eNB. Appropriate timer setting should be made to prevent falsely triggering re-establishment before the eNB has attempted to perform normal RRC Connection Release.
Observation 1. Option 3 "UE triggers RRC re-establishment procedure after certain inactive time" addresses the RRC mismatch issue while minimizing the probability that the network relies on the timer or UL signaling mechanism instead of triggering RRC release message.

Observation 2. Option 3 (Re-Establishment) has the advantage compared to Option 2 (autonomous release) that in case of a False Alarm (i.e. if the eNB has not released the UE context), it minimizes the impact on the network, vs with Option 2 that the UE will need to establish the NAS signalling connection (which would result in additional load for the MME once new UL data is pending).
This inactivity timer that triggers UE's RRC connection re-establishment could be configured per UE and per cell; moreover defining a default value to be used by the UE when no value is explicitly configured by the eNB would also allow a UE implementating this functionality to benefit even if the network has not been upgraded to support it. Moreover as it was explained on [2], configurable timers are usually preferable due their flexibility, however it would not be helpful for earlier frozen Releases.
Observation 3. There is benefit foreseen for the network to be able to configured this "new inactive timer" per UE ,as well as, a cell specific parameter; and for the specification to also define a default value based legacy network implementations (e.g. taken common times assumed by the network to release the UEs) in case any UE may want to enable this in their previous releases.

In addition, understanding that this is an issue already observed on some networks, RAN2 should discuss whether this functionality is introduced only in Rel-14 allowing implementation in previous releases (without requiring any impact on the ASN.1) e.g. by introducing a magic sentence on the . 
Observation 4. It might be desirable to allow early UE implementation of this feature without ASN.1 impact.

It is important to also consider that option 3 is feasible for LTE UE and NB-IoT UEs supporting CIoT UP optimization, however it would not be the case for legacy NB-IoT UEs only supporting CIoT CP optimization as RRC Re-establishment procedure is not supported as UE AS security is not activated for CIOT CP optimization. Therefore option 2 (autonomous release) might be a preferable approach for these UEs.
Observation 5. For NB-IoT UEs not supporting RRC re-estbalishment procedures (e.g. legacy NB-IoT UEs only supporting CP CIoT optimization) could trigger RRC Connection establishment procedure instead (understanding that for these UEs, AS security is never established).
Proposal 1. To define a "new inactive timer" that triggers the UE to start RRC Re-establishment procedure, when AS security is established, or that triggers autonomous release of the UE, when AS security is not established. Regarding "this new inactive timer":
Proposal 1.1. To define a default value of this "new inactive timer" (e.g. set to 40 seconds).
Proposal 1.2. To define broadcast and dedicated RRC signaling that allows the network to optionally configure this "new inactive timer" as a cell-specific or UE-specific parameter.
Proposal 2. To discuss whether an early implementation of this feature is allowed (e.g. including a magic sentence on the cover page of the Rel.14 CR).

3 Conclusion

The observations captured are the following:
Observation 1.
Option 3 "UE triggers RRC re-establishment procedure after certain inactive time" addresses the RRC mismatch issue while minimizing the probability that the network relies on the timer or UL signaling mechanism instead of triggering RRC release message.
Observation 2.
Option 3 (Re-Establishment) has the advantage compared to Option 2 (autonomous release) that in case of a False Alarm (i.e. if the eNB has not released the UE context), it minimizes the impact on the network, vs with Option 2 that the UE will need to establish the NAS signalling connection (which would result in additional load for the MME once new UL data is pending).
Observation 3.
There is benefit foreseen for the network to be able to configured this "new inactive timer" per UE ,as well as, a cell specific parameter; and for the specification to also define a default value based legacy network implementations (e.g. taken common times assumed by the network to release the UEs) in case any UE may want to enable this in their previous releases.
Observation 4.
It might be desirable to allow early UE implementation of this feature without ASN.1 impact.
Observation 5.
For NB-IoT UEs not supporting RRC re-estbalishment procedures (e.g. legacy NB-IoT UEs only supporting CP CIoT optimization) could trigger RRC Connection establishment procedure instead (understanding that for these UEs, AS security is never established).


The proposal captured are the following:
Proposal 1.
To define a "new inactive timer" that triggers the UE to start RRC Re-establishment procedure, when AS security is established, or that triggers autonomous release of the UE, when AS security is not established. Regarding "this new inactive timer":
Proposal 1.1.
To define a default value of this "new inactive timer" (e.g. set to 40 seconds).
Proposal 1.2.
To define broadcast and dedicated RRC signaling that allows the network to optionally configure this "new inactive timer" as a cell-specific or UE-specific parameter.
Proposal 2.
To discuss whether an early implementation of this feature is allowed (e.g. including a magic sentence on the cover page of the Rel.14 CR).
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