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1 Introduction
At RAN plenary #71, a new Work Item on Enhancement of LTE-WLAN Aggregation [1] was approved. One of the objectives for eLWA is mobility optimization, which mainly focus on intra and inter eNB handover without WT change.
In RAN2 # 93bis, LS [2] was sent to SA3 consulting on solutions for eLWA potentially allowing the UE to remain associated with the WLAN after handover. The only conclusion on this topic was that RAN2 could discuss the principles of the handover (e.g. delta signalling), but would leave the details of the network call flow to RAN3. In RAN2 94, the reply LS [3] from SA3 was received clarifying there is no need for UE and WT to immediately refresh S-KWT, but the S-KWT needs to be replaced at some later point in time. Due to limit of time, no mobility optimization relation contributions were treated in the meeting. 
In this contribution, we analyse solutions for how to handle PDCP ciphering key change for LTE handover without WT change.
2 Discussion
In Rel-13 Dual Connectivity, RACH is used as the synchronization moment for WT and UE to switching between DL data from source eNB and target eNB. For Rel-14 eLWA, no RACH procedure available for WLAN leaves one open issue on the PDCP ciphering key change for inter-eNB or intra-eNB handover without WT change. 
Two different types of solutions to handle this issue were proposed in RAN2 #94 [4] [5]:
· Solution 1: Utilize WLAN re-association as the switch moment
In this approach, a DC like solution is applied that WLAN discard all buffered data form source eNB and switches to data from the target eNB right after WLAN re-association procedure.
· Solution 2：Indicate the key change in the packet forwarding to WLAN  
Solution 2 can be realized by sending a special PDCP packet as the “end marker” by source eNB, or indicating the PDCP ciphering key in the LWAAP header. And the latter option is preferred as no impact on PDCP specification.
We have the following observations:
For solution 1, WLAN re-association can be triggered because of two reasons. The first one is the necessary of performing 4-way handshake for WLAN re-keying in case of eNB-assisted authentication. In case of AAA-based authentication, no re-authentication is expected. The second reason is to re-association to a different WLAN AP associated with the same WT, e.g. a new mobility set is configured to UE during the handover. However, neither of two reasons is bound to happen during LTE handover, one example is AAA-based authentication is applied and UE connects to the same WLAN AP before and after handover. And if WLAN re-association has to be performed, it is kind of deviate from our original intention of trying to allow the UE to remain associated with the WLAN after handover. 
Observation: WLAN re-association is not bound to happen during LTE handover without WT change. 
In addition, solution 1 requires WLAN to discard buffered PDCP PDUs throughout the whole path of WLAN which may have impact on the user plane of IEEE 802.11 specification, and also adds complexity for WT implementation. 
Different from solution 1, one of the benefits of solution 2 is that it remains transparent to WLAN. WLAN could finish transferring buffered packets form source eNB before switch to packets from the target eNB. With solution 2, assumed that UE couldn’t use old and new ciphering keys at the same time, UE therefore discards all packets form source eNB received from the WLAN side after it has changed the PDCP ciphering key. Therefore, for both solution 1 and solution 2, the data ciphered by old PDCP keys buffered at WT couldn’t be decoded by UE after PDCP re-establishment. The difference between the alternatives is where the buffered data are discarded. For solution 1, the packets are by WLAN, while the packets are discarded by UE for solution 2. Besides, one concern of solution 2 is that it is less efficient as the data successfully received from WLAN have to be discarded by UE once found encrypted by old key. 
To summarize, solution 1 is more efficient over the radio, but it requires WLAN re-association during handover, which could be avoided under some circumstance, and also has impact on WLAN. Solution 2 is not as efficient as solution 1 and needs additional standardisation efforts, but it is transparent to WLAN. Based on the analysis and observations above, we have a slight preference for using solution 2 due to its robustness. Additionally, if the mechanism of solution 1 is agreed to be defined, solution 2 could still be considered for the case of solution 1 not available due to WLAN implementation. 
Proposal: RAN2 is request kindly to consider indicating the PDCP ciphering key in the LWAAP header. 
3 Conclusion

Based on the discussion we have the following observation and proposal:
Observation: WLAN re-association is not bound to happen during LTE handover without WT change. 
Proposal: RAN2 is request kindly to consider indicating the PDCP ciphering key in the LWAAP header. 
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