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	Reason for change:
	1. In TS 33.401, it is stated that “To establish WLAN security, the UE and WT shall use the key S-KWT as equivalent to either the PMK or PSK defined in IEEE 802.11 specification”. However, in TS 36.300, the description of WLAN authentication only considers the PMK. 
2. The “S-KWT” should be “S-KWT”

	
	

	Summary of change:
	1. Add the PSK in the corresponding description of WLAN authentication
2. Change “S-KWT” to “S-KWT”
Impact analysis
Impacted functionality:

WLAN authentication
Inter-operability: 

No inter-operability issue is foreseen.  
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22A.1.8
WLAN Authentication

For a UE supporting LWA, WLAN authentication is performed as follows:
If WT Counter is included in LWA Configuration in the RRC Connection Reconfiguration message, the UE shall start using the S-KWT derived using the WT Counter value and KeNB as PMK or PSK as specified in TS 33.401 subclause G [22] and TS 36.331 subclause 5.6.14.2 [16]. For a UE already authenticated with WLAN, configuration of a new PMK or PSK triggers refreshing the IEEE 802.11 security using the new PMK or PSK.

If WT Counter is not included in LWA Configuration in the RRC Connection Reconfiguration message:

-
if WT Counter has not been previously configured for the UE, the UE which is not already authenticated with a WLAN in the WLAN mobility set shall use authentication methods specified in TS 33.402 subclause 6 [70];

-
if WT Counter has been previously configured for the UE, the UE which is not already authenticated with a WLAN in the WLAN mobility set shall keep using the S-KWT previously derived using the WT Counter value and KeNB as PMK or PSK as specified in TS 33.401 subclause G [22] and TS 36.331 subclause 5.6.14.2 [16];

-
the UE which is already authenticated with a WLAN in the WLAN mobility set continues using the previously configured authentication method and is not required to refresh IEEE 802.11 security.
	*********End Change**********


