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1 Introduction

It is already understood that some coordination is needed between LTE and NR configurations to ensure UE capability for tight inter-working option.  LTE dependent on MeNB monitoring SeNB configuration to ensure that the configuration is not exceeded.  MeNB configuration is also provided to the SeNB to reduce the possibility of SeNB attempting to configure UE beyond its capability.  This was made easier since both MeNB and SeNB follow same LTE RRC specification.
 This document looks at the potential issues of re-using existing model for LTE-NR tight inter-working and other possible solutions.  
2 Discussion

Intra-LTE DC model will require LTE eNB to comprehend and check the entire NR configuration to ensure that the UE capability is not exceeded. In LTE, the coordination needed is simply left to eNB implementation.   Using this model for LTE-NR tight interworking has the drawback that LTE eNB has to implement NR RRC.  Further, as with the LTE model, LTE configuration is provided to the S-NR-NB that NR NB has to comprehend and consider for any subsequent reconfiguration it might perform.   
The NBs do not have a full “understanding” of every field of the other RAT but it has to implement the full ASN.1 to comprehend the message, and to understand each field sufficiently to check if the field is relevant for capability coordination.   Without any specific identification of these fields in 3GPP, there is a strong risk of inter-operability issues leading exceeding the capability resulting in configuration failure or at the other end, to an underutilisation of UE capability.  While this is additional work for 3GPP, it is something that needs to be done anyway – either in implementation or 3GPP.  Further, we believe that the work involved is quite manageable.  In Tdoc [R2-165009], we provide an initial analysis using LTE as the baseline of the coordination needed to show that the coordination needed is minimal.
Hence to minimise the level of implementation of the other RAT and the risk of inter-operability problems between LTE and NR NBs, it is proposed:

Proposal #1: The LTE interaction model where MeNB and NR S-NB have to comprehend and go through all the fields in the configuration message of the other RAT to check and ensure that capability is not exceeded, is not adopted for LTE-NR tight inter-working.
2.1 Other interactions models

In this section we consider other options for LTE-NR tight inter-working capability coordination.

Option 1) Additional container for exchanging configuration between network nodes that are necessary for UE capability coordination.  

In reality, as can be seen in the Tdoc [R2-165009], only a few configuration parameters need coordination.  It is possible to duplicate these few fields into an additional container to provide to the other node.  

This has the benefit that the nodes have to implement, comprehend and check only a few fields of the other technology.  Further, 3GPP can discuss the fields that need coordination to be included in that container thereby greatly reducing the risk of multi-vendor interoperability issues. 
Such independent containers will allow more independent evolution of the two RATs and corresponding implementations.  For example, it is possible for NR and LTE RRC implementations to be of different RRC releases as long as the coordination container can take that into account.
In addition to the capability related coordination, it may also be useful to include other parameters that need coordination like DRX.

Note that this container is only used for inter-network node information exchange and never sent to the UE.  The configuration sent to the UE is sent separately (as discussed in Tdoc [76]).This is shown in figure below.
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Option 2) Another solution would have been to do the coordination in the UE.  That is, UE rejects the configuration from one node if it exceeds its capability.  

The issue with this approach is that the UE will need to provide accurate indication of which field caused the failure.  This will then require 3GPP to provide failure message with the list of fields that can cause a failure and this increases the implementation and testing effort in the UE.  Even if this is done, it may still not be clear what alternate solution network must use to avoid a subsequent failure since the failure message from the UE may not be able to provide additional details such as the configuration in the other node that caused the failure. Extending the failure message to include additional information to allow the network to take appropriate action will further complicate standards and implementation.  Further, it should be up to the network to decide on the best partition of the capability taking into account also the network conditions.  Hence this is not recommended as the only solution for coordination (though it can be used for specific cases such as race conditions as discussed later).This does not mean that it is not possible for UE to do some coordination, such as updating its capability in one technology depending on the use in another technology.  However, again, it cannot be a UE controlled partitioning of capability as the network is in control of which technology to use and how to partition it based on the information network has about UE and other network situation.
Option 3) Hard partitioning of UE capability in the UE:  it cannot be a UE controlled partitioning of capability as the network is in control of which technology to use and how to partition it based on the information network has about UE and other network situation.

Option 4) Network semi-static partitioning of UE capability:  One of the nodes (possibly MeNB) does a partition of UE capability and provides it to the other node.  It is simpler in that only UE capability needs to be exchanged and this needs to be done anyway.  However, in some ways it is similar to UE configuration coordination in that one can see the capability partitioning as reservation for a UE configuration.  In that regard, it can be seen as limiting and not take full advantage of the actual network resources and UE capability.  
Based on the above evaluation:

Proposal #2: It is proposed to use a separate RRC container (in addition to the container carrying the configuration to the UE) to carry fields that need coordination between the two NBs.  
2.1.1 Inter-node coordination

This section looks at some more detailed aspects of the coordination between the LTE and NR NBs.
Need for mutual exchange of configurations
We examine whether it is sufficient to provide configuration from one node to another (e.g., just from NR S-NB to LTE MeNB) rather than mutual exchange of configurations.  Without providing a node with the other’s relevant configuration, it would not be possible for the node to ensure that its configuration does not violate the other’s configuration.  For example, SeNB needs to know the MeNB configuration to ensure that its configuration is compatible with UE.  And vice versa.  Hence the container must be defined in LTE RRC for LTE configuration and NR RRC for NR configuration to be exchanged between the network nodes.
Proposal #2a: Containers need to be defined in both LTE RRC and NR RRC specifications to provide its coordination configuration to other node.
Release and feature coordination needed between LTE and NR NBs
To ensure proper inter-operability, the NBs will need to comprehend and understand the configuration of the other RAT sufficiently to check and coordinate the configuration for UE capability violation.  Using the coordination container, this check is limited to the fields in that container which can be expected to be significantly smaller than the entire UE configuration.  To ensure that coordination and checking of compatibility is achieved, the NBs must reject the configuration to the other node if it cannot comprehend or “understand” any of the fields in the coordination configuration container.  
Proposal #3: To minimise configuration failure in the UE, the NBs must reject the configuration to the other node if it cannot comprehend or “understand” any of the fields in the configuration related to capability coordination.  In the case of a separate container for configuration coordination, this implies that it must comprehend and understand the fields in the container.
This implies that the two nodes should be of the same release (at least from ASN1 point of view) for the coordination container and further, can “understand” the fields sufficiently to provide for capability coordination.   This can be ensured by the operator during deployment.  It can be left to RAN3 to discuss if additional ANR kind of mechanisms are needed or defined for purpose.
3 Summary and proposals
This document looked at the possible solutions for RRC configuration coordination between LTE MeNB and NR SeNB (this scenario is just used as the baseline for this analysis but not intended to be limited to this scenario).  To support independent evolution of the two RATs in a multi-vendor (network) environment, following proposals are made:
Proposal #1: The LTE interaction model where MeNB and NR S-NB have to comprehend and go through all the fields in the configuration message of the other RAT to check and ensure that capability is not exceeded, is not adopted for LTE-NR tight inter-working.

Proposal #2: It is proposed to use a separate RRC container (in addition to the container carrying the configuration to the UE) to carry fields that need coordination between the two NBs.  

Proposal #2a: Containers need to be defined in both LTE RRC and NR RRC specifications to provide its coordination configuration to other node.
Proposal #3: To minimise configuration failure in the UE, the NBs must reject the configuration to the other node if it cannot comprehend or “understand” any of the fields in the configuration related to capability coordination.  In the case of a separate container for configuration coordination, this implies that it must comprehend and understand the fields in the container.
UE
LTE eNB
UE configuration message [coordination container][UE configuration container]
NR NB
UE communicating over LTE and NR with tight inter-working
NR needs to reconfigure the UE.  NR creates two containers, one that is sent to LTE eNB with just the parameters that need coordination and another that is to be sent to UE
UE configuration message [UE configuration container]
LTE eNB checks the coordination container to ensure it is correct and compatible with UE capability



