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5.6.14
LTE-WLAN Aggregation

5.6.14.1
Introduction

E-UTRAN can configure the UE to connect to a WLAN and configure bearers for LWA (referred to as LWA DRBs). The UE uses the WLAN parameters received from E-UTRAN in performing WLAN measurements. The UE also performs WLAN connection management as described in 5.6.15 while LWA is configured. 

5.6.14.2
Reception of LWA configuration

Upon reception of LWA configuration, the UE shall:

1>
if the received lwa-Configuration is set to release:

2>
release the LWA configuration as described in 5.6.14.3;

1>
else:

2>
if the received lwa-Config includes lwa-WT-Counter:

3>
determine the S-KWT key based on the KeNB key and received lwa-WT-Counter value, as specified in TS 33.401 [32];

3>
forward the S-KWT key to upper layers to be used as a Pairwise Master Key or Preshared Key for WLAN authentication;
2>
if the received lwa-Config includes lwa-MobilityConfig:
3>
if the received lwa-MobilityConfig includes wlanToReleaseList: 

4>
for each WLAN-Identifiers included in wlanToReleaseList: 

5>
remove WLAN-Identifiers if already part of the current wlan-MobilitySet in VarWLAN-MobilityConfig; 

3>
if the received lwa-MobilityConfig includes wlanToAddList: 

4>
for each WLAN-Identifiers included in wlanToAddList: 

5>
add WLAN-Identifiers to the current wlan-MobilitySet in VarWLAN-MobilityConfig; 

3>
if the received lwa-MobilityConfig includes associationTimer:

4>
start or restart timer T351 with the timer value set to the associationTimer;

3>
if the received lwa-MobilityConfig includes successReportRequested:

4>
set successReportRequested in VarWLAN-MobilityConfig to the value of successReportRequested;

3>
start WLAN Status Monitoring as described in 5.6.15.4;
5.6.14.3
Release of LWA configuration

To release the LWA configuration, the UE shall:

1> for each LWA DRB that is part of the current UE configuration:

2>
disable data handling for this DRB at the LWAAP entity;
2>
perform PDCP data recovery as specified in TS 36.323 [8];
1>
delete any existing values in VarWLAN-MobilityConfig and VarWLAN-Status; 
1>
stop timer T351, if running;

1>
stop WLAN status monitoring and WLAN connection attempts;
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