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1 Introduction
In RAN2#93bis the work on Wearables was started. RAN2 concluded that for different scenarios of routing the control and user plane will be studied. In this paper we extend the scope of relaying by presenting additional relaying scenarios.
2 Discussion
The technical solutions for relaying can be divided and categorized in several ways. In this section we choose to categorize them based on which layer in the protocol stack the relaying takes place.

We limit ourselves in this contribution to the case where the wearable UE and relaying UE are both connected to the same eNB.
2.1 L2 relaying

In this category we find solutions where the relaying takes place on one of the L2 protocols in the LTE-Uu stack: PDCP, RLC, and MAC. As security is typically handled in PDCP it would make sense to have the endpoints of the PDCP bearer in the eNB and the wUE respectively as this prevents eavesdropping by the rUE. This is reflected in the solutions in this section. That does not preclude relaying solutions on RLC or MAC.
2.1.1 rUE performs PDCP relay of a subset of the CP and the UP

During RAN2#93 several relaying solutions were discussed which belongs in this category [1]
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[2]. In [1] four different ways of routing the CP and UP respectively were presented.
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Figure 1 – Least change
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Figure 2 – Uplink D2D
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Figure 3 – User plane D2D
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Figure 4 – Energy saver


In [2] two proposals were made, Bidirectional and Unidirectional relaying. From our analysis Bidirectional relaying seems pretty similar to Energy saver in that the wUE has no direct connection to the eNB, apart from that it “is required to receive SIB(s) and paging directly from eNB”. This seems similar to Energy saver in which the wUE receives System Information from the eNB. Unidirectional relaying is very similar to Uplink D2D as the wUE receives both CP and UP from the eNB but transmits via the rUE.
2.1.2 PDCP Tunnelling

[image: image5]
Figure 5 – PDCP relay using PDCP-over-PDCP

In this alternative, one or several wUE radio bearer(s) are tunnelled over a rUE radio bearer using an intermediate relaying layer. The relaying layer header carries a tunnel identity and the SDU type of the rUE PDCP header needs to identify the relaying layer as the SDU type in case of also rUE data is to use the same rUE radio bearer. The wUE PDCP layer provides security preventing e.g. eavesdropping and other attacks by e.g. the rUE.
The figure below illustrates how the “Uplink D2D” routing alternative can be realized with the PDCP tunnelling alternative. The relaying layer also provides splitting the UL/DL traffic into different paths.


[image: image6]
Figure 6 – Uplink D2D realized with PDCP tunneling
2.1.3 RLC relaying


[image: image7]
Figure 7 – RLC relay

In this alternative, the PDCP layer of the wUE is mapped on the RLC layer of the rUE, using an intermediate relay-RLC (rRLC) layer. This rRLC layer may include the necessary tunnel identity as well as provide multi-hop ARQ.
2.1.4 Summary

As shown in this short analysis there are several ways L2 relaying can be achieved. At this stage it is impossible to do any form of prioritization or downscoping. It is therefore vital that RAN2 is given an unconstrained study item to investigate and evaluate all L2 relaying solutions.
Proposal 1 A potential future work or study item should investigate and evaluate L2 relaying solutions in an unconstrained manner.
2.2 L3 relaying

In this category we present ways how to do the relaying on Layer 3, i.e. on the IP layer.

2.2.1 Evolved Rel-13 ProSe UE-to-Network Relay
In Rel-13 the ProSe UE-to-Network Relay was developed. As it uses Sidelink Communication currently only Public Safety UEs can make use of this service. The protocol stack is shown below. As can be seen the PDCP bearer of the Remote UE terminates in the UE-NW Relay. 
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Figure 8 – Prose UE-to-Network relay
This solution would need security to be added over the top, e.g. using IPSec, to be acceptable for commercial point of view. Moreover, the relayed wUE traffic will use the IP address and IP point of presence of the rUE, i.e. the PDN GW of the rUE. As the rUE needs to constantly listen to PSCCH/PSSCH the power consumption might be high. Also, the way the pools are defined through signalling in Rel-12/13 a recurring traffic pattern (i.e. VoIP) is assumed. This may not match the traffic characteristics of wearables in Rel-14.
2.2.2 ProSe UE-to-Network Relay enhanced with tunnelling between PGWs


[image: image9]
Figure 9 – L3 ProSe-UE-to-Network relay enhanced with inter-PGW tunnel
In this alternative, the rUE performs IP-level ProSe UE-to-Network relaying as in the above case. However, the PDN connection of the wUE is kept even when data is relayed by the rUE. The IP configuration and IP point-of-presence will be the one used by the wUE even when using the relay. This is accomplished with a GTP tunnel between the PDN GWs of the rUE and the wUE (see also [3]).The main advantage compared to the above alternative is that service continuity of the PDN connection used by the wUE is maintained when setting up the relayed connection and also after relay UE reselection.
2.2.3 Summary

As shown in this short analysis there are several ways relaying can be achieved on layer 3. At this stage it is impossible to do any form of prioritization or downscoping. It is therefore vital that RAN2 is given an unconstrained study item to investigate and evaluate all L3 relaying solutions.

Proposal 2 A potential future work or study item should investigate and evaluate L3 relaying solutions in an unconstrained manner.
2.3 Existing L3 solutions
It is also possible to perform relaying more or less over the top. This section presents two solutions.
2.3.1 Wifi tethering

Wifi tethering is a technique where one rUE provides IP access to the wUE by announcing itself as a wifi access point. The other wUEs may then connect to the rUE using standard Wifi procedures. Typically IPv4 and NAT are used in the rUE which implies the wUE is not visible to the core network or the RAN of the rUE. Also from the network point of view, all traffic from the wUE seems to originate from the rUE. The following protocol stack is typically used.


[image: image10]
Figure 10 – Wifi tethering
2.3.2 Relaying via S2b

The tethering solution outlined in section 2.3.1 typically relies on manual authentication of the wUE towards the rUE (e.g. by entering a common passphrase). Furthermore, as explained in the previous section, the wUE is invisible/transparent from RAN and CN point of view. The owner of the rUE’s subscription will be charged and held liable for the traffic generated by the wUE. One way to address these shortcomings is a RAN based L2 solution as detailed in section 2.1 or a new L3 solution as mentioned in section 2.2.

But besides those, we also suggest studying whether and how existing solutions could be re-used. In order to support interworking with non-3GPP based radio access technologies, 3GPP introduced a framework of protocols handling user- and control plane while a UE is connected via e.g. Wi-Fi.

Figure 11 shows the Non-Roaming Architecture within EPS using S5, S2a, S2b from 23.402. In this architecture a UE may access through an (untrusted) Wi-Fi access point. The access point may contact the 3GPP AAA server (SWa) in order to authenticate the UE. Secondly, the data path (SWu) is realized as an encrypted IPsec tunnel terminating in the ePDG. From there the traffic is routed towards the operator’s PDN GW and is hence visible and manageable similarly as a UE connecting via LTE or UTRAN. 
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Figure 11 – Non-3GPP interworking for untrusted Wi-Fi access using S2b
Figure 12 depicts the User Plane protocols for Non-3GPP interworking using S2b and reveals how the IPsec tunnel carries the UE’s packets securely into the operator’s CN and allows maintaining a PDN connection with the PGW. 
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Figure 12 – User Plane protocols for Non-3GPP interworking using S2b

When realizing the “transport network” connectivity of the WLAN AP by means of LTE, the non-3GPP interworking shown in Figure 12 turns into the relaying solution shown in Figure 13. As can be seen, the rUE is realized as an LTE UE with a WLAN AP very similar to what was shown in section 2.3.1. It also performs NAT and thereby hides the wUE’s IP address from the E-UTRAN. Furthermore, the wUE encrypts its traffic in an IPsec tunnel and thereby offers end-to-end security even if the rUE is not trusted. The ePDG de-capsulates this tunnel and forwards the wUE’s packets towards the PGW via S2b. The PGW also performs NAT and thereby assigns an IP address to the wUE so that on the Gi interface the wUE’s packets have a dedicated IP address for the wUE rather than that of the rUE.


[image: image13]
Figure 13 – L3 Relaying using Non-3GPP interworking based on S2b
Besides the UP tunnelling shown in Figure 13, the non-3GPP interworking solution from Figure 11 also offers means for authentication. When adopting the solution to this relaying architecture, the rUE could validate the wUE’s authentication against the operator’s AAA server/proxy via the SWa interface. It should however be noted that the SWa interface was designed as a network interface. Whether it is feasible or desirable to run such an interface towards (possibly many) rUEs is one aspect that requires more careful investigation. 

Besides the authentication procedures, for example also the user plane protocol overhead should be investigated in more detail. While we consider it less crucial on the Wi-Fi interface between wUE and rUE, the impact on coverage and capacity of the additional IP headers traversing the rUE’s Uu interface should be investigated.
2.3.3 Summary

As shown in this short analysis there are two existing solutions for doing relaying on L3. Wifi tethering effectively hides the wUE from the CN, but this can be alleviated if the relaying is done over S2b. As these solutions exist today, any new proposed solutions must be evaluated against these.
Proposal 3 A potential future work or study item should evaluate new relaying solutions against existing ones in an unconstrained manner.
3 Conclusion

Based on the discussion in section 2 we propose the following:
Proposal 1
A potential future work or study item should investigate and evaluate L2 relaying solutions in an unconstrained manner.
Proposal 2
A potential future work or study item should investigate and evaluate L3 relaying solutions in an unconstrained manner.
Proposal 3
A potential future work or study item should evaluate new relaying solutions against existing ones in an unconstrained manner.
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