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1. Introduction
In RAN#71 meeting, New Work Item on enhanced LWA in [1] is established in R14. One objective of the WI is:
1. Uplink data transmission on WLAN, including uplink bearer switch and bearer split (RAN2)
The paper focuses on the protocol architecture enhancement and bearer establishment issues for the uplink transmission in eLWA.
2. Discussion
The protocol architecture stack is defined as in figure 1 in R13.


Figure 1: the LWA Radio Protocol Architecture for the Non-Collocated Scenario
In R13, only the downlink data is transmitted in the WLAN side. In R14, the uplink data transmission will be supported.
In order to support the uplink data transmission in WLAN side, the GTP tunnel in Xw interface should be established for forwarding the data from WT to eNB after the WT received the data from UE. There are 3 options to establish the GTP tunnel.
Option 1: one common GTP tunnel for all UEs between the WT and eNB.
Option 2: one common GTP tunnel is established per UE to forward the data from all bearers for the UE between the WT and eNB.
Option 3: the GTP tunnel is established per UE and per bearer between the WT and eNB.

For option 1, the WT should be save all the UE WLAN MAC address and the common GTP tunnel information when the LWA is activated with WT ADDITION REQUEST message. When the WT received the data from UE the WT can get the UE WLAN MAC address from the data packet and deliver the data packet to the corresponding GTP tunnel. But the eNB cannot distinguish which UE the data packet belongs to, so the eNB cannot deliver the data to the corresponding LWAAP for the UE.
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]For the option 2, the WT should be save the UE WLAN MAC address and the UE’s common GTP tunnel information when the LWA is activated with WT ADDITION REQUEST message. When the WT received the data from UE the WT can get the UE WLAN MAC address from the data packet and deliver the data packet to the corresponding GTP tunnel. The eNB received the data from the UE’s common GTP tunnel and deliver the data to the UE’s LWAAP. The LWAAP will remove the LAAAP header and get the DRB id of the data, then deliver the data to the corresponding PDCP according to the DRB id in the LWAAP header. The drawbacks of this option are that the QOS of all the bearer of the UE in the WLAN side is the same in Xw interface.
For the option 3, the GTP tunnel is established per UE and per bearer between the WT and eNB. The WT should be save the UE WLAN MAC address, DRB id and the bearer’s GTP tunnel information when the LWA is activated with WT ADDITION REQUEST message. So the DRB id should be configured in the WT ADDITION REQUEST message when the GTP tunnels are established in Xw interface. When the WT received the data packet from UE the WT can get the UE WLAN MAC address from the data packet, but the DRB id cannot be obtained. If the DRB id is known from the data packet, then the corresponding GTP tunnel of the bearer can be confirmed. There are 2 options to get the DRB id of the data packet.
Option 3a: the WT checks the data packet in LWAAP header and only gets the DRB id of the packet and in order to find the corresponding GTP tunnel for the data packet.
Option 3b: the new protocol layer is added in the WT called LWAEP, just like the LWIPEP in LWIP. The LWAEP in the UE will add the DRB id information and the LWAEP in the WT will remove the DRB information. The WT can get the DRB id from the LWAEP and find the corresponding GTP tunnel for the data packet by the DRB id.
The eNB received the data from per UE per bearer GTP tunnel and deliver the data to the UE’s LWAAP. The LWAAP will remove the LAAAP header and get the DRB id of the data, then deliver the data to the corresponding PDCP according to the DRB id in the LWAAP header.
Proposal 1: the GTP tunnel in the Xw interface for the uplink data transmission is per UE per bearer.
Proposal 2: the new protocol LWAEP for uplink only in WT is proposed.
Proposal 3: The new protocol architecture is proposed:


It is a common understanding that the WT MAC address will be the destination MAC address for routing the data to WT from UE over WLAN. But now, the WT MAC address is unknown to the UE and eNB. So the eNB should configure the WT MAC address to the UE when eLWA is activated with RRCConnectionReconfiguration message. And the WT should inform the eNB the WT MAC address in Xw SETUP RESPONSE message.
Proposal 4: the WT MAC address should be configured to the eNB within Xw SETUP RESPONSE message.
[bookmark: _GoBack]Proposal 5: the WT MAC address should be configured to the UE by the eNB within RRCConnectionReconfiguration message.
3. Conclusion 
Based on the discussion above, 
Proposal 1: the GTP tunnel in the Xw interface for the uplink data transmission is per UE per bearer.
Proposal 2: the new protocol LWAEP for uplink only in WT is proposed.
Proposal 3: The new protocol architecture is proposed:


Proposal 4: the WT MAC address should be configured to the eNB within Xw SETUP RESPONSE message.
Proposal 5: the WT MAC address should be configured to the UE by the eNB within RRCConnectionReconfiguration message.
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