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1. Introduction
In RAN3 #91bis meeting, the way forward on LWA ANR [1] was concluded, the LWA ANR function was described as following,
“The eNB has a LWA ANR function. The eNB instructs the UE to perform WLAN measurements. The eNB may use different policies for instructing the UE to do measurements, and when to report them to the eNB. This measurement procedure is as specified in TS 36.331 [16].

Editor’s note: It is FFS whether and how the eNB has the capability to limit UE WLAN measurement reporting to APs controlled by the operator and supporting LWA.

…”
For the FFS, this issue is relevant to WLAN measurement which is scope of RAN2. This contribution makes analysis on the issue, and possible solutions are put forward and evaluated, then our view is suggested. 

This contribution is submitted to both RAN2 and RAN3 for discussion.
2. Discussion
2.1. Possible solutions
For the issue, i.e. how the eNB limits UE WLAN measurement reporting to APs controlled by the operator and supporting LWA, there are two possible solutions
· Solution 1)  the UEs do the filtering, i.e. when the UE scanning WLAN APs, it queries the supported PLMN list and capability on LWA via the Wifi interface, and then only reports the matching ones;
· Solution 2)  based on the network configure, e.g. the eNB instructs the UEs only to report APs with the specific SSID.

2.2. Solution 1 – AP filtering by UEs
For solution 1, there are two questions should be answered at first.

· Q1:  How does the UE acquire the supported PLMN list of a WLAN AP?

As per TS24.234[2], 

Network discovery can be performed in three ways: 

1)
if the "HPLMN Direct Access Indicator" as specified in subclause 7.11 allows direct access, then direct connection from the I-WLAN to HPLMN using internet where authentication has been performed using a none IEEE 802.1x authentication mechanism;

2)
via a PLMN using IEEE 802.1x authentication access; or

3)
via IEEE Std 802.11u™-2011 [23] ANQP.

...
In case 2) when IEEE 802.1x authentication mechanisms are used, the network discovery procedure shall be executed between the WLAN UE and the local AAA for the purpose of sending to the WLAN UE the supported PLMNs list for WLAN access for the manual selection procedure. 

...
In case 3) for WLANs and WLAN UEs that support IEEE Std 802.11u™-2011 [23], the WLAN UE shall use ANQP to trigger the sending of the generic container. If the WLAN supports advertisement of PLMNs via IEEE Std 802.11u™-2011 [23] the WLAN shall send back an ANQP response to the WLAN UE including the supported PLMNs list, using the format defined in Annex A. 

The first network discovery alternative is mainly used under the direct access scenario where the UE need establish direct tunnels with the PDG for supporting 3GPP-WLAN interworking, which was out of the scope of R14 eLWA WI. Thereby, only case 2 and case 3 should be applied within the R14 eLWA WI.
Observation 1: regardless of using either 802.1x or 802.11u authentication, the UE could acquire the supported PLMN list of the WLAN AP, as thus it can determine whether or not the AP is deployed and controlled by operators.
· Q2: How does the UE acquire the capability on LWA of a WLAN AP?

The current IEEE 802.11 specification supports the WLAN capability query by UE, i.e. Capability List ANQP-element, in which included the Vendor Specific ANQP-element. As per the 802.11 standard [3], 
“The Vendor Specific ANQP-element is used to query for information not defined in this standard within a single defined format, so that reserved Info IDs are not usurped for nonstandard purposes and interoperability is more easily achieved in the presence of nonstandard information.”

Thus, for R14 eLWA feature, without modification of 802.11 standards, the Vendor Specific ANQP-element could be used to achieve the acquisition of the capability on LWA of an AP, if this element is implemented both in APs and in WLAN UEs.
Observation 2: by using the Vendor Specific ANQP-element defined in the 802.11 specification, the WLAN AP capability on LWA can be acquired by the UE.
2.3. Solution 2 –based on network configuration (e.g. SSID)
By using this solution, the operators can configure one or more specific SSID(s) for the deployed APs which are supporting LWA, as thus this is a means of pure network deployment, without modification on 3GPP and IEEE standardization, and neither impact on the WLAN AP and UE implementation. 

When the eNB configures the WLAN measurement for served UEs, it can instruct UEs only to measure and report the APs named with the specified SSID(s).

Observation 3: by configuring specific SSID(s) for the WLAN APs supporting LWA deployed and controlled by operators, the eNB can easily limit the UEs discovering and reporting such class of APs.
However, the disadvantage of this solution is that the SSID is an open type of identity and not unique. The operators can configure some specific SSIDs for their deployed APs, meanwhile it cannot be prevented that some private APs could also be configured the same SSID since the WLAN band is unlicensed. As a result, from the UE perspective, it cannot distinguish whether an AP with the specific name ‘SSID’ is deployed by operators or by individuals/private enterprises.

Observation 4: based on the SSID(s), from the UE perspective, it cannot distinguish the APs really deployed by the operators from those disguised ones deployed by individuals/private enterprises.
This issue may be solved with the assistance of the WT since the APs connected to the WTs ought to be deployed by operators and be supporting LWA, which are desired to be present in the LWA NRT in the eNBs. That means those APs should be excluded by the eNB with the same SSID not connected to any WT.

For example, the typical procedure might be as 

· The eNB transfers the AP list (each configured with the specific SSID) reported by the UEs to the neighbour WTs via Xw;

· The WT checks each one included in the AP list and filters out those unconnected with itself, and then responses the remaining APs to the eNB;

· The eNB, upon reception of response list, add each item in the list into the LWA NRT.

Observation 5: the issue can be further resolved with the assistance of the WT, since the WT can know whether an AP configured with the specific SSID has connection with it (i.e. controlled by operators).
2.4. Impact on current WLAN measurement
If solution 1 is adopted, the UE does the filtering based on the supported PLMN list and the capability queried from the AP, and then determines which APs be reported to the eNB. However, so far the WLAN measurement mechanism doesn’t support this function, thus needs further enhancement, e.g. some indications should be added in the WLAN measurement configuration indicating the UE only to report those APs supporting specific PLMNs and supporting LWA operation.

For solution 2, the UE performs WLAN discovery, measurement and reporting based on the indicated SSID(s), which has already been supported by the current mechanism.
Observation 6:  if solution 1 (i.e. UE acquiring the supported PLMN and capability on LWA from AP) is adopted, the current WLAN measurement mechanism needs further enhancement; while if solution 2 (i.e. configuring specific SSID) is adopted, the enhancement is not needed.
2.5. Comparison and conclusion
Table 1 – comparison of two solutions
	
	Solution 1
	Solution 2

	Complexity
	High
The UE needs to query the supported PLMN list and capacity of LWA over Wifi interface from each discovered AP.
	Low
UEs only need to discover the APs named with the specified SSID.

	Efficiency
	High
The AP list reported by the UEs only includes the expected ones deployed by the operators and supporting LWA.
	Medium
The AP list reported by the UEs may include the un-expected ones due to the ambiguity of SSID.

	Impact on 3GPP standard
	Medium
The R13 WLAN measurement needs to be enhanced to support the WLAN AP filtering over the Uu.
	None

	Impact on IEEE standard
	None
	None

	Impact on WLAN AP and UE implementation
	Medium
Both the WLAN APs and UEs need to implement Vendor Specific ANQP-element to support the LWA capability query via Wifi.
	None

	Impact on OAM
	None

	Medium
The APs deployed by operators supporting LWA shall be configured with specific SSID(s); meanwhile the SSID(s) should be informed to each eNB expecting to do LWA operation.


Based on the comparison of two solutions in the above table, we propose follows.
Proposal 1: solution 2 is preferred to be adopted to constrain the APs reporting to those controlled by operators and supporting LWA.
3. Proposal
In this contribution, the issue - how the eNB limits UE WLAN measurement reporting to APs controlled by the operator and supporting LWA - is analyzed, and two solutions are provided and evaluated, then following observations come out.
Observation 1: regardless of using either 802.1x or 802.11u authentication, the UE can acquire the supported PLMN list of the WLAN AP, as thus it could determine whether or not the AP is deployed and controlled by operators.
Observation 2: by using the Vendor Specific ANQP-element defined in the 802.11 specification, the WLAN AP capability on LWA can be acquired by the UE.
Observation 3: by configuring specific SSID(s) for the WLAN APs supporting LWA deployed and controlled by operators, the eNB can easily limit the UEs discovering and reporting such class of APs.
Observation 4: based on the SSID(s), from the UE perspective, it cannot distinguish the APs really deployed by the operators from those disguised ones deployed by individuals/private enterprises.
Observation 5: the issue can be further resolved with the assistance of the WT, since the WT can know whether an AP configured with the specific SSID has connection with it (i.e. controlled by operators).
Observation 6:  if solution 1 (i.e. UE acquiring the supported PLMN and capability on LWA from AP) is adopted, the current WLAN measurement mechanism needs further enhancement; while if solution 2 (i.e. configuring specific SSID) is adopted, the enhancement is not needed.
Finally, based on the comparison of two solutions, we propose
Proposal 1: solution 2 is preferred to be adopted to constrain the APs reporting to those controlled by operators and supporting LWA.
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