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Introduction
This document summarizes RAN2 discussion on the following email thread:
	[93#42][NB-IOT] Access Control (LG)
-	Progress remaining open issues
-	Intended outcome: Email discussion report to next meeting 
-	Deadline: Thursday 24/03/2016



RAN2 made the following agreements on NB-IOT access barring:
	RAN2 #91bis
⇒ Access control (per PLMN)
⇒ Only one mechanism for Access Control. Details FFS.
⇒ In access, we discriminate between 2 cases, to support discrimination between normal reporting and exception reports.

RAN2 #92
⇒ The access control mechanism for NB-IOT shall be able to discriminate between different roaming UEs, i.e. the same roaming differentiation as for EAB.  
⇒ We need some priority discrimination
⇒ We assume that the priority discrimination classes can be hard-coded in the specification, normal reporting, high-priority/alarm/exception report. This need to be provided by NAS. The final classes are FFS.
⇒ We use barring bitmap
⇒ We assume that NB-IOT doesn’t support SSAC and ACB-skip.
⇒ The barring bitmap is transmitted separately from other system information and only when access control is enabled.
⇒ The barring bitmap check is applicable to normal reports. 
⇒ A separate flag is broadcasted which indicates if exception reports are subject to barring bitmap check or not.
⇒ There is an RRC establishment cause. 
⇒ We assume that the following values of RRC establishment cause may be applicable for NB-IOT: mt-Access, mo-Signalling, mo-Data,mo-Exception-Data; 

RAN2 NB-IoT ad-hoc
⇒ One barring bitmap is used for both MO signaling and MO data. 
⇒ RAN2 see no need to introduce an additional separate flag for MO signaling.
⇒ RAN2 assumes that the UE will know which transmissions to combine for L1 combinations, e.g. in bad coverage.
⇒ Update of AC information does not impact the SI value tag in MIB for general SI 
⇒ We confirm that RAN2 assumes that changes in SIB1 normally affects the SI value tag in MIB. 
⇒ SI for AC can be updated asynchronously to other SI updates
⇒ RAN2 expects that when AC is enabled, UE that was barred should not retry, i.e. recheck the SI for AC, too often (for battery consumption reasons), FFS if this is implementation dependent (NAS handles such retries).


RAN2#93
For system information: 
We include a 1 bit in MIB for indicating AC activation/deactivation.
We confirm that the changes of AC barring information sent within SIB-AC are not indicated to the UEs. The network only indicates when scheduling information of SIB-AC is included in SIB1 (i.e. through a change of the system information value tag sent in MIB or through the systemInfoModification sent in paging).
We call the NB-IOT AC feature “Access Barring” (AB).
Not to define any barring time in the AS level and leave it up to higher layers when to re-initiate an RRC connection establishment.
The ac-BarringInfo and eab-Param-r11 are not used for NB-IoT SI, although we expect the eab-Param is (almost) identical to what we need.
The SIB(s) to be considered for NB-IoT:
· SIB14-nb - Access barring
For establishment cause:
⇒ We will not use the existing “emergency” or “delaytolerantaccess” cause value for NB-IOT. 
⇒ For NB-IOT we stick to current agreement. For NB-IOT we use: mt-Access, mo-Signalling, mo-Data, mo-ExceptionData
⇒ In our ASN.1 we make sure that the RRC establishment cause is extendible.




Discussion
Issue 1: How NB-IOT access barring will be specified in 36.331.
In 36.331, section 5.3.3.2 ‘Initiation’ for RRC Connection Establishment is used to specify access control mechanisms in LTE, i.e. ACB, ACB skip, SSAC, EAB and ACDC. The issue is how NB-IOT access barring will be specified in 36.331. In our view, there are two options which are described below.
Option 1A: NB-IOT access barring is specified together with LTE access control mechanisms in section 5.3.3.2.
	<Example for Option 1A>
Upon initiation of the procedure, the UE shall:
…
1>	if upper layers indicate that the RRC connection is subject to EAB (see TS 24.301 [35]):
2>	if the result of the EAB check, as specified in 5.3.3.12, is that access to the cell is barred:
3>	inform upper layers about the failure to establish the RRC connection and that EAB is applicable, upon which the procedure ends;
1>	if upper layers indicate that the RRC connection is subject to AB:
2>	if the result of the AB check, as specified in 5.3.3.xx, is that access to the cell is barred:
3>	inform upper layers about the failure to establish the RRC connection and that access barring is applicable, upon which the procedure ends;
1>	if upper layers indicate that the RRC connection is subject to ACDC (see TS 24.301 [35]), SystemInformationBlockType2 contains ac-BarringForACDC, and acdc-HPLMNonly indicates that ACDC is applicable for the UE:
…



Option 1B: NB-IOT access barring is specified separately from LTE access control mechanisms (possibly in a new section 5.3.3.x).
	<Example for Option 1B>
Upon initiation of the procedure, the UE except for NB-IOT shall:
1>	if SystemInformationBlockType2 includes ac-BarringPerPLMN-List and the ac-BarringPerPLMN-List contains an AC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35]):
…
1>	initiate transmission of the RRCConnectionRequest message in accordance with 5.3.3.3;
NOTE 2:	Upon initiating the connection establishment procedure, the UE is not required to ensure it maintains up to date system information applicable only for UEs in RRC_IDLE state. However, the UE needs to perform system information acquisition upon cell re-selection.
Upon initiation of the procedure, the UE in NB-IOT shall:
1>	if upper layers indicate that the RRC connection is subject to AB:
2>	if the result of the AB check, as specified in 5.3.3.xx, is that access to the cell is barred:
3>	inform upper layers about the failure to establish the RRC connection and that access barring is applicable, upon which the procedure ends;
…
1>	initiate transmission of the RRCConnectionRequest message in accordance with 5.3.3.3;



Question 1: Companies are requested to provide their preference for the following options.
· Option 1A: NB-IOT access barring is specified together with LTE access control mechanisms in section 5.3.3.2.
· Option 1B: NB-IOT access barring is specified separately from LTE access control mechanisms.

	Company
	Option
	Any other comment

	Ericsson
	Option 1B
	In general we think that the NB-IoT requirements should be integrated into the existing procedure text, but this has to be considered on a case by case basis. In this case the readability is improved and impact is reduced when the procedure text for NB-IoT is kept separate. 
A separate section has been used for EAB and ACDC check, and a new section 5.3.3.14 is also proposed in the running CR for 36.331 (R2-162070). 

	Deutsche Telekom
	1B
	All text related to NB-IoT should be kept as much separate as possible.

	Huawei/neul
	1B
	As per the running CR (R2-162070).

	LGE
	1B
	

	Intel
	Option 1B
	This looks as the best option to improve readability.

	DOCOMO
	No preference
	The example 1B may be aligned with the discussion so far.

	Vodafone
	1B
	




Issue 2: Whether Access Barring and EAB use the same field descriptions or not.
It is FFS whether Access Barring and EAB use the same field descriptions or not. RAN2 made the following agreements which seem aligned with eab-Param-r11.
⇒ The access control mechanism for NB-IOT shall be able to discriminate between different roaming UEs, i.e. the same roaming differentiation as for EAB.  
⇒ We use barring bitmap
⇒ The ac-BarringInfo and eab-Param-r11 are not used for NB-IoT SI, although we expect the eab-Param is (almost) identical to what we need.
If Access Barring and EAB use the same field descriptions, the ASN.1 will look like the following:
[bookmark: _Toc439068889]–	SystemInformationBlockType14-nb
The IE SystemInformationBlockType14-nb contains the AB parameters for NB-IOT.
SystemInformationBlockType14-nb information element
-- ASN1START

SystemInformationBlockType14nb-r13 ::=	SEQUENCE {
	ab-Param-r13							CHOICE {
		ab-Common-r13							AB-Config-r13,
		ab-PerPLMN-List-r13						SEQUENCE (SIZE (1..maxPLMN-r11)) OF AB-ConfigPLMN-r13
	}														OPTIONAL, -- Need OR
	lateNonCriticalExtension				OCTET STRING			OPTIONAL,
	...
}

AB-ConfigPLMN-r13 ::=				SEQUENCE {
	ab-Config-r13						AB-Config-r13				OPTIONAL -- Need OR
}

AB-Config-r13 ::=					SEQUENCE {
	ab-Category-r13						ENUMERATED {a, b, c},
	ab-BarringBitmap-r13				BIT STRING (SIZE (xx))
}

-- ASN1STOP

Note that a separate flag should be additionally broadcast at a cell (see the related issue in this email).
Question 2: Companies are requested to provide their view on whether Access Barring and EAB use the same field descriptions as a baseline or not.

	Company
	Option
(Same or not)
	Any other comment

	Ericsson
	Same
	In addition to the SIB14 content described above, we propose to add: 
· ab-BarringForExceptionData flag
· size of ab-BarringBitmap is 10
· BarringForSpecialAC flags (size 5)

	Deutsche Telekom
	Same could be baseline.
	Additions from Ericsson make sense. What about Access Class 10 ?
It is not needed as Emergency Calls are not supported with NB-IoT. We should add a note that this is intentionally not there and not forgotten.

	Huawei/Neul
	Same as a baseline
	In addition to the above, we propose the following as per the running CR: 
· Barring bit map size is 10 bit
· Additional bit  for exception reporting: ab-ExceptionData

	LGE
	Same as a baseline
	We prefer to use EAB SIB as baseline. But, adding a separate flag is something new compared to EAB SIB.

	Intel
	Same field descriptions for EAB can be used as baseline with some minor exceptions/changes
	In the field description of eab-Category there is a reference to TS 22.011 [10] however this TS does not address NB-IoT. RAN2 should consider informing SA1 to update 22.011 or to inform us if RAN2 should not refer to this TS for NB-IoT.
In the field description of eab-PerPLMN-List the reference to SIB1 should be replaced by SIB1-NB.
Regarding the proposed additions by Ericsson:
· ab-BarringForExceptionData flag ->OK
· size of ab-BarringBitmap is 10 ->OK
· BarringForSpecialAC flags (size 5) -> No strong opinion, see our comment to Issue 6.

	DOCOMO
	
	We agree that the definition and contents of SIB14-nb has the same/similar structure as EAB SIB. But they do not have the “same field description”, since the fields names are different. 

Wrt. additional proposal from Ericsson:
· ab-BarringForExceptionData flag  OK
· size of ab-BarringBitmap is 10  OK
· BarringForSpecialAC flags (size 5)  OK

	Vodafone
	
	Agree with above. Regarding the note for emergency calls, I don’t think we really need to point it out as it is already agreed that we do not support GBR bearers and therefore, not voice at all.




Issue 3: Can we use the EAB check in 36.331 section 5.3.3.12 as a baseline for NB-IOT AB check?
EAB check is specified in 5.3.3.12. If Access Barring and EAB use the same field descriptions, it seems likely to use the EAB check as a baseline for specifying the NB-IOT AB check. For example, the NB-IOT AB check could look like the following based on the EAB check:
[bookmark: _Toc439068540]5.3.3.xx		AB check for NB-IOT
The UE shall:
1>	if SystemInformationBlockType14-nb is present and includes the ab-Param:
2>	if the ab-Common is included in the ab-Param:
3>	if the UE belongs to the category of UEs as indicated in the ab-Category contained in ab-Common; and
3>	if for the Access Class of the UE, as stored on the USIM and with a value in the range 0..9, the corresponding bit in the ab-BarringBitmap contained in ab-Common is set to one:
4>	consider access to the cell as barred;
3>	else:
4>	consider access to the cell as not barred due to AB;
2>	else (the ab-PerPLMN-List is included in the ab-Param):
3>	select the entry in the ab-PerPLMN-List corresponding to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35]);
3>	if the ab-Config for that PLMN is included:
4>	if the UE belongs to the category of UEs as indicated in the ab-Category contained in ab-Config; and
4>	if for the Access Class of the UE, as stored on the USIM and with a value in the range 0..9, the corresponding bit in the ab-BarringBitmap contained in ab-Config is set to one:
5>	consider access to the cell as barred;
4>	else:
5>	consider access to the cell as not barred due to AB;
3>	else:
4>	consider access to the cell as not barred due to AB;
1>	else:
2>	consider access to the cell as not barred due to AB;
Note that a special flag should be additionally considered in the AB check (see the related issue in this email).
Question 3: Companies are requested to provide their view on whether or not we use the EAB check in 36.331 section 5.3.3.12 as a baseline for NB-IOT AB check?

	Company
	Option 
(based on EAB check or not)
	Any other comment

	Ericsson
	Based on EAB
	Same approach is used in the running CR for 36.331 (R2-162070).
The procedure text should take into account the flag for Access Barring in MIB. 

	Deutsche Telekom
	EAB
	Looks straight forward …

	Huawei/Neul
	Based on EAB
	Same approach as used in the running CR for 36.331 (R2-162070) should be the baseline. 


	LGE
	Based on EAB check
	We prefer to use EAB check as baseline. But, adding a separate flag is something new compared to EAB check.

	Intel
	Yes, EAB check can be used as baseline
	Additional description acc. to new indication as discussed in Issue 2 needs to be incorporated.

	DOCOMO
	
	We are fine with the proposal is to create a new section 5.3.3.x.x to describe NB-IoT AB check (which is a different section from EAB check) but the contents may be based on how EAB check is defined, with additional description necessary for NB-IoT Access Barring.

One additional issue that needs to be taken into account is how to perform AB check  for exceptional data, whether call type is used or whether “est. cause” is used. Note that CT1 asked RAN2 about this issue in their LS.




Issue 4: Whether the separate flag is included in MIB or SIB14-nb
A separate flag is broadcasted which indicates if exception reports are subject to barring bitmap check or not. It is not decided whether the separate flag is included in MIB or SIB14-nb [1]. If the separate flag is included in MIB, UE accessing for MO exception data could avoid reading SIB14-nb. But, including the separate flag in MIB might be beneficial if UE should read SIB14-nb just before performing the AB check. However, since UE is not required to read SIB14-nb before performing the AB check, it seems likely to include the separate flag in SIB14-nb.
Question 4: Companies are requested to provide their preference for the following options.
· Option 4A: the separate flag is included in MIB
· Option 4B: the separate flag is included in SIB14-nb

	Company
	Option 
	Any other comment

	Ericsson
	Option 4B
	In our understanding the UE is required to read SIB14 before access, when the flag in MIB is set. We do not see much benefit to have the exception flag also in MIB, i.e. exception data is not expected to be  blocked that often. 

	Deutsche Telekom
	4B
	No need to have it in MIB

	Huawei/Neul
	4B
	Do not see the need for having the flag in the MIB. The flag should be per PLMN.

	LGE
	4B
	If flag is per PLMN, it seems better to put this flag in SIB14-nb.

	Intel
	Option 4B
	The separate flag is an AB-specific indication so we see no need to include it in MIB. Considering that value Tag will change when SIB14 scheduling info is included in SIB1 as per the agreements “=> Update of AC information does not impact the SI value tag in MIB for general SI ; ⇒ We confirm that RAN2 assumes that changes in SIB1 normally affects the SI value tag in MIB

	DOCOMO
	4B
	

	Vodafone
	4B
	




Issue 5: Should the separate flag be provided per PLMN?
A separate flag is broadcast which indicates if exception reports are subject to barring bitmap check or not. It is not decided whether the separate flag can be broadcast per PLMN or not. For example, if the separate flag is included in SIB14-nb, the separate flag could be included in AB-ConfigPLMN as well AB-Common.
Question 5: Companies are requested to provide their preference for the following options.
· Option 5A: A separate flag is common to all PLMNs
· Option 5B: A separate flag is both common to all PLMNs and per PLMN.

	Company
	Option 
	Any other comment

	Ericsson
	Option 5B
	If normal data can be controlled per PLMN, it makes sense to have similar option for exception data.

	Deutsche Telekom
	5B
	Must be per PLMN.

	Huawei/Neul
	5B
	The flag should be per PLMN.

	LGE
	5B
	Since access barring can be applied per PLMN, 5B seems more reasonable.

	Intel
	Option 5B
	

	DOCOMO
	5B
	

	Vodafone
	5B
	I also think this is important that we have a flag per PLMN




Issue 6: Whether to support special ACs (i.e. 11…15) in AB check
In LTE, access with special AC (i.e. 11…15) is subject to ACB check. EAB check is applied only for normal AC (i.e. 0…9). It is unclear whether the UE in NB-IOT can have a special AC or not. If the UE can have a special AC, it seems necessary to consider a new IE similar to ac-BarringForSpecialAC in ACB, i.e. ab-BarringForSpecialAC consisting 5 bits indicating special ACs (11…15).
Question 6: Companies are requested to provide their preference for the following options.
· Option 6A: SIB14-nb addiotionally broadcasts ‘ab-BarringForSpecialAC’ consisting 5 bits which indicates special ACs (11…15) 
· Option 6B: special ACs are not considered in Access Barring, i.e. no additional IE is broadcast for special ACs.

	Company
	Option 
	Any other comment

	Ericsson
	Option 6A
	Perhaps the applicability of the special classes in NB-IoT needs further discussion, however such discussion should happen in SA1 (TS 22.011).

	Deutsche Telekom
	6A
	A must have from operator point of view.

RAN2 should discuss if this is common for all PLMN or PLMN specific. We prefer common for all PLMNs (as 11 and 15 are only valid in the HPLMN  and AC12-14 for all PLMNs of the home country) – so no need to differentiate …

	Huawei/Neul
	
	No strong opinion. Should be based on operator’s requirements.

	LGE
	6A
	If special AC is supported by NB-IOT UE, we prefer 6A. But, it is unclear whether or not special AC is supported by NB-IOT UE.

	Intel
	
	This point should be driven by operators' requirements; similar to issue 2, if this is defined, SA1 requirement would need to be specified for NB-IoT special AC in TS 22.011.

	DOCOMO
	
	We think special AC is also needed for NB-IoT.
However we are not sure whether the definition defined in 22.011 today applies as is. Discussion with SA1 may be needed. 

	Vodafone
	
	Currently no strong opinion




Issue 7: Whether RRC can inform NAS about barring is applicable or not.
It seems reasonable that if access is barred as a result of AB check, RRC informs NAS about the failure to establish the RRC connection and that AB is applicable. Since AB check is used for both MO call and MO signaling, it is unclear whether RRC should differentiate indication of barring applicability. 
Question 7: Companies are requested to provide their preference for the following options.
· Option 7A: RRC informs NAS about the failure to establish the RRC connection and that access barring is applicable. (i.e. No differentiation between MO call and MO signaling)
· Option 7B: RRC informs NAS about the failure to establish the RRC connection and that access barring for MO calls or MO signaling is applicable (Differentiation between MO call and MO signaling)

	Company
	Option 
	Any other comment

	Ericsson
	Option 7AB
	In our understanding RRC needs to inform NAS when access is barred for the call type applicable in NB-IoT:
· Exception data
· MO call
· MO signaling
· MT call
From the RAN2 agreements it was not clear if NB-IoT would support the waitTime or extendedWaitTime. In the running CR R2-162070 the extendedWaitTime was assumed, and this timer is forwarded to NAS. We agree that it is good to support the extended range in NB-IoT. Thus the waitTime/T302 is not used in NB-IoT and MT calls are not blocked in AS.

	Deutsche Telekom
	7B
	If we anyway distinguish between the types in AS, then also the reason can be sent to NAS.

	Huawei/Neul
	7A
	Having only 1 bitmap does not allow differentiation between MO call and MO signaling, therefore differentiation is not possible.
In our understanding, Access Barring does not apply to MT call.


	LGE
	7A
	There is interaction with CT1. We need to check CT1 progress.

	Intel
	Option 7A
	RAN2 already agreed that there is no differentiation on the barring for signaling and data “One barring bitmap is used for both MO signaling and MO data; ⇒ RAN2 see no need to introduce an additional separate flag for MO signaling.” (which looks to provide the response to the question i.e. option 7.A).  
On other hand, when there is a failure indicated to NAS, NAS might decide sending next request after different time depending on whether it is MO signaling, MO data or MO exception data. However, NAS layer knows this information and the decision is up to CT1 decision. In addition, this would also be aligned with previous RAN2 agreement “=> Not to define any barring time in the AS level and leave it up to higher layers when to re-initiate an RRC connection establishment. ”

	DOCOMO
	7A
	Since we agree that the AB itself does not differentiate mo-data or mo-signaling, we think the RRC just informs NAS about the failure to establish the RRC Connection. NAS would understand whether the concerning call is mo-data or mo-signaling (except for the cases where both calls are generated at the same time).

	Vodafone
	7A
	I hope AB is not used very often and I also believe we can not really differentiate now between signaling and data, so one indication seems to be the consequence





Issue 8: Whether RRC can inform NAS about barring alleviation or not.
RAN2 expects that when AB is enabled, UE that was barred should not retry, i.e. recheck the SI for AB, too often (for battery consumption reasons), FFS if this is implementation dependent (NAS handles such retries). It is unclear whether RRC can inform NAS about barring alleviation e.g. when AB is disabled in MIB or even when UE becomes not barred in SIB14-nb while AB is being enabled, once UE has been barred.
In LTE EAB, RRC does not inform NAS about barring alleviation because EAB concerns MO data and retry is left to application layer. Meanwhile, in LTE ACB, RRC informs NAS about barring alleviation which is applicable for MO signaling as well as MO call. Retry of MO signaling and MO call is handled by the NAS layer. In NB-IOT, AB covers both MO data and MO signaling. So, NAS may need to know if NAS can retry a RRC connection establishment for MO signaling or MO call. Especially, it seems strange if we leave MO signaling procedure (i.e. NAS procedure) to UE implementation.
Question 8: Companies are requested to provide their preference for the following options.
· Option 8A: RRC informs NAS about barring alleviation (e.g. for MO call or MO signaling)
· Option 8B: RRC does not inform NAS about barring alleviation (e.g. for MO call or MO signaling)

	Company
	Option 
	Any other comment

	Ericsson
	Option 8B
	RAN2 agreed: Not to define any barring time in the AS level and leave it up to higher layers when to re-initiate an RRC connection establishment. 
RAN2 decided to leave when to re-try to UE implementation. With LTE ACB NAS is informed because there is a timer running in AS. 

	Deutsche Telekom
	8B
	

	Huawei/Neul
	8B
	RAN2 agreed “Not to define any barring time in the AS level and leave it up to higher layers when to re-initiate an RRC connection establishment.


	LGE
	8B
	There is interaction with CT1. We need to check CT1 progress

	Intel
	Option 8B
	We have the same understanding as Ericsson.

	DOCOMO
	8B
	We have the same understanding as Ericsson on what RAN2 has agreed, and we think we should stick to that agreement.




Issue 9: Whether RESUME REQUEST is subject to Access Barring or not
It seems unclear whether RESUME REQUEST is subject to Access Barring or not. There is no real agreement on this. This issue would be related to whether RESUME REQUEST is transmitted in the RRC Connection Establishment or not. If the RESUME REQUEST is used, it seems likely that RESUME REQUEST is subject to Access Barring. For example, procedural text could look like:
1>	if upper layers indicate that the RRC connection is subject to AB:
2>	if the result of the AB check, as specified in 5.3.3.xx, is that access to the cell is barred:
3>	inform upper layers about the failure to establish or resume the RRC connection and that access barring is applicable, upon which the procedure ends;

Question 9: Companies are requested to provide their view on whether RESUME REQUEST is subject to Access Barring or not.
· Option 9A: If RRC Connection Establishment is used as RESUME procedure, RESUME REQUEST is subject to Access Barring.
· Option 9B: If RRC Connection Establishment is used as RESUME procedure, RESUME REQUEST is NOT subject to Access Barring.

	Company
	Option
	Any comment

	Ericsson
	Option 9A
	The RRC Resume procedure is subject to Accss Barring, similar as the RRC connection establishment procedure. 
PS: in our understanding there is no need for the upper layers to indicate that the RRC connection is subject to AB. 

	
	9A
	Obviously also Resume Request is subject to Access Barring .. ?!

	Huawei/Neul
	9A
	AB applies the same way for RRC connection establishment and RRC Connection resume as discussed in RAN2 and captured in the running CR.

	LGE
	9A
	If RRC Connection Establishment is used as RESUME procedure, RESUME REQUEST is subject to Access Barring.

	Intel
	Option 9A
	In our view, the access control should also be applicable to suspended UEs as they are also in RRC_IDLE.

	DCM
	9A
	Since RESUME procedure is basically to establish an RRC Connection  from IDLE (regardless of what message would be used for this), Access Barring should apply.

	Vodafone
	9A
	Must be the case




Issue 10: How MT access is considered in Access Barring
It seems unclear how MT access is considered in Access Barring. If we consider LTE access control as baseline, UE will check if T302 is running i.e. due to wait time in the RRC connection reject, and then determine that if T302 is running, access is barred. Note that in my view, we should not introduce new barring parameter in SIB14-nb for MT access, considering that MT access will be controlled by paging.
Question 10: Companies are requested to provide their view on whether MT access is aligned with LTE access control.
· Option 10A: MT access is barred if a timer is running due to wait time in the RRC connection reject (i.e. legacy approach)
· Option 10B: MT access is not barred.

	Company
	Option
	Any comment

	Ericsson
	Option 10BA
	RAN2 decided to support Wait Time and we suggest to follow the legacy barring rules for MT call barring.
RAN2 agreed "There will be a “wait time” in the RRC connection reject". We agree that it is useful to have the extended wait time range supported in NB-IoT, i.e. support extendedWaitTime and forward this to NAS, as in legacy. Thus waitTime/T302 is not used in NB-IoT.
In case the extendedWaitTime is received in the RRCConnectionReject message or RRCConnectionRelease message, it is forwarded to NAS (see running CR for 36.331 in R2-162070). However in NAS it is only used to set timer T3346 when the NAS signaling is configured with "NAS signalling low priority indicator". In our view there is no clear benefit to support "NAS low priority access" in NB-IoT. Thus some changes in 24.008 are needed to enable the extendedWaitTime without NAS signaling low priority. However this is for CT1 to discuss and agree, i.e. RAN2 should indicate that the extendedWaitTime is supported in NB-IoT, and that RAN2 does not see a benefit to support NAS low priority access. (in case the latter is agreed in RAN2).

	Deutsche Telekom
	10A
	

	Huawei/Neul
	10B 
	RAN2#92 has agreed to have only one wait time (equivalent to extended wait time) in RRC connection reject message . This is handed at NAS level. There is no T302 timer in RRC.

	LGE
	10A
	If wait time is used in the RRC Connection Reject, 10A seems reasonable.

	Intel
	Option 10A
	

	DCM
	10A
	We think it is reasonable to apply legacy behavior for this case.

	Vodafone
	10B
	The reason is the same as E/// discribed



Summary of email discussion
Seven companies participated in this email discussion. 

Regarding the question 1, all companies agreed on Option 1B that NB-IOT access barring is specified separately from LTE access control mechanisms.
Proposal 1: NB-IOT access barring is specified separately from LTE access control mechanisms.
Regarding the question 2, most companies agreed that Access Barring and EAB use the same field descriptions as a baseline. 
Proposal 2: Access Barring and EAB use the same field descriptions as a baseline.
In addition the SIB14 content, it seems agreeable to add the followings:
· a separate flag indicating whether ab-BarringBitmap is applied to MO exception data (size 1)
· ab-BarringBitmap (size 10) for AC 0 to 9 
· BarringForSpecialAC flags (size 5) for AC 11 to 15

Proposal 3: SIB14b-nb additionally includes a separate flag indicating whether ab-BarringBitmap is applied to MO exception data (size 1), ab-BarringBitmap (size 10) for AC 0 to 9 , and BarringForSpecialAC flags (size 5) for AC 11 to 15.

Furthermore, it seems agreeable that emergency access is not subject to Access Barring because emergency access seems not supported in NB-IOT.
Proposal 4: Emergency access is not subject to Access Barring. RAN2 assumes that emergency access is not supported in NB-IOT.

Regarding the question 3, most companies agreed that we use the EAB check in 36.331 section 5.3.3.12 as a baseline for NB-IOT AB check. 
Proposal 5: the EAB check in 36.331 section 5.3.3.12 is used as a baseline for NB-IOT AB check.
One operator commented that one additional issue that needs to be taken into account is how to perform AB check for exceptional data, whether call type is used or whether “est. cause” is used. Note that CT1 asked RAN2 about this issue in their LS.
It seems clear that we will utilize the existing call types for MT call, MO signalling and MO calls because NB-IOT and LTE will share the same NAS protocol. But, it is true that there is an issue on MO exception data. Considering the existing LTE access mechanisms, we would have the following options for MO exception data:
· Option 1: NAS indicates a new MO exception call type to RRC for MO exception case.
· Option 2: NAS indicates a combination of the existing MO call type and the EstablishmentCause set to mo-ExceptionData to RRC for MO exception case.
· Option 3: NAS indicates a combination of the existing MO call type and MO exception data indication to RRC for MO exception case.
Proposal 6: RAN2 is requested to discuss which option is preferred and inform CT1 about RAN2’s preference.
Regarding the question 4, all companies agreed that the separate flag is included in SIB14-nb.
Proposal 7: the separate flag is included in SIB14-nb.
Regarding the question 5, all companies agreed that a separate flag is both common to all PLMNs and per PLMN.
Proposal 8: a separate flag is both common to all PLMNs and per PLMN.
Regarding the question 6, two operators think that SIB14-nb additionally broadcasts ‘ab-BarringForSpecialAC’ consisting 5 bits which indicates special ACs (11…15). Two other companies also support those operators’ view. One operator has no strong opinion. 
Accordingly, it seems agreeable from RAN2 perspective that SIB14-nb additionally broadcasts ‘ab-BarringForSpecialAC’ consisting 5 bits which indicates special ACs (11…15). One operator commented that this IE is common to all PLMNs. One operator commented that discussion with SA1 may be needed.
Proposal 9: SIB14-nb additionally broadcasts ‘ab-BarringForSpecialAC’ consisting 5 bits which indicates special ACs (11…15) for all PLMNs. RAN2 is proposed to ask SA1 whether this agreement can be confirmed.
Regarding the question 7, most companies agreed that RRC informs NAS about the failure to establish the RRC connection and that access barring is applicable. (i.e. No differentiation between MO call and MO signaling) because One barring bitmap is used for both MO signaling and MO data. Since it seems related to NAS operation, it is proposed to inform CT1 about this agreement for their work.
Proposal 10: RRC informs NAS about the failure to establish the RRC connection and that access barring is applicable. (i.e. No differentiation between MO call and MO signaling). RAN2 informs CT1 about this agreement for their work.
Regarding the question 8, all companies agreed that RRC does not inform NAS about barring alleviation (e.g. for MO call or MO signaling). Since it seems related to NAS operation, it is proposed to inform CT1 about this agreement for their work.

Proposal 11: RRC does not inform NAS about barring alleviation. RAN2 informs CT1 about this agreement for their work.
Regarding the question 9, all companies agreed that if RRC Connection Establishment is used as RESUME procedure, RESUME REQUEST is subject to Access Barring.

Proposal 12: If RRC Connection Establishment is used as RESUME procedure, RESUME REQUEST is subject to Access Barring.
Regarding the question 10, there is no clear majority. If a RRC timer associated with wait time in the RRC connection reject is introduced, it is reasonable that MT access is barred while the RRC timer is running (i.e. legacy approach). However, if no RRC timer is introduced, we would need to agree that MT access is never barred in Access Barring check.

In the meantime, it is unclear whether NAS layer will support LPI and the extended wait time in NB-IOT. Since this issue is up to CT1, it will be beneficial to ask CT1 whether to use the extended wait time for NAS signalling. If CT1 replies to us that NAS won’t use extended wait time, RAN2 can further discuss whether wait time needs to be included in Connection Reject message or not. RAN2 could answer the question 10 after such progress. Until CT1 replies to RAN2, RAN2 is proposed to assume that MT access is never barred in Access Barring check.
 
Proposal 13: RAN2 is requested to ask CT1 whether to use the extended wait time for NAS signalling. If CT1 replies to us that NAS won’t use extended wait time, RAN2 will further discuss the question 10. Until CT1 replies to RAN2, RAN2 assumes that MT access is never barred in Access Barring check.
Conclusion
In conclusion, this document provides summary of email discussion on NB-IOT access barring. A draft CR to 36.331 on access barring based on this email thread is provided in [2]. Considering the interaction with CT1&SA1, it is proposed to inform CT1&SA1 about our agreements.
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