Page 4
Draft prETS 300 ???: Month YYYY


3GPP TSG-RAN WG2 #93bis
Tdoc R2-162817
Dubrovnik, Croatia, 11 – 15 April 2016

Agenda Item:
8.11.3
Source:
Ericsson
Title:
QoS enhancements for sidelink and Uu
Document for:
Discussion, Decision
1 Introduction

The SID on Feasibility Study on LTE-Based V2X Services [1] provides the following definitions:

-
V2V (vehicle-to-vehicle): covering LTE-based communication between vehicles
-
V2P (vehicle-to-pedestrian): covering LTE-based communication between a vehicle and a device carried by an individual (e.g. handheld terminal carried by a pedestrian, cyclist, driver or passenger)
-
V2I/N (vehicle-to-infrastructure/network): covering LTE-based communication between a vehicle and a roadside unit/network. A roadside unit (RSU) is a transportation infrastructure entity (e.g. an entity transmitting speed notifications) implemented in an eNodeB or a stationary UE.
In addition to the above traffic types, V2X communications according to SA1 TR 22.885 [2] and ETSI [3] might be subject to a mixture of traffic characteristics including:

-
Different transmission periodicities (from 100ms to 1s for CAM messages, event-triggered (DENM) traffic);

-
Different packet sizes, possibly with non-homogeneous packet size even in case of periodic traffic depending for instance on the specific V2X service and security component format;

-
Different radio/service requirements (range, reliability, latency, priority, etc.).

Moreover, in TR 23.785v0.2.0, some key issues relating to QoS and message prioritization for V2X have been identified. Such issues raise the question on which QoS parameters are needed for the V2X services, and how the 3GPP system provides means to prioritize V2X message transmissions for V2V and V2P for a UE serving a specific purpose (e.g., ambulance) or according to the message types, or more in general, whether and how to identify V2X traffic in order to disinguish it from other traffic.
In this contribution and considering the above traffic differentiation and required prioritization, we discuss the need for enhancing the sidelink with the EPS bearer concept in order to provide flexible ways to enforce QoS and support future applications with varying requirements.
2 Discussion
2.1 Short analysis of existing QoS solutions

2.1.1 ProSe Per-Packet Priority (PPPP)

In ProSe Rel-13, the ProSe Per-Packet Priority (PPPP) was developed as a solution for basic priority differentiation over PC5. Associated with each packet, a PPPP value is set by the application and this PPPP value is used by lower layers in the UE to perform differentiation when transmitting the packet on the sidelink. There are eight PPPP values. More specifically, the MAC layer translates the PPPP value associated with the upper layer PDU into a logical channel with the same priority as the PPPP and then, if multiple sidelink radio resource pools are configured, selects a pool with a corresponding associated priority. The logical channels are served in decreasing order of priority. Moreover, the PPPP configuration may not be consistent during UE mobility. When using eNB-scheduled mode for sidelink data transfer, the eNB configures the UE with a list of PPPPs per Logical Channel Group (LCG). Hence, the eNB can implicitly know the PPPP when receiving the Buffer Status Report (BSR), as the LCG is indicated in the BSR. However, the prioritization performed by the eNB does not perform any QoS enforcement.

As there is no bearer concept on sidelink, the eNB can only use the priority provided in the BSR in the scheduling, not any other information such as Delay Budget.

Moreover, as the PPPP value is set by the application, in case there are multiple independent applications using PC5 (such as Public Safety and V2X), these multiple applications would need to be coordinated in order to ensure QoS differentiation between these.

2.1.2 EPS bearer concept

The EPS bearer concept enables bearer level QoS control in the EPC/E-UTRAN. This is realized by making sure that all the traffic mapped to the same EPS bearer receives the same packet forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.) In addition, the PCC framework allows an optional enforcement of service level QoS control on the granularity of SDFs.

The EPS bearer is associated with a set of packet filters comprising the bearer traffic flow template (TFT). Therefore, packets are routed to different bearers based on the filters in the TFT which uses information such as source and destination IP address, port number and the protocol information, for example. 

Such QoS control enabled by EPS bearers is limited to the Uu interface, and supports only IP-based traffic.

Observation 1 QoS control enabled by the EPS bearer concept is currently limited to the Uu interface and supports IP-based traffic only. 
2.2 QoS for V2X services

For commercial applications using PC5, such as V2X, we identify some key characteristics of a QoS solution: 

· Being network controlled, including enforcement of the QoS agreement associated with a subscription

· Being future proof, as applications will develop over time, also independently of 3GPP

As the V2X services may need to coexist with other services, both on Uu and PC5, we see a need to properly identify the V2X services in order to distinguish them from other services and provide QoS differentiation. A QoS enhancement for V2X need thus to consider both Uu and PC5.

Observation 2 V2X services need to be properly identified in order to distinguish them from other services and provide QoS differentiation, on both Uu and PC5.
The QoS solution for V2X which will be discussed more in detail below, includes the following parts:

· QoS enhancements on Uu: use of new QCIs to separate V2X data from other traffic

· QoS enhancements on PC5: Enhance the sidelink with the EPS bearer concept

· Support of QoS for non-IP data: Enhance the TFT packet filtering to support also non-IP traffic (for V2X and non-V2X, and for both Uu and PC5)

2.2.1 QoS enhancements on Uu

For Uu the QCI is the tool to properly identify the V2X services in order to distinguish them from other services and provide QoS differentiation. Thus, we see a need to discuss whether to introduce new QCIs for V2X services. This needs to be studied by SA2 as well.

Observation 3 Introduce of new QCIs might be needed for V2X services.
2.2.2 QoS enhancements on PC5

On PC5, use of PPPP is currently limited to Public Safety applications. As we have observed above, to use PPPP also for other services such as V2X, would require coordination within the application domain between Public Safety and commercial applications. More specifically, they would need to share the same PPPP codepoint values

Observation 4 Using PPPP also for V2X would imply coordination between Public Safety and non-Public Safety applications, as they need to share the PPPP values.

To keep the current PPPP solution limited to Public Safety, and introduce a separate solution for commercial PC5 applications, such as V2X, a new mechanism for QoS differentiation can be introduced for non-PS applications.

Observation 5 To restrict the use of PPPP to Public Safety makes it possible to separate this traffic from non-Public Safety traffic.

PPPP only reflects the priority, and no other characteristics such as Packet Delay Budget and Packet Error Loss Rate. The eNB is unaware of these other characteristics for scheduling data over PC5. 

On the other hand, knowledge of a message’s purpose and type, would be needed in order to perform message prioritization. As this knowledge is in the application layer, a PPPP-like solution may fulfil that requirement. 

As summary, to support V2X requirements and to separate the V2X traffic from the Public Safety traffic, a new QoS mechanism is needed on the sidelink.

Proposal 1 Introduce a new QoS mechanism on the sidelink to support the different V2X requirements.
2.2.2.1 Enhance sidelink with the EPS bearer concept

For Uu data, the eNB has been configured with E-RAB QoS parameters by the MME, and can thus take into account all the QCI characteristics for the scheduling, such as Packet Delay Budget and Packet Error Loss Rate. It is natural to reuse the EPS QoS concept also for the PC5 traffic. 

For example, applying the EPS bearer paradigm also on PC5 gives the following advantages:

-
QoS enforcement: The specified roles of the network nodes as part of the EPS QoS concept can be used to provide network control and QoS differentiation also for the sidelink, at least inside E-UTRAN coverage.

-
Reuse of existing principles: The TFT packet filtering mechanism can be used to map data onto EPS bearers also for data sent on PC5.

Observation 6 By applying the EPS bearer concept on PC5, TFT packet filtering will be used as the basis for QoS differentiation, as an alternative to the current PPPP concept.

QoS enforcement by the network is already in place for Uu traffic using EPS bearers. For PC5, enforcement should be possible at least for eNB-scheduled transmission mode. The enforcement performed by the eNB scheduler is configured using the EPS bearer, i.e., eNB grants resources for data transmission taking the QCI characteristics like Delay Budget and Priority into consideration. 

In line with the EPS bearer concept, each individual QoS treatment requires a separate EPS bearer. Moreover, using the EPS bearer concept also for PC5 would implies that an EPS bearer which can be mapped onto a Sidelink DRB. This needs also to be discussed in SA2. 

An EPS bearer which is mapped onto a Uu DRB and a sidelink DRB at the same time, may provide a possibility for the eNB to steer traffic for an EPS bearer between sidelink and Uu (also known as path selection).

Observation 7 Introducing a sidelink DRB provides a possibility to control the selection of the data path used by an EPS bearer between Uu and the sidelink.

Having one EPS bearer for each QoS level implies potentially several bearers for a PDN connection used for V2X services. Whether the current 8 bearer restriction needs to be lifted should be considered. Moreover, in high mobility scenarios ways to reduce the signalling need to be studied. One way is to use specified and/or preconfigured data radio bearers.

Proposal 2 RAN2 should study ways to reduce the signalling needed in high mobility scenarios.
To enable a network controlled use of resources for the traffic and be able to apply and enforce QoS on the PC5, e.g. taking into consideration different delay budget requirements, we suggest enhancing the sidelink with the EPS bearer concept.

Proposal 3 Introduce a sidelink DRB which can be associated with an EPS bearer. 

2.2.3 Support of QoS for non-IP data

Non-IP Data Delivery (NIDD) is introduced over Uu for CIoT/MTC in Rel-13, as part of a new “Non-IP” PDN type. For the non-IP data, there are two alternative delivery mechanisms over the radio interface: in the control plane and in the user plane.

For PC5-based V2X, we likely need to support non-IP data. Moreover, especially V2I traffic to/from an eNB-based RSU may also be non-IP. It is natural to reuse the appropriate CIoT solution(s) for Uu non-IP data also for V2X. 

Observation 8 The existing solutions to support non-IP data over Uu for CIoT need to be reviewed and appropriate solutions for V2X should be selected.

Also the non-IP V2X data over Uu would need to be identified and distinguished from other, non-IP data. The EPS bearer concept with the included network-controlled TFT packet filtering mechanism for mapping data onto EPS bearers does only support IP-based traffic. However, we think that this mechanism can be evolved to support other ways of packet filtering, as discussed in the next section. In order to support QoS differentiation of non-IP data and still reusing the EPS bearer concept, the packet filters part of the TFT would need to support non-IP data. Today’s packet filters are based on information inside the packet such as IP and TCP header information. For non-IP data the same approach typically implies filtering using information inside the application-level PDUs. 

Observation 9 The TFT filtering mechanism needs to be enhanced in order to support also non-IP data.

Another approach is to filter the data using out-of-band information, such as a “tag” provided with each application layer PDU from the application layer. Tags are scalar values used for mapping (filtering) of application PDUs onto EPS bearers, in order to provide QoS treatment for each individual PDU in line with the EPS bearer concept. The “tag” should be seen as an extension of the current PPPP value. The latter is limited to eight values which are directly translated into a logical channel priority. The tag value, on the other hand, is mapped onto an EPS bearer according to the TFT packet filters configured by the EPC. The tag is not transferred in the PC5 nor Uu user plane. Therefore we don’t need to limit ourselves to eight scalar values. For example a reasonable value range for the tag is 0-255, which provides room for several independent applications sharing the total range of tag values.

As the value of the tag is set by the application layer, the value can reflect characteristics such as message purpose and type. The NAS layer maps the tag value onto an EPS bearer providing the QoS required. Assuming a relation between the V2X domain and the PLMN domain (i.e. between the operators), the meaning of the tag values do not need to be specified. The EPS bearers with associated QoS and packet filters are defined as part of the network configuration and subscription data. The EPS bearers for V2X are configured in the same way. Tags are only transferred when configuring the TFTs in the UE and P-GW when non-IP data needs to be mapped on the EPS bearer. The configuration of the TFTs in the UE is performed by NAS signalling, transparently from E-UTRAN.
Observation 10 Non-IP packet differentiation may be enabled by providing a ‘tag’ with each application layer PDU. The tag would be used by a new type of TFT packet filter, used for mapping of non-IP data onto EPS bearers.
3 Conclusion

In section 2 we made the following observations:
Observation 1
QoS control enabled by the EPS bearer concept is currently limited to the Uu interface and supports IP-based traffic only.
Observation 2
V2X services need to be properly identified in order to distinguish them from other services and provide QoS differentiation, on both Uu and PC5.
Observation 3
Introduce of new QCIs might be needed for V2X services.
Observation 4
Using PPPP also for V2X would imply coordination between Public Safety and non-Public Safety applications, as they need to share the PPPP values.
Observation 5
To restrict the use of PPPP to Public Safety makes it possible to separate this traffic from non-Public Safety traffic.
Observation 6
By applying the EPS bearer concept on PC5, TFT packet filtering will be used as the basis for QoS differentiation, as an alternative to the current PPPP concept.
Observation 7
Introducing a sidelink DRB provides a possibility to control the selection of the data path used by an EPS bearer between Uu and the sidelink.
Observation 8
The existing solutions to support non-IP data over Uu for CIoT need to be reviewed and appropriate solutions for V2X should be selected.
Observation 9
The TFT filtering mechanism needs to be enhanced in order to support also non-IP data.
Observation 10
Non-IP packet differentiation may be enabled by providing a ‘tag’ with each application layer PDU. The tag would be used by a new type of TFT packet filter, used for mapping of non-IP data onto EPS bearers.


Based on the discussion in section 2 we propose the following:
Proposal 1
Introduce a new QoS mechanism on the sidelink to support the different V2X requirements.
Proposal 2
RAN2 should study ways to reduce the signalling needed in high mobility scenarios.
Proposal 3
Introduce a sidelink DRB which can be associated with an EPS bearer.
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