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1 Background
In RAN2#93 the RRC establishment causes were discussed [1] and it was agreed:
· We will not use the existing “emergency” or “delaytolerantaccess” cause value for NB-IOT. 

· For NB-IOT we stick to current agreement. For NB-IOT we use: mt-Access, mo-Signalling, mo-Data, mo-ExceptionData
· In our ASN.1 we make sure that the RRS establishment cause is extendible. 
· We send a Response LS to CT1 (docomo) R2-162020. 

An LS was sent to CT1 (CC: SA2, RAN3) [2]: 

· The existing establishment cause value of “emergency” and “delayTolerantAccess” will not be used for NB-IoT.

· The following establishment cause values will be used for the NB-IOT: mt-Access, mo-Signaling, mo-Data, mo-ExceptionData 

SA2 sent a reply LS to RAN2 and CT1 with two questions [3]:
1. Q1: SA2 would like to ask whether the statement from RAN2 that “...delayTolerantAccess” [RRC establishment cause] will not be used for NB-IoT” should be interpreted as 

a) the NB-IoT UE shall not be configured with “low access priority” in NAS configuration OR

b) that even if an NB-IoT UE is configured with “low access priority” it shall use “mo-Data” instead of “delayTolerantAccess” ?

2. Q2: SA2 would like to ask CT1 whether it is possible to control “mo-ExceptionData” using NAS configuration?

In this contribution the following open issues are further discussed:

· Support of NAS signalling low priority
· NAS configuration of mo-ExceptionData
· Need for mo-DataTransferOverNAS
2 Discussion
2.1 Support of NAS signalling low priority
The NAS signalling low priority is a NAS level congestion control mechanism that enables congestion management of EMM signalling (e.g. ATTACH, TAU, DETACH). NAS signalling configured with "NAS signalling low priority indicator" may be rejected with a back-off timer (NAS T3346) set to the extendedWaitTime value (delayTolerantAccess) in the RRCConnectionReject message during periods of congestion. The extendedWaitTime can also be included in the RRCConnectionRelease message. 
In NB-IoT many devices are expected to be stationary and only low mobility is supported. No high signalling load due to mobility is expected. Thus no strong need is seen for this functionality and it is proposed not to support this in NB-IoT:

Proposal 1: RAN2 does not see a clear benefit to support NAS low priority access in NB-IoT.
In case the extendedWaitTime is received in the RRCConnectionReject message or RRCConnectionRelease message, it is forwarded to NAS (see running CR for 36.331 in R2-162070). However in NAS it is only used to set timer T3346 when the NAS signaling is configured with "NAS signalling low priority indicator". Thus some changes in 24.008 are needed to enable the extendedWaitTime without NAS signaling low priority. However this is for CT1 to discuss and agree, i.e. RAN2 should indicate that the extendedWaitTime is supported in NB-IoT, and that RAN2 does not see a benefit to support NAS low priority access. 
2.2 NAS configuration of mo-ExceptionData
Exception data is handled with higher priority than normal data in the network and to prevent misuse the network should have control over which UE are allowed to send exception data. Potentially exception data is charged differently, but this is not sufficient guarantee against misuse. There are different ways in the upper layers how to make this configurable, i.e. that aspect can be further discussion in CT1: 
Proposal 2: RAN2 has the opinion that the use of establishment cause mo-ExceptionData should be under control of the network (e.g. OMA or NAS configuration) and should not be left to UE implementation.
It is proposed to send a reply LS to SA2 and CT1 (CC: RAN3) that the answer to question 2 in [3] is yes, but CT1 can discuss the means how to enable that. 

Exception reports are handled with priority in the network, and the UE shall not send normal reports over the RRC connection established with cause mo-ExceptionData: 

Proposal 3: The UE shall send only exception reports on the RRC connection established with cause mo-ExceptionData.

2.3 Need for mo-DataTransferOverNAS establishment cause
RAN2 agreed to use RRC establishment causes: mt-Access, mo-Signaling, mo-Data, mo-ExceptionData for NB-IoT. 

In case of congestion the MME may send an OVERLOAD START message to the eNB to reduce the signalling load towards the concerned MME [4]:
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With the Overload Action IE in the OVERLOAD START message message the MME can indicated the required behaviour of the eNB in an overload situation: 
· Reject RRC connection establishments for non-emergency MO DT (mo-Data)
· Reject RRC connection establishments for Signalling (mo-Signalling)
· Permit Emergency Sessions and mobile terminated services only (emergency)
· Permit High Priority Sessions and mobile terminated services only (HighPriority)
· Reject delay tolerant access (DelayTolerantAccess)
For an eNB serving both LTE and NB-IoT the MME is not able to differentiate connection establishment for LTE data and connection establishment for IoT data (including both UP and CP solution). Furthermore the MME cannot differentiate connection establishments for CP solution (control plane congestion) and UP solution (user plane congestion) separately. 
Congestion control of LTE and NB-IoT can potentially be resolved on the S1 interface only by e.g. introducing a new Overload Action value, for example "Reject RRC connection establishments for non-exception MO NB-IoT". However the differentiation between establishment of solution 2 and solution 18 requires RRC signaling of the solution used for NB-IoT:
Proposal 4a: The MME should be able to control congestion for LTE data and IoT data separately.

Proposal 4b: The MME should be able to control congestion for NB-IoT for UP and CP solution separately.

Proposal 4c: The UE shall signal the configured solution (UP or CP) in MSG3 during connection establishment.

It is noted that not only for MME congestion management, but also eNB congestion management and the use of RRCConnectionReject message with extendedWaitTime there can be a purpose to identify congestion due to UP solution (user plane congestion) and CP solution (control plane congestion). 

3 Summary

RAN2 is kindly asked to the RRC establishment cause issues for NB-IOT: 

Proposal 1: RAN2 does not see a clear benefit to support NAS low priority access in NB-IoT.

Proposal 2: RAN2 has the opinion that the use of establishment cause mo-ExceptionData should be under control of the network (e.g. OMA or NAS configuration) and should not be left to UE implementation.

Proposal 3: The UE shall send only exception reports on the RRC connection established with cause mo-ExceptionData.

Proposal 4a: The MME should be able to control congestion for LTE data and IoT data separately.

Proposal 4b: The MME should be able to control congestion for NB-IoT for UP and CP solution separately.

Proposal 4c: The UE shall signal the configured solution (UP or CP) in MSG3 during connection establishment.
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