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<Start of modified section>
5.2.1.3
System information validity and notification of changes
<text omitted>

For NB-IoT:
<text omitted>

-
The UE checks ab-enabled indication in the MasterInformationBlock-NB to know whether access barring is enabled. If access barring is enabled the UE shall not initiate the RRC connection establishment until the UE has a valid version of SystemInformationBlockType14-NB,.

<text omitted>
<End of modified section>
<Start of modified section>
5.3.3.5
Cell re-selection while T300, T302, T303, T305, T306, or T308 is running

Except for NB-IOT, the UE shall:

1>
if cell reselection occurs while T300, T302, T303, T305, T306, or T308 is running:

2>
if timer T302, T303, T305,T306, and/or T308 is running:
3>
stop timer T302, T303, T305, T306, and T308, whichever ones were running;

3>
perform the actions as specified in 5.3.3.7;

2>
if timer T300 is running:

3>
stop timer T300;

3>
reset MAC, release the MAC configuration and re-establish RLC for all RBs that are established;

3>
inform upper layers about the failure to establish the RRC connection;
For NB-IoT, the UE shall:

1>
if cell reselection occurs while T300 is running:

2>
stop timer T300;

2>
reset MAC, release the MAC configuration and re-establish RLC for all RBs that are established;


2>
inform upper layers about the failure to establish the RRC connection.
<End of modified section>
<Start of modified section>
5.3.3.14
Access Barring check for NB-IoT

For NB-IoT, the UE shall:

1>
if SystemInformationBlockType14-NB is broadcast and ab-enabled included in MasterInformationBlock-NB is set to TRUE:

2>
if the ab-Common is included in ab-Param:

3>
if the UE belongs to the category of UEs as indicated in the ab-Category contained in ab-Common; and

3>
if for the Access Class of the UE, as stored on the USIM and with a value in the range 0..9, the corresponding bit in the ab-BarringBitmap contained in ab-Common is set to one:

4>
if the establishmentCause received from higher layers is set to mo-ExceptionData and ab-BarringForExceptionData is set to FALSE in ab-Common:

5> consider access to the cell as not barred;

4> else (the establishmentCause received from higher layers is set to mo-ExceptionData and ab-BarringForExceptionData is set to TRUE in the ab-Common);
5>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11] and for not all of these valid Access Classes for the UE, the corresponding bit in the ab-BarringForSpecialAC contained in ab-Common is set to one:
NOTE 1:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN.

6>
consider access to the cell as not barred;

5> else;

6> consider access to the cell as barred;

3>
else;

4> consider access to the cell as not barred;
2>
else (the ab-PerPLMN-List is included in the ab-Param):

3>
select the ab-PerPLMN entry in ab-PerPLMN -List corresponding to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35]);
3>
if the ab-Config for that PLMN is included:

4>
if for the Access Class of the UE, as stored on the USIM and with a value in the range 0..9, the corresponding bit in the ab-BarringBitmap contained in ab-Config is set to one:

5>
if the establishmentCause received from higher layers is set to mo-ExceptionData and ab-BarringForExceptionData is set to FALSE in ab-Config:

6> consider access to the cell as not barred;

5> else (the establishmentCause received from higher layers is set to mo-ExceptionData and ab-BarringForExceptionData is set to TRUE in the ab-Common)
6>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11] and for not all of these valid Access Classes for the UE, the corresponding bit in the ab-BarringForSpecialAC contained in ab-Common is set to one:
NOTE 1:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN.

7>
consider access to the cell as not barred;

6> else;

7> consider access to the cell as barred;

4>
else:

5> consider access to the cell as not barred;

1>
else:

2>
consider access to the cell as not barred.
<End of modified section>
<Start of modified section>
6.3.1
System information blocks

<text omitted>

–
SystemInformationBlockType14-NB
The IE SystemInformationBlockType14-NB contains the AB parameters for NB-IoT.

SystemInformationBlockType14-nb information element
-- ASN1START

SystemInformationBlockType14-NB-r13 ::=
SEQUENCE {


ab-Param-r13






CHOICE {



ab-Common-r13






AB-Config-r13,



ab-PerPLMN-List-r13





SEQUENCE (SIZE (1..maxPLMN-r11)) OF AB-ConfigPLMN-r13,

}

ab-BarringForSpecialAC



BIT STRING (SIZE(5)),

lateNonCriticalExtension



OCTET STRING


OPTIONAL,


...

}

AB-ConfigPLMN-r13 ::=



SEQUENCE {


ab-Config-r13





AB-Config-r13
}

AB-Config-r13 ::=




SEQUENCE {


ab-Category-r11





ENUMERATED {a, b, c},


ab-BarringBitmap-r11



BIT STRING (SIZE (10)),

ab-BarringForExceptionData-r13

BOOLEAN
}

-- ASN1STOP

	SystemInformationBlockType14 field descriptions

	ab-BarringBitmap
Access barring for AC 0-9. The first/ leftmost bit is for AC 0, the second bit is for AC 1, and so on.

	ab-Category
Indicates the category of UEs for which EAB applies. Value a corresponds to all UEs, value b corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value c corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see TS 22.011 [10].

	ab-Common
The AB parameters applicable for all PLMN(s).

	ab-PerPLMN-List

The AB parameters per PLMN, listed in the same order as the PLMN(s) occur in plmn-IdentityList in SystemInformationBlockType1.

	ab-BarringForExceptionData
Access class barring for Exception Data.

	ab-BarringForSpecialAC

Access class barring for AC 11-15. The first/ leftmost bit is for AC 11, the second bit is for AC 12, and so on.


<text omitted>
<End of modified section>
