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1. Introduction
RRC Establishment Cause can be used for performing prioritization/deprioritization of a certain call during admission control in the Initial Access (Idle-to-Active) by eNB. In the LS from CT1[1], RAN2 was asked to give guideline about the RRC establishment cause for the access of CIoT. Note that the term CIoT used in CT1is understood to cover both cases of NB-IoT UE and non NB-IoT UE.

In the previous RAN2 meeting, RAN2 have discussed the establishment cause for NB-IoT, and LS was sent to CT1 and SA2 notifying RAN2 agreements [1]. However, it is understood that the discussion did not cover the case of non NB-IoT.
This paper discusses and proposes the mapping of priority discriminations to RRC establishment cause for non NB-IoT.

NOTE:
In this paper, “non NB-IoT” indicates the IoT UEs except for NB-IoT UEs, such as Cat.1 and Cat.M. Non IoT UEs such as smartphone are not included as “non NB-IoT”.
2. Discussion
In the LS to CT1 [2], RAN2 indicated the guideline about RRC establishment cause for NB-IoT. Following is the reply to CT1:

==================================================================================
With regards to CT1 questions RAN2 has agreed the following:

· The existing establishment cause value of “emergency” and “delayTolerantAccess” will not be used for NB-IoT.

· The following establishment cause values will be used for the NB-IOT: mt-Access, mo-Signaling, mo-Data, mo-ExceptionData
· Signalling defined by RAN WG2 will ensure extendibility of cause values
==================================================================================

It should be noted that there are two scenarios for NB-IoT: normal Report and exceptional report. In the previous RAN2 meeting (R2-161530), RAN2 agreed that “mo-Data” will be used for normal report, and “mo-ExceptionalData” will be used for exceptional report.

Considering from service perspective, IoT services provided by utilizing NB-IoT UEs can potentially utilize non NB-IoT UEs. Non NB-IoT UEs can even be used to provide IoT services that cannot be provided by NB-IoT UEs (i.e., services that necessitates mobility etc.). Therefore it is foreseen that non NB-IoT UEs may also generate normal data and exceptional data. Therefore, it would be beneficial if the requirement of supporting normal report and exceptional report is also applied to for non NB-IoT because the expected behaviour (requirement) in eNB towards non NB-IoT UE would be the same as that towards NB-IoT UE when considering the same IoT services.
Proposal 1:
RAN2 to confirm that non-NB-IoT UE may also generate normal report and exceptional report.

Assuming that non NB-IoT UE generates both normal report and exceptional report, we further clarify which establishment cause should be used for normal report and for exceptional report of non NB-IoT, respectively.

Following approaches can be considered:

· Alt 1-1. Reusing existing causes

In this approach, “mo-Data” or “delayTolerantAccess” will be used for normal report, and “emergency” will be used for exceptional report. 

The benefit of this approach is that there is no ASN.1 impact in RRC. “mo-Data” or “delayTolerantAccess” usage can be left to operator setting, e.g., LAPI setting. However, the disadvantage of this alternative is that eNB cannot distinguish the emergency call of normal UE (e.g., legacy UEs used in non-IoT scenarios) from the exceptional report of non NB-IoT UE because the same establishment cause (emergency) is used. Therefore, they are handled with the same priority level, which may cause eNB to reject emergency calls of normal UE.
· Alt 1-2. Reusing existing causes (another option)
In this approach, “delayTolerantAccess” will be used for normal report, and “mo-Data” will be used for exceptional report. This approach has the same pros and cons as Alt 1-1; there is no impact in RRC ASN.1, but eNB cannot distinguish the exceptional report of non NB-IoT UE from the normal data transmissions of normal UE since both used “mo-data”.
From the observations of Alt 1-1 and Alt 1-2, it seems that the approach which uses the existing causes would affect the admission control of eNB.
· Alt 2. Defining a new cause

In this approach, “mo-exceptionalData”, which will be defined for NB-IoT ASN.1, may also need to be defined for non NB-IoT. “mo-Data” or “delayTolerantAccess” will be used for normal report, and “mo-exceptionalData” will be used for exceptional report.

By defining a new cause, eNB can distinguish non NB-IoT UEs from normal UEs. The new cause can be defined by using the “spare 1” value in EstablishmentCause.
EstablishmentCause ::=



ENUMERATED {










emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare1 mo-exceptionalData}
The mapping of priority discriminations to RRC establishment cause for each approach is summarized in table 1.It can be understood that eNB can flexibly perform prioritization between non NB-IoT UE used for IoT scenarios and the ones used for normal scenarios during admission control in Alt 2. In addition, Alt.2 allows the usage of the same establishment cause between exceptional report of NB-IoT and that of non NB-IoT such that eNB may treat the UEs used for IoT scenarios with the same fairness level.
Table 1: The mapping of priority discriminations to RRC establishment cause

	
	Non NB-IoT UEs (used for IoT scenarios)
	Legacy UEs (non IoT scenarios

	
	Alt 1-1
	Alt 1-2
	Alt 2
	

	Normal report
/ Normal call
	mo-Data
/delayTolerantAccess
	delayTolerantAccess
	mo-Data
/delayTolerantAccess
	mo-Data

	Exceptional report
/ emergency call
	emergency
	mo-Data
	mo-exceptionalData
	emergency


Considering the abovementioned discussions, from eNB perspective, Alt 2 is preferable.

Proposal 2 :
RAN2 to agree on Alt 2, i.e., new establishment Cause is used for non NB-IoT exceptional report.

· Non NB-IoT normal report is mapped to/ uses Establishment Cause “mo-Data” or “delayTolerantAccess”.
· Non NB-IoT exceptional report is mapped to/ uses Establishment Cause “mo-exceptionalData”.
3. Summary and Proposal
This paper discussed the mapping of priority discriminations to RRC establishment cause.The following are proposed:
Proposal 1:
RAN2 to confirm that non-NB-IoT UE may also generate normal report and exceptional report.
Proposal 2:
RAN2 to agree on Alt 2, i.e., new establishment Cause is used for non NB-IoT exceptional report.

· Non NB-IoT normal report is mapped to/ uses Establishment Cause “mo-Data” or “delayTolerantAccess”.
· Non NB-IoT exceptional report is mapped to/ uses Establishment Cause “mo-exceptionalData”.
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