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1 Introduction
In Release 13 Retrievable Configurations have been implemented. In this paper some aspects regarding creation and modification of retrievable configurations are discussed. 
2 Discussion
2.1 Background
In RAN2#91bis [3] a summary of the proposals for retrievable configurations was listed. One proposal which was not agreed was:

· If the UE is ordered to store a configuration at the time it is being used, the UE stores the information for all established SRBs and RABs for the result configuration.

The idea of that proposal was that the UE should store the complete configuration that is the result of the RRC procedure (including all established SRBs and RBs, their transport channels and all configuration parameters), not only the delta configuration signalled to the UE in the corresponding RRC message.
Not agreeing to this proposal causes some problems when it comes to creating and modifying retrievable configurations.
2.2 Creating retrievable configurations

When an RRC connection is setup for the first time the SRB configuration is signalled in RRC Connection Setup. Later when the RAB is setup the SRB information does not have to be signalled again unless it is changed. If the proposal in RAN2#91bis had been agreed, the UE would store both the RAB and the SRB information as a result of the RAB Establishment procedure.

Without this agreement the stored retrievable configuration only contains the parameters signalled in the RB Setup message. Thus the RB Setup message must contain the SRB parameters in addition to the RAB parameters, even if they have not been changed. 
The proposal was not agreed with the motivation that the UE can be instructed to first store the SRB information as a retrievable configuration when the RRC Connection is setup and then store the RAB information as a delta on top of the SRB information when the RAB is setup. However, as the IE “Retrievable Configuration” is currently not included in RRC Connection Setup that approach is not possible.
It has been up for discussion to include the IE “Retrievable configuration” in RRC Connection Setup, but it has not been done with the motivation that the network does not know at that point in time if the UE supports retrievable configuration or not, as the capability is signalled later in RRC Connection Setup Complete. There are however several possibilities to solve this problem:

1) Add an indication in system information telling the UE to store the SRB configuration signalled in RRC Connection Setup.

2) Update the procedure text telling the UE to always store the SRB configuration signalled in RRC Connection Setup if it supports retrievable configurations.
3) Send the IE “Retrievable configuration” blindly in RRC Connection Setup.

4) Include the UE capability for retrievable configuration in RRC Connection Request

In 1) an indication is added in system information (e.g. a flag) telling the UE to store the SRB configuration as a retrievable configuration with a predefined identity when the RRC connection is setup, see CR [5]. The retrievable configuration identity to be used can also be signalled in system information, but then more bits are needed.
A solution without any ASN.1 impact 2) would be to update the procedure text instructing the UE to store the SRB configuration signalled in RRC Connection Setup with a predefined identity in case it supports retrievable configurations. The network knows when it receives the UE capabilities that the UE has stored the SRB configuration as a retrievable configuration. This solution is captured in CR [4].
A third solution is to add the IE “Retrievable configuration info” as a non-critical extension in the RRC Connection Setup message. UE’s supporting retrievable configurations can then read and act upon the IE and store the SRB configuration as a retrievable configuration. The network will know when receiving “RRC Connection Setup Complete” if the UE supports the feature and has acted upon the IE “Retrievable configuration info” or not. UEs not supporting retrievable configurations will not read the non-critical extension and not store anything, and the network will know that when receiving “RRC Connection Setup Complete”.

A fourth solution (4) is to add the UE capability for retrievable configurations in RRC Connection Request, but as the size of that message is limited, perhaps such a solution should be avoided.

Proposal 1: Agree on a solution for the UE to store the SRB configuration as a retrievable configuration when the RRC connection is setup.
2.3 Modifying retrievable configurations
A network can trigger an RRC procedure in order to change the configuration in the UE. When retrievable configurations are used the network can signal a retrievable configuration to be invoked and a delta containing a set of parameters which have different values compared to the values stored in the retrievable configuration or new parameters which have not been signalled before. The result of the RRC procedure is a new target configuration that is applied by the UE. This target configuration can also be stored as a new retrievable configuration with the same or a new identity as the invoked retrievable configuration.
As the proposal discussed in 2.1 above was not agreed and as it is currently also not possible to signal a negative delta, everything that is once stored in a retrievable configuration will remain there. For example, if some transport channels have been previously stored in the retrievable configuration that is invoked and a message delta is signalled to the UE removing some of these transport channels, they are removed from the target configuration, but they are currently not removed from the stored retrievable configuration.
If for example the retrievable configuration that is invoked contains RBs mapped on EUL/HS but the target configuration uses DCH/DCH, the RRC Reconfiguration message will delete the E-DCH/HS-DSCH MAC-d flows/MAC-ehs reordering queues no longer used in the target configuration, but they are not deleted from the stored retrievable configuration. That means that the same retrievable configuration identity cannot be used to store the new configuration or any other configuration not containing EUL/HS (not even if the complete configuration is signalled) as the E-DCH and HS-DSCH transport channels will still be included in the retrievable configuration with that identity. If identities cannot be reused, there is a risk of running out of identities. Using the possibility to signal “Retrievable configuration to be removed” will generate an extra RRC procedure, which should be avoided.
Another example is that the UE is using MRAB Speech + PS EUL/HS, stored as RC (Retrievable Configuration) id =1 in the UE and the network releases the PS RAB. The PS RAB will be deleted from the target configuration, but it will still be present in RC id=1. Id = 1 can then not be reused as it will always contain the PS RAB information. A new RC with e.g. id=2 for the new target configuration can also not be created from RC id=1 + signalled message delta, as the delta is to remove information and not to add information. The only possibility is to signal the complete configuration again and to use a new identity, leading to increased signalling and the risk of running out of identities. 
Also if retrievable configurations are pre-configured the same problem arises as the signalled delta can only contain information to be added, not removed.
If the same actions were valid for both the target configuration and the retrievable configuration to be stored the problem would be solved. In CR [6] the needed updates to enable this are made.
Proposal 2: Introduce the possibility to remove the same information from a retrievable configuration to be stored as for the target configuration.  
3 Summary
RAN2 is kindly asked to discuss the following proposals:
Proposal 1: Agree on a solution for the UE to store the SRB configuration as a retrievable configuration when the RRC connection is setup.
Proposal 2: Introduce the possibility to remove the same information from a retrievable configuration to be stored as for the target configuration.
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