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1 Introduction
This document is a summary of the email discussion [93#43][NB-IOT] CP solution. The intention of this email discussion is to progress open issues in CP solution.

[93#43][NB-IOT] CP solution (Huawei)

-
Progress open issues in CP solution (e.g. PDCP, cause value) 

-
Intended outcome: Email discussion report to next meeting 

-
Deadline: Thursday 24/03/2016

The deadline of this email discussion is Thursday, 2016-03-24, 23:59 Pacific Time. 
2 Open issues
RAN2 has achieved several agreements related to CP solution, and these agreements have already been implemented in the 36.331 running CR [1]. However there are still some issues have no conclusion in the sourcing companies view:
-
It is FFS whether PDCP TM is introduced;

-
It is FFS how the eNB knows PDCP functionalities are needed or not;

-
It is FFS which cause value is used when UE enters RRC_IDLE following RLF.

This email discussion focuses on these open issues.
Issue 1: Modelling of PDCP Functionality Removal
It has been agreed that the PDCP functionalities are not needed for CP solution at RAN2#92. How to model the removal of PDCP functionalities has not been decided. According to the discussion in previous meetings, one possible way is to directly skip or bypass PDCP layer [8], and the other way is to introduce PDCP transparent mode (PDCP TM). According to the analysis in [2] and [7], the advantages of adding a PDCP TM are to reduce PDCP overhead to 0 bytes for upper layer data packets and to maintain protocol layer integrity.

Issue 2: How to configure PDCP
Following the above issue, the eNB needs to know how to configure PDCP i.e. when the PDCP functionalities are not needed. Some potential methods have already been raised in previous meetings, i.e. implicit indication by different RRC messages (or RRC message content) in Msg3 in [3] and [4], explicit indication in RRC signalling during RRC connection setup in [2] and [5], and different LCID of MAC PDU in [6] and [7].
Issue 3: Cause value after RLF

At RAN2 NB-IoT Adhoc meeting, for CP solution it has been agreed that RRC re-establishment is not supported at RLF and the UE enters RRC_IDLE directly. In current LTE, when UE leaves RRC_CONNECTED following some cases (e.g. RRC connection reestablishment failure etc.) the RRC layer indicates the release of the RRC connection to NAS layer together with release cause 'RRC connection failure' to trigger NAS recovery. For CP solution, regarding whether NAS recovery is needed and which cause value should be used when UE leaves RRC_CONNECTED following RLF have no conclusion.
3 Discussion
Issue 1 for discussion: How to model the removal of PDCP functionalities for CP solution?

Option 1: directly skip PDCP or bypass PDCP;

Option 2: introduce PDCP TM which is to reduce PDCP overhead to 0 bytes for upper layer data packets and to maintain protocol layer integrity;
Option 3: others

	COMPANY
	COMMENT

	Huawei
	We prefer Option 2. Since PDCP functionality is not needed for CP solution, the PDCP overhead is also not needed. And PDCP TM makes protocol layer integrity.

	ZTE
	Option 2, which can keep the same protocol model.

	Samsung
	Option 3 (using PDCP and 1 bit indicator in PDCP header to indicate the presence of MAC). 

Both option 1 and 2 do not aligne with the current SRB model where PDCP is always present, and they will require further considerations especially if normal RRC message like measurement report need to be sent.

If the concern is overhead, not including MAC-I sould be enough. 

	LG
	Option 1. As explained in [8], there is no reason to introduce a new mode in PDCP. Moreover, as discussed in joint SA2/RAN2 CC in March 22nd, we propose to introduce a new type of SRB, called SRB3, because SRB1 with different configuration (w/ PDCP and w/o PDCP) introduces a new concept for a radio bearer, and results in unnecessary complexity in specification..

	Nokia
	We prefer option 1. We don’t see motivation to introduce new PDCP TM mode. PDCP can be just skipped instead which seems simpler. Option 1 is already nicely used in the running 36.523 CR.  

	NEC
	We prefer Option 1 with the same reasoning as Nokia.

	Mediatek
	We think both option 1 and 2 would work, and we suggest to just go with the option that has lesser opposition.

	Intel
	We prefer option 2 of using PDCP TM, when CP only solution is used and  AS security is not established.   

	Ericsson
	We also think both option 1 and 2 would work. From a modelling perspective, however, option 2 has the benefit of more homogenous description/specification. We don’t think it would be useful to duplicate figures and description due to Option 1; readability would suffer.

	Qualcomm
	The decision between option 1 and 2 is mainly how to model this in the specifications, it has no impact on actual implementation. eNB has to signal  UE to not use PDCP when configuring RLC & MAC entities. Just to be consistent with RLC spec, it is good to have transparent mode (option 2) in the specs.

	CATT
	We have similar view to Qualcomm. Both Option 1 and Option 2 could work. We prefer Option 2 because this would be clear in the specification

	Vodafone
	We slightly prefer option 2. I am also not sure we should start now with new features like SRB 3, etc we never discussed before.


Issue 2 for discussion: How the eNB knows PDCP functionalities are not needed?

Option 1: Implicit indication by different RRC messages in Msg3;

Option 2: Explicit indication in RRC signalling during RRC connection setup;

Option 3: LCID of MAC PDU and for which channel to carry this LCID (CCCH or DCCH);
Option 4: Others.
	COMPANY
	COMMENT

	Huawei
	We prefer Option 3.
Option 1 and Option 2 may not fully minimize PDCP functionalities in the cases when a UE has CP and UP capability and no PDN connection is established. Option 3 provides the capability to change the PDCP configuration during an RRC connection and therefore respond to the type of PDN connection (CP or UP) added.

	ZTE
	We suggest Option 4: In NB-IoT, PDCP is always transparent before AS security is activated for SRB1. This principle can be applicable for both CP mode and UP mode. 

By this way, the PDCP procedure for CP mode and UP mode could be uniform. For CP mode, there is always no AS security and PDCP will be always transparent. For UP mode, unnecessary overhead (i.e. invalid MAC-I padded with all 0) for SRB1 PDCP PDU can be avoided before AS security is activated, and after AS security is activated PDCP should include valid MAC-I for SRB1 PDCP PDU.

We observed some limitations for option 1, option 2 and option 3.

For option 1, 2 and 3, in case RRC message is triggered for MO-signaling, i.e. attach, it seems unclear how these options works. And additionally, option 2 has at least one bit overhead in msg3. For option 3, our understanding is that this mechanism is similar with option 2 to indicate CP mode and UP mode with new LCID in MAC UL-SCH for CCCH, which can use the reserved values.

	Samsung
	Option 4 (relying on 1 bit indicator in PDCP header)

If we use PDCP as proposed in the issue 1, the issue 2 does not exist. ENB PDCP knows that there is no MAC-I from PDCP header and nothing else is needed

	LG
	Option 3. We think the most cleanest way is to define a new type of SRB, i.e. SRB3, and allocate a new LCID for the SRB3. The new LCID value should be fixed to SRB3, like SRB1 (LCID=1) and SRB2 (LCID=2).

	Nokia
	The possible problem seems not to be very clear. When does the problem occur? Only when both CP and UP solutions are configured simultaneously for the UE or in any case? Is the problem related to MSG3 i.e. whether to configure the PDCP for the UE or is the problem related to UL i.e. how eNB decodes the UL data? Does the problem occur only in connection establishment phase or always in the RRC CONNECTED?

	NEC
	We also would like to clarify the point at first. We are wondering if the point is until when the PDCP is no needed or from when it is needed (in UP solution)? 

If the PDCP is not needed until the AS security activation, then the Option 4 from ZTE could probably work. Otherwise, it should be clarified at/from which step the PDCP is needed e.g. in RRC connection setup procedure.

	Mediatek
	We think that at least for the case when no solution has been selected yet (at attach), it need to be clear the PDCP usage (legacy PDCP, no/TM PDCP). 
We think that the addition of another SRB, i.e. the SRB3 which would always be non-secured and with no/TM PDCP, is a modeling way of explaining that whether legacy PDCP is used or not is indicated in the MAC layer, by LCID. However, any UP indications, in MAC or in PDCP, seems complementary to rules for when legacy PDCP or no/TM PDCP is used, which is needed anyway.
Our opinion is that just having the rules for when legacy PDCP, no/TM PDCP is used is sufficient, and additional UP indications has no benefit in this release, but could possibly be useful for future flexibility, although this is not clear for the moment.
When security has been activated all DCCH SRBs that are used should apply security. Security activation does not happen for the CP solution at all in this release, but happens for the UP solution. We support to apply this rule.
Thus, we support the ZTE proposal above, thinking this is the simplest way forward.

	Intel
	We support using PDCP TM until AS security is activated and prefer option 3 of using a new LC ID to differentiate the two cases considering current and future flexibility. 
Therefore a UE will not send information in an SRB1 with PDCP TM and in another SRB3 with PDCP at the same time. The usage of a new LCID adds more flexibility e.g. a UE, supporting both CP and UP solution and getting connected from idle mode (not suspended), could start using PCDP TM after msg.4 when accessing the network for CP solution. In addition, it would be helpful to enable other scenarios not target in this release e.g. the switching while connected between UP to CP optimization. 

	Ericsson
	This question is relevant for both NB-IoT and other LTE and we believe an aligned approach would be beneficial from both UE and NW perspectives. The proposals by ZTE (4a) and Samsung (4b) would require a significant change in LTE. Furthermore, to our current understanding an indication in Msg3 is anyway also needed, e.g., for congestion control purposes. With the indication in Msg3 the additional complexity and specification work for options 4a, 4b or SRB3 definition (as suggested by LG) does not seem needed. 

Different LCID for CCCH could perhaps be an alternative to explicit indication in RRCConnectionRequest.

However, we believe that in case there is space the well studied option 2 would be the simplest and best understood solution for Rel-13 and have equal applicability to NB-IoT and non-NB-IoT.

	Qualcomm
	Defining a specific LCID for transparent mode PDCP would be the right way (and cleaner) but there are no spare values in the Rel 8 LCID range (0 … 10). The LCID range needs to be extended by 1 to be compatible with legacy system (i.e. define LCID = 11 means transparent mode PDCP).

	CATT
	We think Option 4 from ZTE can work and support this proposal. We wonder how other options could work if simultaneous CP solution, UP solution with non NB-IOT, does SRB1 need reconfiguration at the time of security activation?   

	Vodafone
	I thought that we discuss here only Msg 3 which is RRC Connection Request. To me, the discussion is not applicable to the resume procedure as for resume procedure PDCP will always be used (not sure, I understand ZTE comment to 100%). For CP solution my feeling is that it is better to use LCID to differentiate between PDCP and PDCP TM. 


Issue 3 for discussion: Is NAS recovery needed when UE enters RRC_IDLE following RLF for CP solution? If NAS recovery is needed, which release cause should be used to inform NAS layer?
	COMPANY
	COMMENT

	Huawei
	NAS recovery is needed and the existing cause value 'RRC Connection failure' can be reused to trigger NAS recovery. The existing NAS recovery procedure is beneficial to recover UE from RLF, and this procedure is not necessary to be combined with AS security activation.

	ZTE
	We think NAS recovery can be supported by existing mechanism and existing release cause “RRC connection failure” can be used to inform NAS layer.

	Samsung
	Agree with Huawei and ZTE that the existing can be reused.

	LG
	Agree that existing mechanism can be reused.

	Nokia
	Agree that existing mechanism is sufficient and can be reused.

	NEC
	Agree with others above. NAS recovery is needed and existing mechanism can be reused.

	Mediatek
	We think the cause “RRC connection failure” casue value should anyway be used. We see no reason to not use the legacy NAS behavior of NAS recovery, but if such changes are needed, CT1 is a better place for such discussion.

	Intel
	Agree with Mediatek that RRC can provide failure indication to NAS.  CT1 should then be the one indicating whether NAS recovery is needed or not.

	Qualcomm
	Agree with Huawei, existing NAS procedure sufficient. NAS spec already have handling for lower layer failure. In any case, CT1 is best placed to consider if any enhancements necessary for data over NAS.

	CATT
	We think NAS recovery is required and agree that existing mechanism should be reused.

	Qualcomm
	Agree with Huawei, existing NAS procedure sufficient. NAS spec already have handling for lower layer failure. In any case, CT1 is best placed to consider if any enhancements necessary for data over NAS.


4 Outcome Summary

Issue 1 for discussion: How to model the removal of PDCP functionalities for CP solution?

Summary: Three companies prefer Option 1, seven companies prefer Option 2 and one company prefer Option 3. Four companies think both option 1 and 2 would work. Since more companies prefer Option 2, we propose that Option 2 can be used for NB-IoT.
Proposal 1: Introduce PDCP TM as the model of removing PDCP functionalities for CP solution.
Issue 2 for discussion: How the eNB knows PDCP functionalities are not needed?

Summary: One company prefers Option 2 and thinks there should be an aligned approach for NB-IoT and non-NB-IoT. Five companies prefer Option 3. Four companies propose PDCP is always transparent before AS security is activated for SRB1. One company proposes that 1 bit indicator in PDCP header to indicate whether PDCP functionalities are not needed. Since this issue is also related to the cases that a UE has both CP and UP capability and no PDN connection is established etc., more discussion is needed.
Issue 3 for discussion: Is NAS recovery needed when UE enters RRC_IDLE following RLF for CP solution? If NAS recovery is needed, which release cause should be used to inform NAS layer?
Summary: Common understanding is that the existing release cause value 'RRC Connection failure' can be used to inform NAS layer when UE enters RRC_IDLE following RLF for CP solution. The majority of companies think NAS layer recovery is needed as legacy mechanism, where three companies think that it is should be discussed in CT if NAS layer needs change. One company think that it is should be decided in CT1 whether NAS layer recovery is needed or not.
Proposal 2: The existing NAS recovery is needed and the existing release cause value 'RRC Connection failure' can be used to inform NAS layer when UE enters RRC_IDLE following RLF for CP solution.

5 Proposals Summary
Proposal 1: Introduce PDCP TM as the model of removing PDCP functionalities for CP solution.

Proposal 2: The existing NAS recovery is needed and the existing release cause value 'RRC Connection failure' can be used to inform NAS layer when UE enters RRC_IDLE following RLF for CP solution.
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