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1 Background
One of the study areas, as captured in the skeleton TR 25.704 for the "small data" study item, is "support of massive number of devices" [1]. In this contribution this topic is discussed more. 
Due to the low activity level of devices with small-data applications, it is possible to support a large number of devices in the network based on the average load. With a large number of (low-activity) devices in the network, there is a danger that they might try to access the network all at the same time. This may for example be triggered by some external events, inadvertent scheduling in the devices, or the restarting of some network nodes. Therefore the need for access control enhancements is discussed further in this contribution. 
2 Access Control enhancements

The network resources allocated to the devices are usually dimensioned in relation to their average activity level. Thus simultaneous instant accesses will create severe congestion in the network and large disturbances to other traffic. In this contribution it is assumed that "small data" devices may stay in Idle mode and/or CELL_PCH/URA_PCH state for considerable amount of time.

In Idle mode Access Class Barring (ACB) and Extended ACB (EAB) are available [2]. ACB provides 10 different Access Classes that can be used to rotate the UE's that are allowed to access the network. In Rel-11, a delay-tolerant Access Class was introduced with the EAB feature. This enables access of "delay-tolerant" devices to be controlled separately from regular traffic. Furthermore a new establishment cause value "Delay Tolerant Access" together with an Extended Wait Time was introduced, which enables the network to identify connection setup requests from delay tolerant devices, and apply a longer wait timer up to 30 minutes for such devices.  With Domain Specific Access Control (DSAC) the network can block CS or PS connection setup separately in Idle mode and CELL_DCH [2]. And with Paging Permission with Access Control (PPAC) a blocked UE can be allowed to respond to paging messages (receive emergency call back) or to perform location updating or routing area updating [2]. 
In CELL_PCH and CELL_FACH access control enhancements, based on Access Groups, where introduced in REL-12, which allow differentiated control of DTCH transmissions [2]. 

In URA_PCH none of the access control, as mentioned above, are available. A request for data transmission is made using the Cell Update procedure. This request can be delayed by up to 15s by including the Wait time IE in the Cell Update Confirm message, and the UE will retry after 15s. This is not an effective method for handling simultaneous access from small applications since the Cell Update procedure may constitute the majority of the traffic and it cannot be prevented.
Based on the analysis above, there is a lack of access control when there is a large number of "small data" devices in URA_PCH, that would attempt a synchronized access. Therefore it is proposed to study further enhancements for access control in URA_PCH: 

Proposal 1: Improve access control mechanisms in URA_PCH.
The actual enhancements for access control require further study, but also depend on other possible enhancements in URA_PCH. In the context of signalling optimizations for "small data" devices the possibility of "seamless transition to CELL_FACH" from URA_PCH is discussed [3]. In case such signalling optimization is introduced, it is proposed to evaluate access control enhancements such as Access Groups based access also for URA_PCH. 

But also without "seamless transition to CELL_FACH" from URA_PCH it may be necessary to evaluate access control enhancements to prevent synchronized Cell Updates. Similar enhancements could be considered for CELL_PCH when the UE does not support "seamless transition to CELL_FACH". Such access control enhancements could be realized by re-using some of the existing IEs in SIB21 (EAB) or SIB24 (Access Groups based access control). Furthermore current access control features (e.g. Access Group access control) are typically dynamically enabled for a "short" period during congestion periods, during which the access control parameters are continuously updated. However for "small data" devices which are very delay tolerant, it may be desirable to block access for a considerable amount of time (not necessary during congestion periods). Thus efficient access control mechanism for "small data" devices should be considered. The mechanism should not change access control that often and allow for reduced system information reading for "small data" devices. 

3 Summary

RAN2 is kindly asked to study access control enhancement to support an increased number of "small data" devices: 

Proposal 1: Improve access control mechanisms in URA_PCH.
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