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1 Introduction

In Rel-10, a mechanism was introduced to protect the Core Network (CN) from being overloaded due to "delay tolerant access" devices. It allows the RNC to release RRC Connections of "delay tolerant access" devices with a long wait time in case CN is overloaded.
Now the RNC can identify delay tolerant device through the "delay tolerant access" in Establishment Cause reported via RRC Connection Request or Cell Update or Initial Direct Transfer message. However, the RNC cannot identify the delay tolerant device during the SRNS relocation scenario ([1]).
In this paper, we analyse the relocation scenario and give the corresponding solution.
2 Discussion
2.1 CN overload control of current mechanism
When overload is detected, the CN will indicate to the RNC to reduce the traffic marked by the Priority Class Indicator. If the traffic of delay tolerant is indicated, the RNC can reject the access or release the RRC connection of delay tolerant device with long wait time, which is defined below:
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Extended Wait time
	MP
	
	Integer(1..

1800)
	Value  in seconds 


The Extended wait time defines the wait time for Delay Tolerant access request, which will be passed to the UE upper layers. During the running of extended wait time, the upper layer will not trigger the related traffic.
2.2 Relocation scenario by considering delay tolerant device
In RAN1#78bis, the scenarios for small data transmission were discussed and typical examples of traffic characteristics are captured in the following table [2]:
	Traffic parameter
	Value

	application packet size
	100 bytes (UL); 100 bytes (DL)

	latency1
	5s to 30min; 1hour for no mobility (static, pedestrian)

	frequency
	every minute and up to monthly


1 latency is the duration from when the packet arrives at the buffer until it is completely transmitted (delay tolerance of the application)

The model includes the UEs moving at pedestrian/vehicular speeds and with transmission latency from 5s to 30min. In this case, it is possible that lots of delay tolerance device could perform SRNS relocation during data transmission.
From our point of view, the CN may detect overloading and send the Overload message to the target RNC, so the target RNC can reduce traffic from the delay tolerant device during SRNS relocation.
Currently the target RNC has no idea on the type of delay tolerant device so that all of them are seen as normal smart phones, and thus there is no way to control such devices, e.g. try to release the RRC connection of the devices. One solution is that the source RNC can indicate delay tolerant device to the target RNC, e.g. through SRNS RELOCATION INFO message.
Proposal 1: It is proposed to transfer the type of the delay tolerant device from the source RNC to the target RNC during the SRNS relocation procedure.
3 Conclusion
In this paper, we analyse the CN overload control mechanism through reducing the traffic of delay tolerant device. In order to solve the problem, it is proposed that:
Proposal 1: It is proposed to transfer the type of the delay tolerant device from the source RNC to the target RNC during the SRNS relocation procedure.
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