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Discussion and Decision
1. Introduction
In order to maintain the connection with the SeNB, UE configuration related to SeNB need to be done by RRC messages as well because we have agreed to use container over X2 for these RRC message. In this contribution, we discuss how to handle them over Uu.
2. Discussion 
We have agreed:
	The RRC messages are transmitted from MeNB. The transmission of RRC messages via SeNB is not supported.


The SeNB related UE configuration would be done as shown in the figure1 in general:
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We have agreed following regarding the UE configuration over X2 
	The MeNB and the SeNB exchange information about UE configuration by means of RRC containers (inter-node messages) carried in X2 messages.

The MeNB does not change the content of the RRC configuration provided by the SeNB.


But how to incorporate the SeNB related UE configuration into the RRC messages over Uu has not discussed, this will be discussed below.
2.1 Separate or mix with MeNB related UE configuration

Taking the counter check message as an example, we show the two different options:
Option1: Separate the configuration from MeNB and SeNB

CounterCheck ::=


SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE {




counterCheck-r8





CounterCheck-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture


SEQUENCE {}


}

}

CounterCheck-r8-IEs ::=
SEQUENCE {


drb-CountMSB-InfoList



DRB-CountMSB-InfoList,


nonCriticalExtension



CounterCheck-v8a0-IEs



OPTIONAL
-- Need OP

}

CounterCheck-v8a0-IEs ::= SEQUENCE {


lateNonCriticalExtension


OCTET STRING





OPTIONAL,
-- Need OP


nonCriticalExtension



CounterCheck-v1220-IEs






OPTIONAL
-- Need OP

}

DRB-CountMSB-InfoList ::=

SEQUENCE (SIZE (1..maxDRB)) OF DRB-CountMSB-Info

DRB-CountMSB-Info ::=
SEQUENCE {


drb-Identity




DRB-Identity,


countMSB-Uplink




INTEGER(0..33554431),


countMSB-Downlink



INTEGER(0..33554431)

}
CounterCheck-v1220-IEs::= SEQUENCE {


counterCheckSCGBearers-r12


CounterCheck-r8-IEs
    nonCriticalExtension



SEQUENCE {}






OPTIONAL
-- Need OP

}

-- ASN1STOP

With separate UE configuration concept, the SeNB related counter checking will be contained in a newly defined and separate field/ message. The legacy fields are used by MeNB. In this example, the same bearer ID could be used by two eNBs. UE knows the counter checking is related to SCG or MCG based on if it is in the new defined counter check container or legacy counter check field. Other options are discussed in section 2.2.
Option2: Mix the configuration from MeNB and SeNB

CounterCheck ::=


SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE {




counterCheck-r8





CounterCheck-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture


SEQUENCE {}


}

}

CounterCheck-r8-IEs ::=
SEQUENCE {


drb-CountMSB-InfoList



DRB-CountMSB-InfoList,


nonCriticalExtension



CounterCheck-v8a0-IEs



OPTIONAL
-- Need OP

}

CounterCheck-v8a0-IEs ::= SEQUENCE {


lateNonCriticalExtension


OCTET STRING





OPTIONAL,
-- Need OP


nonCriticalExtension



SEQUENCE {}






OPTIONAL
-- Need OP

}

DRB-CountMSB-InfoList ::=

SEQUENCE (SIZE (1..maxDRB)) OF DRB-CountMSB-Info

DRB-CountMSB-Info ::=
SEQUENCE {


drb-Identity




DRB-Identity,


countMSB-Uplink




INTEGER(0..33554431),


countMSB-Downlink



INTEGER(0..33554431)

}

-- ASN1STOP

With mix UE configuration concept, the counter checking for SeNB related bearers and MeNB bearers are mixed together, different bearer ID must be used to distinguish the bearers from SeNB and the bearers from MeNB, hence the bearer ID shall be coordinated, and the mapping between bearer ID and serving cell group also needs to be indicated to UE clearly.
We feel the option1 is simple with respect to the flexibility related to identifiers and ASN.1 structure:
Proposal 1: Option 1, whereby SeNB and MeNB related UE configurations are separated, is preferred. 
Proposal 2: MeNB and SeNB have independent identifier space (e.g. DRB identity, cell index…) 
Proposal 3: These extensions for SeNB configuration can be imported directly from the X2 container. 

Correspondingly for the response message, the information should also be separated to distinguish the feedback if it is for MeNB or SeNB: 

-- ASN1START

CounterCheckResponse ::=


SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



counterCheckResponse-r8



CounterCheckResponse-r8-IEs,



criticalExtensionsFuture


SEQUENCE {}


}

}

CounterCheckResponse-r8-IEs ::=
SEQUENCE {


drb-CountInfoList




DRB-CountInfoList,


nonCriticalExtension



CounterCheckResponse-v8a0-IEs

OPTIONAL
-- Need OP

}

CounterCheckResponse-v8a0-IEs ::= SEQUENCE {


lateNonCriticalExtension


OCTET STRING





OPTIONAL,
-- Need OP


nonCriticalExtension



CounterCheckResponse-v1220




OPTIONAL
-- Need OP

}

DRB-CountInfoList ::=


SEQUENCE (SIZE (0..maxDRB)) OF DRB-CountInfo

DRB-CountInfo ::=
SEQUENCE {


drb-Identity




DRB-Identity,


count-Uplink




INTEGER(0..4294967295),

count-Downlink




INTEGER(0..4294967295)

}

CounterCheckResponse-v1220::= SEQUENCE {


counterCheckResponseMCGBearers-r10

CounterCheckResponse-r8-IEs
    nonCriticalExtension



SEQUENCE {}



OPTIONAL
-- Need OP

}

-- ASN1STOP
Proposal 4: MeNB and SeNB related IEs shall be separated in the corresponding response message.
2.2 Ways to separate the MeNB and SeNB related UE configuration
Option 1-1: define a new message type

-- ASN1START

DL-DCCH-Message ::= SEQUENCE {


message




DL-DCCH-MessageType

}

DL-DCCH-MessageType ::= CHOICE {


c1





CHOICE {



csfbParametersResponseCDMA2000


CSFBParametersResponseCDMA2000,



dlInformationTransfer




DLInformationTransfer,



handoverFromEUTRAPreparationRequest

HandoverFromEUTRAPreparationRequest,



mobilityFromEUTRACommand



MobilityFromEUTRACommand,



rrcConnectionReconfiguration


RRCConnectionReconfiguration,



rrcConnectionRelease




RRCConnectionRelease,



securityModeCommand





SecurityModeCommand,



ueCapabilityEnquiry





UECapabilityEnquiry,



counterCheck






CounterCheck,



ueInformationRequest-r9




UEInformationRequest-r9,



loggedMeasurementConfiguration-r10

LoggedMeasurementConfiguration-r10,



rnReconfiguration-r10




RNReconfiguration-r10,



counterCheckSeconday-r12



CounterCheckSeconday-r12,


spare3 NULL, spare2 NULL, spare1 NULL


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP
Option 1-2: use the critical extension:

Cited from the 36.331 A.4:

	The non-critical extension mechanism is the primary mechanism for introducing protocol extensions i.e. the critical extension mechanism is used merely when there is a need to introduce a 'clean' message version. Such a need appears when the last message version includes a large number of non-critical extensions, which results in issues like readability, overhead associated with the extension markers. The critical extension mechanism may also be considered when it is complicated to accommodate the extensions by means of non-critical extension mechanisms.


CounterCheck ::=


SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE {




counterCheck-r8





CounterCheck-r8-IEs,




counterCheck-r12                    CounterCheck-v1220-IEs, 
            spare2 NULL, spare1 NULL



},



criticalExtensionsFuture


SEQUENCE {}


}

}

CounterCheck-r8-IEs ::=
SEQUENCE {


drb-CountMSB-InfoList



DRB-CountMSB-InfoList,

nonCriticalExtension



CounterCheck-v8a0-IEs



OPTIONAL
-- Need OP

}

CounterCheck-v8a0-IEs ::= SEQUENCE {


lateNonCriticalExtension


OCTET STRING





OPTIONAL,
-- Need OP


nonCriticalExtension



SEQUENCE {}






OPTIONAL
-- Need OP

}

DRB-CountMSB-InfoList ::=

SEQUENCE (SIZE (1..maxDRB)) OF DRB-CountMSB-Info

DRB-CountMSB-Info ::=
SEQUENCE {


drb-Identity




DRB-Identity,


countMSB-Uplink




INTEGER(0..33554431),


countMSB-Downlink



INTEGER(0..33554431)

}
CounterCheck-v1220-IEs::= SEQUENCE {


counterCheckMCGBearers-r10


CounterCheck-r8-IEs

    nonCriticalExtension



SEQUENCE {}






OPTIONAL
-- Need OP

}

-- ASN1STOP

Option 1-3: use non-critical extension, as shown in section 2.1.

Normally, SeNB and MeNB may not initiate the same procedure at the same time, e.g.  counter checking for SeNB bearer and MeNB bearer will not happened at the same time, hence, RRC message will contain either SeNB or MeNB related information. It is a kind of “clean” message, so first two sub-options (new message or critical extension) seem suitable. 
If for example both MeNB/ SeNB would like to reconfigure UE, two RRC PDU will be built. Having a ‘clean’ message for SeNB provides a choice to re-structure the messages which includes a large number of non-critical extensions.
By using non-critical extension, there are mandatory IEs for some messages, (e.g. drb-CountMSB-InfoList) before the non-critical extension hook and it won’t work in case if only SeNB related information exchange is needed. 

Proposal 5: Discuss to use critical extension or new message type for SeNB related UE configuration.
3. Conclusion

We propose RAN2 to discuss and agree on following proposals

Proposal 1: Option 1, whereby SeNB and MeNB related UE configurations are separate, is preferred. 
Proposal 2: MeNB and SeNB have independent identifier space (e.g. DRB identity, cell index…) 

Proposal 3: These extensions for SeNB configuration can be imported directly from the X2 container. 

Proposal 4: MeNB and SeNB related IEs shall be separated in the corresponding response message
Proposal 5: Discuss to use critical extension or new message type for SeNB related UE configuration.
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