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1   Introduction
Objectives 3 and 7 of the D2D SID [1] mention:

“3)
Identify and evaluate options, solutions and enhancements to the LTE RAN protocols within network coverage [RAN2 primary, RAN3 secondary]:

a)
to enable proximal device discovery among devices under continuous network management and control, 

b)
to enable direct communication connection establishment between devices under continuous network management and control,  

c)
to allow service continuity to/from the macro network
…

 7)
For the purposes of addressing public safety requirements, identify and study the additional enhancements and control mechanisms required to realize discovery and communication outside network coverage [RAN1, RAN2]”
Moreover in [2] RAN Plenary provided prioritization and guidelines for further work on Public Safety in RAN WGs. According to that prioritization direct 1:many E-UTRA communication shall be possible for both out of coverage and in-coverage scenarios. In this contribution we give our view on the need of network control for D2D Communications for both dedicated and shared spectrum use cases.
2   Network control for D2D communications
Although scenarios with Public Safety dedicated spectrum and spectrum shared between commercial (D2D and Network-UE) and Public Safety services may differ in the level of control the network needs to provide, the rationale for network control is similar in both cases, i.e. network control is needed to provide the following benefits:
1. Authentication and authorization
This aspect will, most likely, be mainly handled by the Core Network, but RAN2 agreed to consider whether some additional mechanisms are needed at RAN level. Existing network authentication features should be reused as much as possible for in-coverage scenarios, while for out-of-coverage scenarios new authentications techniques would be need (e.g. peer-based authentication) to ensure that only authorised devices have access to the service and to avoid that roaming devices belonging to other networks or other regions are not allowed to trigger or participate to such D2D communication even if they support the necessary system capabilities and spectrum bands.  
Proposal 1: RAN2 should clarify whether any RAN2 work is needed to authorise D2D communications inside and outside the network coverage.
2. Efficient usage of resources
This item is mentioned in [2] in the following way: 

“There is an expectation that when a UE is served by the E-UTRA network, the network will perform radio resource allocation for Proximity Services Communication whether the Proximity Services Communication is using the same carrier or a different carrier from that used by the cellular E-UTRA network the UE is attached to. Dissemination of radio resource allocations and updates needs to be performed with a period of the order of seconds to meet the performance expectations of public safety users given typical rates of arrival by users at an incident.”
We think that the order of seconds as proposed above shall be treated as the minimal requirement. More dynamic updates of resource allocation may be needed not only in response to the arrival of new Public Safety service users at an incident scene or in the network in general, but also to address interference and QoS management as described below. Moreover, in shared spectrum scenarios, it is required to also consider commercial services users and in this case the radio environment conditions and resources allocation needs may change very dynamically. In case some spectrum is dedicated to Public Safety usage, it is still important to manage interference and QOS between Public safety D2D operation and Public Safety communication that are using the network infrastructure (normal LTE operation). In such cases RAN2 should consider tighter and more dynamic network control to ensure optimal resources utilization.
3. Interference management
In order to minimize interference between commercial UEs (D2D and non-D2D) and Public Safety UEs (shared spectrum) and between Public Safety UEs themselves whether they are using D2D direct communication and/or normal communication via the network (both shared and dedicated spectrum), resource allocation will need to be combined with mechanisms such as dynamic power control. 
4. QoS management and enforcement
One of the roles of the network is to properly prioritize the most important communications. It is natural that Public Safety communications should be assigned highest priority when coexisting with commercial services on the same carrier. However QoS management may also be required to prioritize between various Public Safety transmissions e.g. to assign higher priority to multicast transmissions or transmissions from the group leader.
We think that for the reasons enumerated above it is required to provide Control Plane functionality for D2D Communications. Moreover it is required to design the Control Plane in order to make the solution future-proof considering the potential utilization of D2D Communications in commercial LTE networks in the future.
Proposal 1: RAN2 should define C-Plane for D2D Communications in order to allow proper network control over resources, interference and QoS.
All the functions mentioned above are successfully performed today by the network for regular cellular communications. In fact we believe that for in-coverage scenarios, communications utilizing network infrastructure is the most reliable approach. On the other hand, as stressed by some companies, the situation of UEs involved in public safety communications may change dynamically during the course of an incident. For example, a UE may be under the coverage of the network at one moment and in another moment it may go out of coverage (e.g. fireman entering the basement). Therefore a mechanism to dynamically switch between infrastructure and D2D mode is definitely required to allow service continuity and optimised QOS.

Proposal 2: RAN2 should define a mechanism to dynamically enable switching between infrastructure based and D2D communications to always ensure the best service quality.
It should be however noted that the same aspects of interference management, QoS and efficient resources usage need to be addressed irrespective of whether infrastructure based or D2D communications is currently used. Hence, we believe that there should always be a central entity responsible for performing these tasks. This role should be assumed by the eNB or, in cases where the eNB cannot take this role or is not the best option at a given time, another single node (e.g. one of the UEs) should assume the role. Alternatively CSMA-like scheme could be used, but we see many drawbacks of that approach:

· Contention-based approaches tend to result in low MAC efficiency in high load scenarios, which may be associated with critical moments in the course of a public safety incident.

· Contention-based approaches need reliable and deterministic behaviour of all the nodes in the network to ensure performance and network robustness, and hence imply higher risk of instability.

· Contention-based approaches put greater burden on every node to sense and interpret their own environment (e.g. interference sensing), which may result in an increased global cost to implement the public safety communication feature. 
Of course centralised approach is not flawless:

· This approach implies some overhead: the UE needs to ask for permission to the Central Entity in order to broadcast data and the Central Entity transmits the broadcast grant.

· The reliability of the D2D communications depends on the reliability of a single entity. If it disappears or gets unavailable, some mechanism should be designed to rapidly choose another Central Entity.
Nevertheless we believe that the gains achievable with the centralised control over resources allocation, interference and QoS management will significantly outweigh the drawbacks of this approach. The next section elaborates more on the Central Entity aspect.

3   Controlling entity for D2D Communications
For in-coverage scenario, the eNB is a natural choice when it comes to decide which entity should control the aspects we mentioned in the previous section. On the other hand, one may argue that there are situations in which network control might not be possible, out-of-coverage or partial coverage scenarios being good examples of that. In such situations in order to be continuously able to provide the best service quality for Public Safety as well as minimize interference with other spectrum users (either another Public Safety group or traditional cellular communications) such a role should be assumed by a Central Entity as proposed in e.g. [3]. This node would then take over the eNB’s responsibility for dynamically managing interference, allocating/scheduling resources, etc. In the partial coverage case, it may be preferable that this role is assumed by a UE that has a strong communications link with eNB, so that some interaction with the network is still possible (e.g. request more resources allocation, notify about external interference, resources being used by neighboring eNBs, etc.). For example, the network may allocate resources to the Central Entity on a semi-static basis, which then dynamically schedules those resources for D2D communications by UEs under its control. For out-of-coverage scenarios, another criteria may be used (e.g. UE capabilities, the number of UEs being under the coverage of the Central Entity candidate, etc.) and we should discuss and define these criteria.
 Proposal 3: Control over resource allocation, interference and QoS should be possible for in-coverage, partial coverage and out-of-coverage D2D communication scenarios. Whenever possible the eNB should take this responsibility. 
Proposal 4: For out of coverage and partial coverage scenarios RAN2 should discuss and define the criteria to design and choose the Central Entity in charge of these tasks in the way, which ensures the best service quality and network performance.
It was agreed during last RAN2 meeting that one of the important criteria for choosing the resource allocation scheme is the complexity. Some companies argued that dynamic resource allocation by the Central Entity may be complex compared to other decentralised schemes such as CSMA. We do not agree with this approach for several reasons:

1. CSMA is a totally new concept in LTE systems, whereas central scheduling is something that is already available and implemented.

2. There are various existing low-cost wireless networking technologies that implement a similar approach in which a central coordinator peer device allocates D2D communication resources to other peer devices, such as IEEE 802.15 WPAN (resources in Contention Free Periods allocated by the coordinator) and IEEE 802.11ad 60 GHz WLAN (Service Period resources allocated by the PBSS (Personal Basic Service Set) Control Point).
3. Implementing a centralised scheme will allow us to have a common solution for in coverage, partial coverage and out of coverage scenarios assuming that an eNB is treated as the Central Entity for in-coverage scenario.
4   Summary
In this paper we gave our view on the need of the continuous control over the resource allocation, interference and QoS for D2D Communications. For the sake of efficient resource usage and to ensure satisfactory QoS, D2D direct communication should be tightly monitored and controlled by the network whenever it is possible. For other situations a Central Entity should be designed, which may take over these tasks when necessary. 
RAN2 is kindly requested to discuss and agree on the below proposals:

Proposal 1: RAN2 should define C-Plane for D2D Communications in order to allow proper network control over resources, interference and QoS.

Proposal 2: RAN2 should define a mechanism to dynamically enable switching between infrastructure based and D2D communications to always ensure the best service quality.

Proposal 3: Control over resource allocation, interference and QoS should be possible for in-coverage, partial coverage and out-of-coverage D2D communication scenarios. Whenever possible the eNB should take this responsibility. 

Proposal 4: For out of coverage and partial coverage scenarios RAN2 should discuss and define the criteria to design and choose the Central Entity in charge of these tasks in the way, which ensures the best service quality and network performance.
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