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1. Introduction
RAN2 has agreed on three solutions for Access Network Selection and Traffic Steering which have been captured in TR 37.834 [1]. In solution 1 the network provides assistance information to the UE in the form of load indication and other parameters and the UE makes the final decision based on this information and policies, which may be configured via ANDSF.

This contribution addresses solution 1 usage in case the operator chooses not to deploy ANDSF or if the UE does not support ANDSF. In this contribution we address these concerns by showing a number of options to deploy solution 1 without ANDSF. 
2. Access Network Selection and Traffic Steering
ANDSF as defined in TS 24.312 [6] allows the operators to define along with access network discovery information, comprehensive  policies that govern UE access network selection and traffic steering. These  policies may depend on location (“<X>/Policy/<X>/ValidityArea”), time (“<X>/Policy/<X>/TimeOfDay”) and other parameters allowing the operators a lot of flexibility in defining comprehensive policies governing UE access network selection and traffic steering decisions.
Some networks or UEs might not support ANDSF. Several alternatives to the use of ANDSF in Solution 1 are discussed below. These alternatives don’t require the implementation of an ANDSF client in the UE and don’t require the deployment of ANDSF servers and the supporting mechanism in the network.
2.1 Pre-provisioning
In this alternative, Solution 1 relies on pre-provisioning of the UE with both the operator policies and the WLAN identifications. Many operators that deploy WLAN networks ship their own connection manager with the UE. This connection manager is typically pre-provisioned with access network selection/traffic steering policies, information about WLAN networks the UE may use and also implements other WLAN related functionality important for the operator. Such connection manager enhanced with RAN assistance information may allow the UE to efficiently steer traffic to the available network out of the networks deployed by the operator and his roaming partners. Additionally, if required by the operator, it may also implement more comprehensive network selection policies. Typically these policies may be updated via software download or other configuration mechanisms. The format of pre-provisioned operator policies may be same as ANDSF MO defined in TS24.312.
2.2 OMA DM

In this alternative, Solution 1 relies on the use of the existing OMA DM MO to provide the UE with the list of WLAN identifiers. Open Mobile Alliance (OMA) Device Management (DM) is a widely deployed standard that allows operators to provision the UE, enable/disable certain features and also to configure, i.e. change parameters and settings of the device. OMA DM Connectivity Management Objects - WLAN Parameters specification [2] defines a WLAN bearer specific parameters in order to have a complete standardized Network Access Point definition for WLAN connectivity settings in the OMA DM management tree.
The WLAN Management Object (MO) defined by OMA DM for WLAN configuration allows the operator to configure a list of WLAN networks identified by SSIDs the UE may use, along with authentication and other parameters, as illustrated by Figure 1 below:


Figure 1: WLAN Management Objet

The WLAN OMA DM MO above allows the operators to provide the UE with the operator WLAN identifications in a standardized manner. The UE uses RAN assistance information to select/steer traffic to the best network out of these signalled by the operator via OMA-DM. With this approach the operator controls via OMA-DM which WLAN networks the UE may use and steers traffic to/from WLAN using RAN signalling.. 
2.3 Hotspot 2.0

Hotspot 2.0 (also known as HS2.0 [3] and Wi-Fi Certified Passpoint [4]) allows the UE to automatically join a Wi-Fi subscriber service whenever the user enters a Hotspot 2.0 area.
Hotspot 2.0 mandates, among other things, that WLAN AP and UE implement the following ANQP [5] elements:

1. 3GPP Cellular Network information (PLMN ID list)
2. NAI Realm list (Realm list)
3. Domain Name list using FQDNs (Domain Name list)
The 3GPP Cellular Network element allows the UE to determine whether the current WLAN supports a specific PLMN ID or not, i.e. whether this network belongs to its Home Service Provider (SP) or a Service Provider (SP) it can use.
The Network Access Identifier (NAI) Home Realm element allows the UE to determine whether it has security credentials that allow it to access the current WLAN, i.e. whether this network belongs to a Service Provider (SP) it can use. The Domain Name list serves a similar purpose. 

Usage of PLMN IDs, NAI realms or domain names allows the operator to provision the UE with its domain; once this information is provisioned, there is no need to modify it when, for instance, the operator changes identifiers (SSIDs) of the network it operates or reaches a new roaming agreement with a new WLAN service provider. 
PLMN IDs NAI realms and domain names can be provisioned in the UE for instance using OMA DM. Additionally, the UE can use the domain name generated from the PLMN ID to identify its Home SP (e.g., “wlan.mnc<MNC>.mcc<MCC>.3gppnetwork.org”). The UE uses RAN assistance information to select/steer traffic to the best network out of these signalled by the operator via HS2.0.
HS2.0 allows the operator to control which WLAN networks the UE may use; once this information is available the operator may steers traffic to/from WLAN using RAN signalling.
2.4 Specification of a default Set of Rules
In this alternative, Solution 1 relies on the standardization of a simple default set of rules for access network selection and traffic steering. The WLAN identification information may be provided to the UE in a pre-provisioning manner, by using OMA DM WLAN MO or by other means and used in conjunction with default rules and RAN assistance information. Default rules may only be used when ANDSF MOs are not available.. 
3. Example implementation

In this section we show one possible implementation based on pre-provisioning and OMA-DM which is fully self-consistent and standards compliant.
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Figure 2: Example Implementation
1. The UE is pre-provisioned with the operator’s policies.

2. UE acquires list of WLAN network identifiers it can use

3. UE scans to discover which WLAN networks are available, measures RSSI and read load information.
4. UE acquires 3GPP assistance information from RAN (needs to be standardised)
5. UE acquires WLAN assistance information from WLAN
6. UE evaluates access network information and decides which network provides the best performance

7. UE steers traffic to the best available network
4. Conclusions and Proposal
In this contribution we demonstrate how solution 1 can be used by operators that do not deploy ANDSF to implement a complete and self-sufficient solution for WLAN access network selection and traffic steering. 
Proposal: it is proposed to capture the text in section 2 in the TR.
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