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1   Introduction
After RAN2#82 meeting, the e-mail discussion [4] was initiated to discuss whether the requirements captured in the TR are fulfilled by the three proposed solutions. However, a number of important scenarios and aspects are not captured as formal requirements in the TR. In this contribution, we compare solution 1 and solution 3 beyond the formal list of requirements in the TR. 
2   Discussion
2.1   System performance

With Solution 1, it is UE-centric solution. Each UE is a decision-maker (it can also be said no commander from the perspective of network). However, each UE only knows its own information and makes network selection decision based on such information only. From the perspective of a single UE, an offload decision may be wise but lead to poor network performance because the isolated UE cannot take into account the interaction between UEs’ decisions. For example, a train in which 200 UEs have ongoing service enters a train station where 2 APs are deployed and each AP has good performance only when number of served UEs is less than 20. If AP 1 has a little better signal strength than AP 2 and 60 UEs out of the 200 decide to use WLAN, 50 out of 60 UEs may select the AP 1 (since AP 1 has better signal strength) while the other 10 UEs select the AP 2. This scenario is possible because each UE does not know the other UEs’ selection decisions. Subsequently, a number of UEs connected to AP 1 will be steered to AP 2 or to 3GPP due to high load of AP 1. It is obvious that the overall network performance is not optimized.
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Figure 1 Example for solution 1 
According to the TR and comments during the email discussion 82bis#11, solution 1 may mitigate the impacts using some additional hysteresis or randomization mechanism. However, there is no precise example showing an effective mechanism for randomization, in order to assess how successful it is. In general, a randomization mechanism is expecting to slow down the rate at which UEs go to WLAN in reaction to some information.  For example, if the AP updates load information every 10s, assuming the randomization delay UEs for up to 60s and a load threshold of 100%, in the previous example, statistically 10 UEs will join AP1 although the maximum capacity is already reached. Limiting the excess of UEs joining an AP requires to adjust the load threshold and the random time to the worst case i.e. largest trains and worst AP implementation (how often load information is updated is not standardized, it is left to AP implementation). Of course, this also reduces the AP capacity. If the value of hysteresis or randomization is set by ANDSF server regardless of scenarios, this also brings some adverse impacts, e.g. the additional offload time delay is introduced because UE really performs the offload action only after hysteresis. 
With solution 3, the RAN can make decisions based on more complete information and take into account the impact of offload decision. The RAN can in real-time recognize the case of train entering station and dynamically adapt offload decisions, e.g. let at most 20 UEs steer traffic to AP 1, at most 20 UEs steer traffic to AP 2 and other UEs keep all traffic in 3GPP. This can be accurately controlled in one shot by the RAN. 
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Figure 2 Example for solution 3 

Observation 1: 
Because of uncoordinated UE offload decisions, solution 1 can lead to congestions in WLAN. There is no evidence that a randomization mechanism can protect the network while preserving offload efficiency. Such issue does not exist with solution 3.

Besides, with solution 3, the RAN can select UEs to offload with additional criteria, .e.g. RAN knows the UEs which contribute the most to load in the 3GPP network and can just steer these UEs to WLAN to ensure the best network performance.
In the example above, if 6 out of the 60 UEs have heavy traffic while the other 54 UEs have low traffic, for the same gain on the 3GPP network, the network can offload only 6 UEs with solution 3 while with solution 1, 60 UEs will be offloaded.
Observation 2: 
For the identical capacity gain on the 3GPP network, solution 1 is likely to offload many more UEs than solution 3 (this causes extra UE power consumption and RAN/CN signalling). 
2.2   Enhancement of Operator Control

Enhancement of operator control is a very important requirement, which is described in RAN SID document [2] as below:  Solutions that enable enhanced operator control for WLAN interworking, and enable WLAN to be included in the operator’s cellular Radio Resource Management. Unfortunately, this important requirement is not been reflected in the RAN2 TR [1]. Anyway, the “requirement” should be respected.
With solution 1, RAN always provides all the eight WLAN and RAN thresholds (s, x, r, y, s’, x', r’, y'). However RAN does not know whether or which of the provided thresholds are finally effective for certain UE, because it depends on whether and how ANDSF enables the corresponding policy for the UE, e.g. for UE 1, the WLAN is in priority and the ANDSF server sets the policy as below:

-
3GPP ( WLAN: If WLAN RSSI is greater than threshold r and WLAN BSS load is less than threshold y, move flow to WLAN

-
WLAN ( 3GPP: If RAN RSRP is greater than threshold s’ and RAN direct load is less than threshold x', and if WLAN RSSI is less than threshold r’ or WLAN BSS load is greater than threshold y', move flow to UMTS/LTE

For UE 2, the 3GPP is in priority and the ANDSF server sets the policy as below: 
-
3GPP ( WLAN: If RAN RSRP is less than threshold s and RAN direct load is greater than threshold x, and if WLAN RSSI is greater than threshold r and WLAN BSS load is less than threshold y, move flow to WLAN 

-
WLAN ( 3GPP: If RAN RSRP is greater than threshold s’ and RAN direct load is less than threshold x', move flow to UMTS/LTE

For UE 3, ANDSF server wants UE autonomously decide and therefore no threshold related policy is indicated.
From above example, the thresholds s and x have no effect on UE1 while the thresholds of r’ and y' have no effect on UE2 and no threshold has effect on UE 3. If RAN does not know the detailed ANDSF policy for certain UE, RAN does not know which thresholds are effective or not. In final, the effect may be not expected, e.g. for UE 1, RAN set a high threshold r and a low threshold y so that the condition of 3GPP->WLAN is difficult to be fulfilled for UE 1, which is conflicting with the original ANDSF policy. 
Observation 3: 
With solution 1, the RAN assistance information must be coordinated with ANDSF policies, i.e. know which parameters are used for each UE type and for what purpose.
With solution 3, we assume that UEs in IDLE mode always select 3GPP to initiate the initial access. Then operators have absolute control to network selection except user manual selection. RAN’s network selection arithmetic can be designed to be in line with operators’ will.  
Observation 4:
Solution 3 can better fulfil the requirement of enhancement of operator control.
2.3   Network operation and problem solving
With Solution 3, according to operators’ will and policy, RAN can design various network selection arithmetic based on various information to completely fulfil operators’ requirements. RAN can flexibly change its network selection arithmetic without UE change and standard impacts. For instance, after some issues are detected in the field, it is possible to adapt offloading decisions according to new aspects, e.g. UE mobility. Also, it is possible to select UEs for offloading according to LTE UE capability, including future capabilities.
Observation 5:
After 3GPP-WLAN radio interworking solution is implemented by UEs and deployed, there may be the need to improve the offloading strategy according to new parameters (e.g. UE mobility, existing or new UE capability). With solution 3, it is possible to do this including for all UEs in the field. With solution 1, it requires standardization work and it is only possible when UEs of later release are available.
2.4   Disclosure of network running status information
With solution 1, RAN load information is required to broadcast, which may be an essential factor to influence the offload decision of the UE. Load information is usually regarded as network inner running status information.
If it is available as public information, certain UEs might consider using this information for other purposes, e.g. roaming UEs might select a different operator (manual selection triggered by load information) when the current network is used. Such UE behaviour might not be the preference of the operator providing the load information and could also affect other operators not broadcasting load information. 

Besides, although LTE has been very careful about security, several operators still consider Denial of Service (DoS) attacks as a serious risk. Load information could make this kind of attach easier, e.g. attackers select the high-load RAN to initiate the DoS attack to enhance the chances of success and cause greater losses.
Observation 6:
Solution 1 discloses network running status information (e.g. load) which could be used unexpectedly by certain UE implementations (e.g. change operator when roaming) or by malicious individuals to make worse DoS attacks.
2.5   Testability
With solution 1, it is described that policies are obtained via multiple approaches, .e.g. via the ANDSF, or via existing OMA-DM mechanisms, or pre-configured. It seems the policy obtaining approach is left to UE implementation or depending on application layer. It is more difficult to prepare the test environment compared with solution 3 since it is related to RAN network and application layer.
Observation 7:
 In solution 1, policy distribution relies on non-3GPP specifications (or is implementation specific) and there is no conformance testing of these mechanisms by RAN5, GCF or PTCRB. Solution 3 relies on RRC signalling, which is easily testable by RAN5/GCF.
Besides, solution 1 relies on procedures and priority rules specified in 24.302 and 24.312. Such mechanisms were introduced in Rel-9 but there is so far no RAN5 test case specified for this feature. Indeed, these specifications do not include a precise enough algorithm saying exactly when the rules are processed and the exact processing algorithm and UE actions.

Observation 8: 

Solution 1 relies on priority rules which exist since Rel-9 but for which no test case was specified, Existing specifications may not be precise enough or may lack UE requirement to allow UE conformance testing.
Proposal:

Take the above comparison into account to select a solution.
3   Conclusion
In this contribution, we compare typically solution 1 and solution 3 from more dimensions except the requirement fulfilment. The following proposals are presented:
Observation 1: 
Because of uncoordinated UE offload decisions, solution 1 can lead to congestions in WLAN. There is no evidence that a randomization mechanism can protect the network while preserving offload efficiency Such issue does not exist with solution 3.

Observation 2: 
For the identical capacity gain on the 3GPP network, solution 1 is likely to offload many more UEs than solution 3 (this causes extra UE power consumption and RAN/CN signalling). 
Observation 3: 
With solution 1, the RAN assistance information must be coordinated with ANDSF policies, i.e. know which parameters are used for each UE type and for what purpose.
Observation 4:
Solution 3 can better fulfil the requirement of enhancement of operator control.
Observation 5:
After 3GPP-WLAN radio interworking solution is implemented by UEs and deployed, there may be the need to improve the offloading strategy according to new parameters (e.g. UE mobility, existing or new UE capability). With solution 3, it is possible to do this including for all UEs in the field. With solution 1, it requires standardization work and it is only possible when UEs of later release are available..
Observation 6:
Solution 1 discloses network running status information (e.g. load) which could be used unexpectedly by certain UE implementations (e.g. change operator when roaming) or by malicious individuals to make worse DoS attacks.

Observation 7:
 In solution 1, policy distribution relies on non-3GPP specifications (or is implementation specific) and there is no conformance testing of these mechanisms by RAN5, GCF or PTCRB. Solution 3 relies on RRC signalling, which is easily testable by RAN5/GCF.

Observation 8: 

Solution 1 relies on priority rules which exist since Rel-9 but for which no test case was specified, Existing specifications may not be precise enough or may lack UE requirement to allow UE conformance testing.

Proposal:

Take the above comparison into account to select a solution. 
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