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1   Introduction
At RAN2#82, RAN2 has captured solution 3 into TR 37.834  but some aspects are still unclear, e.g. handling of idle UEs, steering traffic between WLAN and 3GPP, roaming scenarios, ping-pong avoidance, , etc. In this document, we try to clarify these aspects.
2   Discussion
2.1   Handling of idle UEs
 For idle UEs, network selection may be needed when:
· a new service is initiated in the UE; 

· WLAN signal quality is too poor while some ongoing service(s) are using WLAN or;
· WLAN load is too heavy while some ongoing service(s) are using WLAN.
As described in [1], “For UEs in IDLE mode and CELL_FACH, CELL_PCH and URA_PCH states the solution is similar to solution 1 or 2. Alternatively, UEs in those RRC states can be configured to connect to RAN and wait for dedicated traffic steering commands. ”. So in the above cases, there are 2 possibilities:
Alternative 1: use a method similar to solution1/2, with rules covering the above scenarios;

Alternative 2: When traffic was offloaded to WLAN, the idle UE reports WLAN events like the connected UE. To initiate new service(s), the UE connects to the 3GPP network, initiates the new service(s) in 3GPP  and RAN may transfer some traffic to WLAN later;
When a new service is initiated in the UE, we consider several aspects: 

Impact on service setup delay:  

In order to save power, when a mobile device user is inactive for a certain time, the device may not maintain the WLAN connection and not search for available WLANs when moving. In such a case, whenever the user becomes active (e.g. takes the phone out of his pocket or presses a button), the service setup delay is higher when using alternative 1 as compared to alternative 2 because the UE needs to scan the WLAN and then do association and authorization.  In addition, if the UE is out of WLAN coverage, based on ANDSF policy the UE may have to do AP scanning first which would create further delay. The time needed for the WLAN setup procedure may be rather long (e.g. several seconds) especially if the UE has no hint whether there are WiFi APs around. If there is no AP around, the UE has to connect to the 3GPP network.  In alternative 2, the UE directly initiates the service in 3GPP which means less than 100ms delay.

Risk of ping-pong: 

With alternative 1, it is difficult to avoid simultaneous massive traffic steering as described in [2].If the load of WLAN AP or 3GPP  changes rapidly due to massive traffic steering, traffic may soon be steered back in the other direction (whether or not different thresholds are used for WLAN to 3GPP and 3GPP to WLAN).  In alternative 2, the RAN has full control on UE behaviour so such issue cannot happen.

System complexity:
Alternative 1 means that solution 1/2 should be used for idle UEs in addition to solution 3, i.e. extra mechanisms (ANDSF, RAN rules)  has to be introduced to RAN. Both UE and RAN need to support two mechanisms. Alternative 2 only requires specifying the triggers for connection establishment..
When WLAN signal quality is too poor and/or WLAN load is too heavy, UEs with ongoing services using WLAN establish RRC connection and report WLAN signal quality/load (in the same way like RRC connected UEs, see figure 1 below)based on predefined conditions on WLAN signal quality and WLAN load. As discussed above, this may lead to ping-pong if solution 1/2 is used for idle mode UEs.
Since alternative 2 is less complex for the RAN and the UE can provide better user experience and avoid ping-pong, we propose to rule out alternative 1:

Observation 1:
In solution 3, there is no need for using solution 1/2 for idle UEs. When traffic was offloaded to WLAN, the idle UE reports WLAN events like the connected UE. To initiate new service(s), idleUEs connect to the 3GPP network and initiate the new service(s) in 3GPP
Then, RAN may decide to steer all traffic back to 3GPP or certain DRB to WLAN later.
Traffic steering from WLAN back to 3GPP or initiating the new services for UEs in IDLE comprises the following steps as shown in Figure 1:

1.
Trigger configuration: The eNB/RNC configures the UE the triggers for steering back, e.g.

-
WLAN signal quality < threshold A; and or

 
-
WLAN BSS load> threshold B;

2.  The UE enters IDLE after steered to WLAN;

3.  In case:

-
a new service is initiated in the UE or;
-
WLAN signal quality is too poor while some ongoing service(s) are using WLAN or;
-
WLAN load is heavy while some ongoing service(s) are using WLAN.
The UE establish RRC connection;

4.
Event report: The UE is triggered to send Event Report by the rules set by the Trigger configuration. 

5.
Traffic steering: The eNB/RNC sends the steering command message to the UE to perform the traffic steering based on the policy and load situation in the RAN.  
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Figure 1: Solution 3: Traffic steering for UEs in IDLE state
2.2   Granularity of traffic steering from 3GPP to WLAN
For the moment, it is proposed to do per DRB/QCI traffic steering for solution 3. However there are some discussions on whether we need to do per IP flow traffic steering for solution 3.

According to the requirement of ANDSF and 3GPP WLAN interworking, the user experience shall not be impacted after some services are steered to WLAN. To avoid it, the services whose QoS requirement is strict shall be kept in 3GPP. 
If the network prefers that traffic flow A is on WLAN and traffic flow B on 3GPP, it is unlikely that flow A and flow B have the same QCI so they will be on different bearers and on each bearer, all flows have the same preferences for WLAN and 3GPP. Therefore, offloading by bearer gives the same results like offloading by IP flow.
One issue was raised in last meeting operators may only set up a default bearer and certain services in this bearer are not suitable for WLAN, it is not possible to use offloading at all. Our understanding is that if some operators want to carry all traffic on the same bearer, it will only work if the network has a lot of spare capacity, otherwise the QoS of some services, e.g. VoLTE, cannot be satisfied. As the main purpose of offloading is to balance the load of 3GPP and WiFi, the need for dynamic load balancing in this case is unclear. Even if we consider this case, we believe that per QCI is sufficient.

Observation 2: For traffic steering from 3GPP to WLAN, it is sufficient to indicate to each UE the DRBs/QCIs to be steered.
2.3   Granularity of  traffic steering from WLAN back to 3GPP
It is unclear on whether partial or all traffics should be steered back to 3GPP.

As described in Table 6.1.3.1-4 of [1], two candidate examples for identifying the traffic could be used for steering traffics from WLAN, DRB/RB-ID or QCI. 

If the UE is still in connected mode, the network could know which RB/DRB or QCI have been steered to WLAN. But the UE should remember the mapping between RB/DRB/QCI and services for the services which have been steered to WLAN. 

If the UE is in IDLE mode after steering, and enter the connected mode if conditions for steering back are satisfied. The network has no idea which DRB/RB or QCI exist for the UE. If we want to do steering in this level, some mechanisms are needed.

To be simple, the reasonable way is to steer all traffics of the UE back to 3GPP.
In order to control the 3GPP load, the network may steer back traffic from a few UEs. 
Observation 3: In order to control the 3GPP load, it is sufficient to steer all traffic of selected UEs from WLAN to 3GPP.
2.4   The relationship between ANDSF and RAN controlled solution 

According to [3], how can ANDSF server make policy are described as:

· The assistance data/policies provided to UE may depend on the UE's subscription data;

· If the permanent UE identity is known to the H-ANDSF, and subject to operator's configuration, the available subscription data (e.g. the list of access networks, or access technology types, the UE is authorized to use, etc.) may also be used by the H-ANDSF for selecting the inter-system mobility policies, the access network discovery information and the inter-system routing policies.

· The H-ANDSF in the subscriber's home operator network may interact with other databases such as the HSS user profile information residing in subscriber's home operator network. Details of such interaction with these databases are not described in this Release of the specifications.
How the ANDSF server obtains information such as user subscription data, operator’s configuration, HSS user profile information, etc, are left to network implementation.

The 3GPP-WLAN radio interworking solution should also be controlled by operators which also requires to derive RAN policies based on user subscription data, operator’s configuration and user profile information, etc, i.e. the same information.

As the raw inputs for ANDSF and RAN are the same, there is no serious difficulty to avoid collision between the policy provided by ANDSF server and RAN.
Observation 4: ANDSF and RAN policies are derived from the same information so conflicts can be avoided by suitable operator control. 
If it is intended to allow the collision, the operator could control the priority by setting the priority between ANDSF and RAN in RAN command.

Observation 5: If operators want to allow conflicting policies for some reason, the RAN could indicate the priority between ANDSF and RAN (e.g. in SI or in traffic steering command).
2.5   Roaming scenarios 
As described in 6.8.2.2.4.2 of [4], when ANDSF is used with ISMP, “when roaming, the Inter-system mobility policy from V-ANDSF of the RPLMN, if available, takes precedence over the Inter-system mobility policy from H-ANDSF.”
As described in 6.8.2.2.4.4 of [4], when ANDSF is used with  ISRP, “If more than one set of ISRP is available in the UE, the UE shall only use one set of ISRP at any one time. If available, the ISRP of the RPLMN takes precedence.”.

We can see that for release 11 and backwards, UE will use ANDSF policy from VPLMN upon roaming. 
In case of RAN commands, it will work in the same way because RAN commands can be controlled by the VPLMN. If operators want to use a policy according to HPLMN, the visited network could derive policies using input from the HPLMN, whether solution 1/2 or solution 3 is used for 3GPP-WLAN radio interworking.

In the case of ANDSF, if there is no ANDSF in the visited network, ANDSF from the home network could be used. However, deriving parameters for solution 1/2 normally requires knowing the ANDSF policies, which is normally not possible if they come from the HPLMN.
Observation 6: When the UE is roaming, the VPLMN should have the control over the UE (whether solution 3 or solution 1/2 is used).
2.6   Solution 3 specific AP detection 
In [1] WiFi measurement is optional. Here we analyze how the WiFi measurements could be used. 
In existing specifications, there are several ways to know the location of UE. 

In Rel-8, the CID method allows to know the UE location at cell level. If a WLAN AP is in the same place as a pico cell and have overlapping coverage, the RAN can know if the UE is under the AP coverage by the relationship between the AP and the cell.
In Rel-9, several enhanced positioning methods are available, i.e. GNSS, OTDOA, /ECID. The RAN can determine UE location accurately.  

There are also other ways to determine the UE location only by network implementation, e.g. fingerprint, UL signalling detection, etc.  
Based on these mechanisms, if the network knows the WLAN AP location, we expect that the network can determine accurately if the UE is in the coverage of WLAN APs, i.e. that in more than 95% cases, the UE is effectively under WiFi AP coverage.

Observation 7: If the network knows the WLAN AP location, solution 3 can save UE power by avoiding unnecessary WLAN measurements when the UE is out of WLAN coverage and when there is no need to offload that UE.
Moreover, if network does not know the WLAN deployment, it may still obtain the information by e.g. UE measurement reporting and estimate the AP location. Therefore, the network can then optimize the measurement configuration and save UE power accordingly, which cannot be achieved by solution 1/2.
Observation 8: if the network does not know the WLAN deployment, it may still obtain the information by e.g. UE measurement reporting and estimate the AP location, and then optimize the measurement configuration accordingly.

From above analysis, WiFi measurements are only useful to confirm that offloading traffic to WLAN is possible. The network will have already checked that there is gain to offload some DRBs of that UE and that e.g. the UE is not moving too fast. Therefore, the network may ask the UE to perform WLAN measurement over a few seconds (i.e. "one-shot") or directly request the offload. Of course, even if the measurement is used, we still cannot guarantee 100% successful ratio so some failure cases could be tolerated like for 3GPP HO.
Observation 9: If the network knows the WLAN AP location, the network may either configure "one-shot" WLAN measurement or not use WLAN measurements at all.
3   Conclusion
We propose to remove the FFS/TBD for solution 3 in the TR and add the following observations:
Observation 1:
In solution 3, there is no need for using solution 1/2 for idle UEs.  When traffic was offloaded to WLAN, the idle UE reports WLAN events like the connected UE. To initiate new service(s), idle UEs connect to the 3GPP network and initiate the new service(s) in 3GPP. Then, RAN may decide to steer all traffic back to 3GPP or steer certain DRBs to WLAN.
Observation 2:
For traffic steering from 3GPP to WLAN, it is sufficient to indicate to each UE the DRBs/QCIs to be steered.   

Observation 3: In order to control the 3GPP load, it is sufficient to steer all traffic of selected UEs from WLAN to 3GPP.
Observation 4: ANDSF and RAN policies are derived from the same information so conflicts can be avoided by suitable operator control.  
Observation 5: If operators want to allow conflicting policies for some reason, the RAN could indicate the priority between ANDSF and RAN (in SI or in traffic steering command).
Observation 6: When the UE is roaming, the VPLMN should have the control over the UE (whether solution 3 or solution 1/2 is used).
Observation 7: If the network knows the WLAN AP location, solution 3 can save UE power by avoiding unnecessary WLAN measurements when the UE out of coverage and when there is no need to offload that UE.
Observation 8: if the network does not know the WLAN deployment, it may still obtain the information by e.g. UE measurement reporting and estimate the AP location, and then optimize the measurement configuration accordingly

Observation9: If the network knows the WLAN AP location, the network may either configure "one-shot" WLAN measurement or not use WLAN measurements at all.
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