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1 Introduction
This document compares the candidate solutions from the perspective of whether or not they meet the high level network selection and traffic routing requirements agreed by SA2 for the case when the UE is cellular roaming.

It is concluded that Solution 1 can be designed to meet the requirement for provision and utilisation of RAN assistance information to aid WLAN network selection and traffic routing for all roaming scenarios.  However, Solution 3 cannot meet the requirement that some operators have for the HPLMN to remain in control of WLAN network selection and traffic routing when the device is cellular roaming under a VPLMN and it is currently unclear how and whether Solution 2 can support this scenario. 
2 Discussion
RAN2 [37.834] have agreed to limit the scope of the study to the following scenario: 
The scenario considered in this study focuses on WLAN nodes deployed and controlled by operators and their partners.  

In a cellular roaming scenario such WLAN nodes may be deployed and controlled by the HPLMN (or partners thereof) or by the VPLMN (or partners thereof). 

SA2 have been defining enhancements to WLAN network selection procedures for Release 12 [23.865].
In the case where the device is cellular roaming under a VPLMN, SA2 have identified two fundamentally different scenarios for interworking with operator deployed and controlled WLANs:

· Scenario 1: WLAN service is provided by the HPLMN or partner thereof, the HPLMN controls WLAN network selection and traffic routing (Figure 1)
· This scenario appeals to some home operators because they want to retain tight control in managing their subscriber’s quality of experience and/or because for commercial reasons they prefer to offer WLAN service themselves or through their partners rather than utilizing WLAN service provided by the VPLMN.

· Scenario 2: WLAN service is provided by the VPLMN or partner thereof, the VPLMN controls WLAN network selection and traffic routing (Figure 2)
· This scenario may appeal to home operators who do not wish to go through the cost and complexity of establishing Wi-Fi roaming agreements with Wi-Fi service providers in a multitude of other countries and who would rather sub-contract their cellular roaming partner to also provide Wi-Fi service.  
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Figure 1) Scenario 1: Cellular service is provided by VPLMN, Wi-Fi service is provided by HPLMN or partner thereof
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Figure 2) Scenario 2: Cellular service is provided by VPLMN, Wi-Fi service is ALSO provided by VPLMN or partner thereof
RAN level enhancements to network selection and/or traffic routing defined by RAN2 need to deliver improvements for both of these scenarios.
2.1 Analysis

In this section each solution is analysed in terms of whether or not it satisfactorily supports Scenarios 1 and 2. 

2.1.1 Solution 1

Scenario 1
In this scenario the H-ANDSF server provides WLAN network selection and traffic routing rules.  The H-ANDSF server may for example specify:

· 3GPP RAN load threshold criteria (ie if the home operator does not want the device to select or route traffic over an overloaded cellular network)
· Resource allocation criteria (ie if the home operator requires that the 3GPP RAN has to be capable of delivering some minimum resource allocation on UMTS or LTE in order for cellular to be selected)

· WLAN load threshold criteria (ie if the home operator does not want the device to select or route traffic over an overloaded WLAN network)
The 3GPP VPLMN RAN can signal the UE with information about the current 3GPP RAN load and resource allocation availability. The device uses the information signaled by the VPLMN RAN and the WLAN and combines this with the policy rules obtained from the H-ANDSF server to make its traffic routing / network selection decision. 
Scenario 2

This scenario is supported e.g. as described above for Scenario 1, with the difference that network selection and traffic routing rules are defined by the VPLMN and obtained from the V-ANDSF server instead of from the H-ANSDF server.
2.1.2 Solution 2

Scenario 1

The primary difference between Solution 1 and Solution 2 is that the RAN may supply WLAN network selection and traffic routing policy to the device.  In Scenario 1 the home operator does not permit the VPLMN (which includes the RAN) to take control.  For Solution 2 to operate under roaming Scenario 1 the system would need to fall back to a mode of operation like that described above for Solution 1, and where the RAN is prohibited from taking control (supplying policy).  However, the current description of Solution 2 does not describe how such fallback would be achieved.  For this reason it is unclear whether and how Scenario 1 is supported in Solution 2.  

Scenario 2

In Scenario 2 the (VPLMN) RAN could in principle be allowed to supply policy.   However, in order to know whether the RAN  can take control a number of factors need to be taken into account, firstly whether the device is roaming, secondly which VPLMN the device has selected (in the case of RAN sharing) and thirdly whether the home operator has delegated control to this particular VPLMN.  It can be noted that this is all core network information.  The current Solution 2 description does not describe how the RAN determines whether or not it is allowed to take control (supply policy).  For this reason it is currently unclear whether or not Solution 2 supports Scenario 2.
2.1.3 Solution 3

Scenario 1

This is not supported because Solution 3 allows the RAN (under the VPLMN) to take control.  
Scenario 2

As with Solution 2, the Solution 3 description does not describe how the RAN determines whether or not it is allowed to take control (supply policy).  For this reason it is currently unclear whether or not Solution 3 supports Scenario 2. 
3 Conclusion
Solution 1enables RAN level enhancements to network selection and traffic routing both for the case of Scenario 1 (HPLMN remains in control of WLAN network selection and traffic routing) and Scenario 2 (VPLMN is delegated by home operator to be in control of WLAN network selection and traffic routing).

Solution 2 differs from Solution 1 because it provides for the possibility that the RAN could take control of providing policy to the device.  However, in the case of Scenario 1 the home operator does not permit the VPLMN to take control and since the RAN is part of the VPLMN then the RAN cannot take control.  It is not clear whether Solution 2 might be able to fall back to another mode of operation, like that adopted by Solution 1. The current Solution 2 description does not describe how and whether this can be achieved.  In addition it is unclear whether Solution 2 supports Scenario 2 since the current Solution 2 description does not describe how the RAN determines whether or not it is allowed to take control (supply policy).
In the case of Solution 3, Scenario 1 is not supported since the RAN (under the control of the VPLMN) cannot be allowed to take control.  In the case of Scenario 2 the same conclusions as for Solution 2 also apply to Solution 3.
It is proposed to capture the text in Section 4 in TR 37.834. 
4 Proposal

Start of Change

7  Conclusions
7.X Requirement 5a: Support for cellular roaming scenarios

RAN solutions need to be useful in two scenarios when the UE is cellular roaming in a VPLMN.  In roaming scenario1 the UE receives cellular service from the VPLMN but WLAN service is provided by the HPLMN or by a partner of the HPLMN.  In this scenario the HPLMN needs to retain control of WLAN network selection and traffic routing.  In roaming scenario 2 the UE receives cellular service from the VPLMN and also receives WLAN service from the VPLMN or from a partner of the VPLMN.  In this scenario the VPLMN is delegated by the home operator to provide control of WLAN network selection and traffic routing.

The following table compares solutions in terms of their support for cellular roaming scenarios 1 and 2.

Table 7.1-1:  Comparison of solutions in terms of support for cellular roaming scenarios

	Solution
	Support for cellular roaming scenario 1 (HPLMN retains control of WLAN network selection and traffic routing)
	Support for cellular roaming scenario 2 (VPLMN is delegated to provide control of WLAN network selection and traffic routing)

	1
	(
	(

	2
	(
	(

	3
	(
	(


Solution3 does not support the fundamental principle behind Scenario 1 which is that the home operator does not permit the VPLMN to take control of WLAN network selection and traffic routing. Therefore since the RAN is part of the VPLMN then the RAN cannot take control.  Solution 2 does not support Scenario 1 unless the system may be able to fall back to a mode of operation like that adopted in Solution 1. The current Solution 2 description does not describe how and whether this can be achieved.  It is unclear whether Solutions 2 and 3 support Scenario 2 since these solutions do not describe the process by which the RAN determines whether or not it is allowed to take control (supply policy).  Solution 1 supports both scenarios because the RAN does not take control, rather the RAN provides assistance information to policy provided by higher layers.  

End of Change
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HPLMN in control of WLAN network selection and traffic routing
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VPLMN in control of WLAN network selection and traffic routing (control delegated by home operator)
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