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1 Introduction

In [1] an initial analysis was provided relevant to the current access control mechanisms and possible improvement areas. 

In [2] some improvements based on the introduction of the concept of Access Groups were described. 
This paper provides additional details on the Access Group based mechanisms.
2 Discussion

As identified in [3], there are scenarios which cannot be controlled with existing access control methods. For instance, in case of CELL_PCH state without seamless transition to CELL_FACH, the network cannot block the cell update with cause "uplink data transmission" and Establishment cause not included. Similarly, in case of CELL_PCH state and seamless transition to CELL_FACH state, the network cannot control the DTCH transmission in case of network overload. 

Furthermore current control methods such as Access Class Barring, based on randomly assigned classes, are not suitable in case high congestion is experienced. For example, with 10 Access Classes the network cannot reduce the amount of traffic to less than 10%. This may be sufficient when the congestion is not too severe. In today’s network, much more severe congestion has been experienced. A straight-forward extension of such techniques to allow reducing the amount of traffic down to, e.g., 1% will not be satisfactory since the very lower accessibility during these extreme congestion basically means all traffic, including high-priority services, will have problems getting through. To be able to still provide some level of service, some users must be given better access than the average. Selecting users randomly is one way. Selecting users according to their given priorities (e.g., those assigned via the Core Network) is another. The access groups introduced in [2] provide a simple way of making the selection.
The motivation of the Access Groups concept, as initially introduced in [2], is to provide greater flexibility for controlling the UE accesses, based on user and/or traffic priorities. These Access Groups may be composed of a UE related part and/or a Traffic (access stratum) related part. The UE related part of the Access Group may be based for instance on the UE capabilities (e.g. whether the UE supports Rel-11 FACH enhancements). The traffic related part of the Access Group may be based for instance on an association to control plane or user plane traffic, logical channels or radio bearers, CS or PS traffic. Every UE would belong to one or more Access groups.
Access Groups would allow for the definition of Priority-based access control policies by the NW Operator. A basic access control policy would include:
- The Access Group(s) the action is applied to e.g. R99 users.
- The access control action e.g. barring or delaying an access.

The introduction of access control policies based on Access Groups would allow the network to handle overload situations in a more flexible way than is possible today, by providing different priorities to different Access Groups for users in idle and/or connected mode.
2.1 Access Groups

The Access Groups can be used by the network to prioritize the accesses when the load is high, i.e. a high priority access group will have a higher probability to access whereas a lower priority access group will have lower priority to access (or is not allowed to access at all).

The accesses generated by UEs can be mapped to different Access Groups. The mapping can be either predefined (in 3GPP) or signaled to the UE in dedicated RRC message(s) in the case of NW defined Access Groups.
Priority based Access Groups can be assigned

- per user: same access policy applies for all random accesses generated by this UE

- per traffic type: the same UE can apply different access policies depending on the type of traffic that triggers the random access

- combination of per user and per traffic type
For example:


AccessGroup1 = {UserPart1, TrafficPart1}


AccessGroup2 = {UserPart2}


AccessGroup3 = {UserPart3, TrafficPart3}


AccessGroup4 = {TrafficPart4}
The Access Groups assigned for a specific UE can be updated as a result of e.g. RAB Establishment and change of RRC state (for example different subset of access groups can be applicable in different RRC states).
In the following sections we outline how the Access Groups could be defined and how they could be signalled to the UE, and we give examples of how the Access Group allow for greater flexibility when applied to current mechanisms for controlling access. 
2.2 Access barring

The existing Access Control mechanisms (ACB, DSAC, PPAC and EAB) all make use of the concept of  Access Classes, where UEs are assigned one out of ten randomly allocated Access Classes (range 0 to 9), which is stored on the SIM/USIM.

Given that the Access Class assigned to a UE is random and not controlled by the NW, the existing Access Control mechanisms have the following limitations:

· They do not allow differentiation among user profiles.

· They do not allow differentiation among traffic types.

· They can result in access peaks after a SIB3 change (e.g. a Barred class becoming Unbarred) 

These limitations can be overcome with the use of Access Groups.
Taking the examples listed in section 2.1 above, a UE may be assigned to the following two Access Groups:

AccessGroup1 = {FE FACH user, User Plane}


AccessGroup2 = {FE FACH user}

If the network wishes to bar the user data accesses for this UE (and other UEs belonging to the same Access Group), it can achieve this by barring AccessGroup1 using a bitmap in the System Information. Also, the network may bar all the accesses for this UE (and other UEs belonging to the same Access Group) by barring AccessGroup2 in the System Information.
2.3 Back-off at reception of AICH NACK
The limitation with the current back-off timer mechanism at reception of AICH NACK is that the delay cannot be configured based on the type of User or data to be sent in the uplink.

To overcome this, the network could configure different timers (WaitT_BO) for the back off, coupled to particular Access Groups. At reception of NACK the next ramping cycle is delayed using a similar approach as the current R99 back-off timers

WaitT_BO = BO_min + Random (1..100)*BO_max/100

BO_min and BO_max could be configurable (per Access Group) by the NW and signaled in System Information or sent in a dedicated RRC message(s).
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Figure 1 Simplified RACH transmission control procedure
2.4 Wait Time differentiation based on access groups
One of the limitations of the current Wait time mechanism is that it does not allow for differentiation between domain or traffic type.
To overcome this, the network could configure separate timers, coupled to particular Access Groups which have been defined. Examples of what can be differentiated using Access Groups include: 
- CS/PS: 
Separate wait timers can be used for CS and PS related traffic

- PS Data: 
A separate wait time can be used for Cell Updates triggered by PS user-data transmission in UL and/or DL.

- Per PS Radio Bearer: Use one wait timer per established PS RBs (if multiple PS RAB are established for the UE) 
3 Conclusion

Based on the discussion in Section 2, the following is proposed:

Proposal 1
Discuss Rel-12 access control improvements based on the introduction of Access Groups
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