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1 Introduction
In this paper we discuss the various aspects of D2D Direct Discovery and their impacts to RAN2.

2 Discussion
2.1 D2D Discovery [1] [2]
D2D Discovery is a process which determines that a D2D-enabled UE is in proximity of another D2D-enabled UE. A discovering D2D-enabled UE determines whether or not another D2D-enabled UE is of interest to it using D2D Discovery. A D2D-enabled UE is of interest to a discovering D2D-enabled UE if its proximity needs to be known by one or more authorised applications on the discovering D2D-enabled UE. 

For e.g. a social networking application can be enabled to use D2D discovery feature. The D2D discovery enables the D2D-enabled UE of a given user of a social networking application to discovery and be discoverable by the D2D-enabled UEs of his/her friends. In another example the D2D discovery can enable the D2D-enabled UE of a given user of a search application to discover stores/restaurants etc of its interest in its proximity.

2.2 D2D Discovery Protocol Model

There are two models of discovery protocol. These two models are discussed in section 6.1.1.2.3 and 6.1.3 in SA2 TR [1].  In one model (also referred s Announcing Model or Push Model) of D2D direct discovery the discoverable UE transmits (or announces) certain discovery information which can be used by the discovering UE to discover a UE of its interest in its proximity. In this model a discoverable UE periodically transmits the discovery information. The discovering UE monitors the discovery information transmitted by discoverable UE(s) to discover a UE of its interest in its proximity.

In another model (also referred as Soliciting Model or Pull Model) discovering UE transmits certain discovery information of its interest (e.g. information about his friend or information about search like available restaurants or taxi or stores etc). The discoverable UE monitors the discovery information transmitted by the discovering UE. On receiving discovery information from a discovering UE which matches the interest of the discoverable UE, the discoverable UE transmits its discovery information. The discovering UE finds the discoverable UE by receiving the discovery information transmitted by the discoverable UE. 
The two models are compared and key points are listed in Table 1. Both the discovery protocol models have their own pros and cons and can co-exist.

Table 1- Comparison of Discovery Protocol Models
	Announcing Model or Push Model
	Soliciting Model or Pull Model

	· Periodic transmission of discovery information by discoverable UE
	· Continuous monitoring of Discovery information by discoverable UE.

· Discovery information is transmitted by discoverable UE only when discovery information received from discovering UE matches its interests

	· Continuous monitoring of Discovery information by discovering UE


	· Discovery information is transmitted and monitored for a defined time by discovering UE 

	· Advantage: The discoverable UE can be discovered without any request from discovering UE if there exist any UE which is interested in the discoverable UE
	· Advantage: Continuous transmission of discovery information is not required by discoverable UEs and hence battery consumption is low.

	· Disadvantage: Discoverable UE continuously transmits the discovery information even when there are no discovering UEs in its vicinity. High battery consumption because of continuous transmission by discoverable UE.
	· Disadvantage: If a discoverable UE is searched by many discovering UEs continuously then transmissions by discovering UEs are unnecessary.


Discussion 1: Are the discovery protocol model(s) in scope of RAN2 or application layer? If the discovery protocol models are in scope of RAN2 then which discovery protocol model should be supported? Or should both the discovery protocol models be supported?
Proposal 1: The discovery protocol model(s) and the need to define them in access stratum protocols should be further discussed. 
2.3 D2D Discovery Types

Besides the discovery protocol models the D2D discovery is also categorized into open and restricted D2D discovery [1] [2]. In open D2D discovery a discoverable D2D UE can be discovered by any D2D UE in proximity without any explicit permission (e.g. advertisements by store). In restricted D2D discovery a discoverable D2D UE can be discovered only by other D2D UEs that are explicitly permitted by the discoverable D2D UE (e.g. searching friends in social networking).
Discussion 2: What is the impact of discovery types on RAN2 procedures?

1. Some proposals in SA2 TR [1] require D2D UE ID to be transmitted during the D2D Direct Discovery for D2D one-to-one communication establishment. The D2D one-to-one communication is typically established for the restricted discovery use cases. In case of open discovery the D2D UE ID is not needed whereas the D2D UE ID is needed for the restricted D2D Discovery. The D2D UE ID is a 3GPP ID and application layer may not have access to it. The access stratum should be aware of the discovery type during the D2D Direct Discovery. The D2D UE ID is included in the discovery PDU based on discovery type when the discovery PDU is build.

2. During the D2D Direct Discovery the application of security is dependent on the discovery type. The security keys and security methods used for open and restricted discovery can be quite different. If the AS security is applied to the discovery information then RAN 2 procedures for security needs to be aware of the discovery type during the D2D discovery. The security requirements & methods for applying security for discovery information are currently being discussed in detail in SA3.
3. During the D2D discovery inclusion of discovery type in the discovery PDU header can enable the receiver to filter the discovery PDUs received while monitoring the discovery channels. For e.g. during the monitoring of discovery channel to search for his friend (i.e. restricted discovery) the D2D-enabled UE can filter the received discovery information related to advertisements (i.e. Open discovery).
Proposal 2: The discovery type (Open and restricted discovery) has impact on AS protocol procedures. The usage of discovery type in AS protocol procedures should be further studied.

2.4 D2D Discovery Information
During the D2D Direct Discovery the discoverable or discovering D2D-enabled UE needs to transmit certain information [1]. The discovery information transmitted during D2D Direct Discovery should serve one or more of the following purposes:

a) D2D Application User Identification: The D2D Direct Discovery enables a user of D2D enabled application to discover another user in its proximity. So it should be possible to identify a D2D application user from the information transmitted during D2D Direct discovery.

b) Interest: The D2D Direct Discovery enables a user of D2D enabled application to discover another user with its matching interest in its proximity. So it should be possible for a discovering UE or discoverable UE to identify the interest of D2D-enabled UE from the discovery information received.
c) D2D UE identification: The D2D UE ID is needed to establish the D2D direct communication after the D2D Direct Discovery. However, it is not necessary to send the D2D UE ID during the D2D Direct Discovery. There are alternate ways to determine the D2D UE ID of discovered UE instead of sending the D2D UE ID in the discovery information for example via D2D server.
d) Discovery Protocol Model Identification: As discussed in section 2.2, there are two discovery protocol models and these needs to be identified during the discovery information.
e) Discovery Type identification: As discussed in section 2.3, there are two discovery types and these needs to be identified during the discovery information.
Discussion 3: Which of the above information is in scope of RAN2?

1. Information related to D2D Application User Identification, interest identification should not be in scope of RAN2. This information should be defined at application layer.

2. D2D UE identification using D2D UE ID is in scope of RAN2. However, it is not necessary to send the D2D UE ID during the D2D Direct Discovery. There are alternate ways to determine the D2D UE ID of discovered UE instead of sending the D2D UE ID in the discovery information.
3. As discussed in section 2.3, RAN2 procedures may have to be aware of the discovery type during the D2D discovery.
Proposal 3: Information related to D2D Application User Identification, interest identification should not be in scope of RAN2.
Proposal 4: D2D UE identification using D2D UE ID is in scope of RAN2. Whether to send D2D UE ID during D2D Direct discovery or not should be studied further.
2.5  D2D Discovery Information Transmission
The two options for discovery information flow between application layer, AS protocol stack and PHY layer is illustrated in Figure 1.
Option 1: In the first option the 3GPP AS protocol stack receives the discovery information from the upper layer (i.e. application layer). It is assumed that the discovery information is not transmitted using the IP based protocols. The 3GPP AS protocol stack then transparently sends the discovery information to PHY layer. The PHY layer then builds the PHY PDU and transmits the discovery information on the discovery channel. The PHY layer PDU structure shown in Figure 1 is for information only. The exact structure will be defined in RAN 1.
Option 2: In the second option the 3GPP AS protocol stack receives the discovery information from the upper layer (i.e. application layer). It is assumed that the discovery information is not transmitted using the IP based protocols. The 3GPP AS protocol stack then builds discovery PDU using the discovery information. The 3GPP AS protocol stack adds some header(s) and performs some processing on the discovery information received from the upper layer. The discovery PDU carrying the discovery information is then sent to PHY layer. The PHY layer then builds the PHY PDU and transmits the discovery information on the discovery channel. The PHY layer PDU structure shown in Figure 1 is for information only. The exact structure will be defined in RAN 1. In the option 2, the one or more of the following functions can be supported in 3GPP AS protocols for the discovery information transmission:

1. Security: The secure transmission of discovery information is necessary for protection against various security threats (e.g. replay protection, application user privacy). The discovery information is not transmitted using upper layer IP based protocols. So the security should be in built as part of D2D-enabled application or can be provided by the AS layer. Currently, security mechanisms are already applied in the AS layer for UE-eNB communication. The security mechanisms defined in SA3 for D2D direct discovery can be applied in AS layer. 
2. Transmission and reception of discovery information using one or more discovery channel: One Discovery channel carries one small size discovery PDU. It is possible to have a very tightly coupled design wherein application layer provides the discovery information which can be carried in one discovery channel or the discovery channel is designed such that it carries the maximum size of discovery information generated by the application layer. It may not be possible to determine the maximum size of discovery information as it may vary from application to application. The AS layer can provide the functionality to transmit discovery information using two or more discovery channels. 
3. D2D UE Identification: During the SA2 discussions several D2D Identities have been proposed to be carried in the discovery information transmitted by the D2D UE during D2D discovery. 
a. D2D Application ID identifying application user or application user interests is transmitted during D2D discovery. D2D UE ID identifying a D2D UE is optionally transmitted to identify the D2D UE. The D2D UE ID is used later for direct communication establishment.

b. D2D UE ID identifying a D2D UE is transmitted during D2D Discovery. This not only identifies the D2D UE but also the application user. The application user to D2D UE ID mapping is maintained by the D2D Server.
c. D2D UE ID identifying a D2D UE and Application Index local to D2D UE is transmitted 
The D2D UE ID is a 3GPP ID and can be added in the discovery PDU header if needed.
d. D2D UE identification, discovery type identification: The D2D UE ID and discovery type can be included in the discovery PDU header.
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Figure 1 D2D Discovery Information Flow

Discussion 4: Which option should be considered for discovery information transmission in RAN2? 

Proposal 5: The option 1 is a simple option with no impact on RAN2. However certain functions like D2D UE ID identification, Security, transmission of discovery information using one or more discovery channel can be supported in Option 2. RAN2 should discuss the functions that need to be applied to discovery information.

2.6 AS Protocol Layers for D2D Direct Discovery

The AS protocol layers and PDU format for the discovery information transmission is illustrated in Figure 2 and Figure 3 respectively. 
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Figure 2 AS Protocol Layers for D2D Direct Discovery (a) with AS Security (b) without AS Security
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Figure 3 Discovery PDU formats (a) with AS Security (b) without AS Security
Discussion 5: What should be the structure of AS protocol layers for the discovery information transmission? What should be the discovery PDU format? 

1. The AS protocol layer and discovery PDU format illustrated in Figure 2a and 3a respectively should be considered if the AS security is applied to the discovery information.  The AS protocol layer and discovery PDU format illustrated in Figure 2a and 3a respectively should be considered if the AS security is applied to the discovery information. Whether to apply AS security or not will be decided in SA3. However if the AS security is applied then PDCP is a natural choice as all the current AS security mechanisms are handled in PDCP. This will ease the implementation as core security algorithms will be executed in the same layer.

Proposal 6: The AS protocol layer and discovery PDU format illustrated in Figure 2a and Figure 3a respectively should be considered if the AS security is applied to the discovery information.  The AS protocol layer and discovery PDU format illustrated in Figure 2b and 3b respectively should be considered if the AS security is not applied to the discovery information.

Proposal 7: The information (e.g. discovery type, discovery model, D2D UE ID etc) which can be added in AS in the discovery PDU header should be further discussed in RAN2.

3 Conclusion

In this paper we have discussed the various D2D Direct Discovery aspects and their impacts to RAN2.

Discussion 1: Are the discovery protocol model(s) in scope of RAN2 or application layer? If the discovery protocol models are in scope of RAN2 then which discovery protocol model should be supported? Or should both the discovery protocol models be supported?

Proposal 1: The discovery protocol model(s) and the need to define them in access stratum protocols should be further discussed. 
Discussion 2: What is the impact of discovery types on RAN2 procedures?

Proposal 2: The discovery type (Open and restricted discovery) has impact on AS protocol procedures. The usage of discovery type in AS protocol procedures should be further studied.

Discussion 3: Which of the discovery information is in scope of RAN2?

Proposal 3: Information related to D2D Application User Identification, interest identification should not be in scope of RAN2. This information should be defined at application layer.

Proposal 4: D2D UE identification using D2D UE ID is in scope of RAN2. Whether to send D2D UE ID during D2D Direct discovery or not should be studied further.

Discussion 4: Which option (transparent or non transparent) should be considered for discovery information transmission in RAN2? 

Proposal 5: The option 1 is a simple option with no impact on RAN2. However certain functions like D2D UE ID identification, Security, transmission of discovery information using one or more discovery channel can be supported in Option 2. RAN2 should discuss the functions that need to be applied to discovery information.

Discussion 5: What should be the structure of AS protocol layers for the discovery information transmission? What should be the discovery PDU format? 

Proposal 6: The AS protocol layer and discovery PDU format illustrated in Figure 2a and Figure 3a respectively should be considered if the AS security is applied to the discovery information.  The AS protocol layer and discovery PDU format illustrated in Figure 2b and 3b respectively should be considered if the AS security is not applied to the discovery information.

Proposal 7: The information (e.g. discovery type, discovery model, D2D UE ID etc) which can be added in AS in the discovery PDU header should be further discussed in RAN2.
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