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1 Introduction
In this document, we propose additional requirements for WLAN/3GPP interworking.
2 Discussion
UE can make decision on access to LTE in the following cases, according to 36.331:

· Emergency Access
· High Priority Access
· MT Access
· MO Signalling
· MO Data
· Delay Tolerant Access

Among those cases, it seems to be likely that UE in RRC_IDLE should not access to WLAN for offloading, if UE intends to access for the following purposes:

· Emergency Access
· High Priority Access
· MO Signalling
Furthermore, if UE is in RRC_CONNECTED, it is likely that UE should not steer traffic to WLAN, if UE has a RRC connection for emergency access, high priority access or MO signalling.
Similarly, it seems to be likely that eNB should not offload this UE to WLAN, if UE has a RRC connection for emergency access, high priority access, or MO signalling.
In the meantime, we think that UTRAN also has some establishment causes that could be categorized into emergency access, high priority access or MO signalling. In our view, access to UTRAN for those purposes should not be subject to offloading to WLAN, either.
Accordingly, it is our view that solutions should ensure that offloading emergency access, high priority access or MO signalling to WLAN does not happen to UE for both RRC_IDLE and RRC_CONNECTED. This could be added to TR 37.834 as an additional requirement.
Proposal 1: Solutions should ensure that offloading emergency access, high priority access or MO signalling to WLAN does not happen to UE for both RRC_IDLE and RRC_CONNECTED.
Regarding MT access, since MME pages UE in E-UTRAN side, it seems to be likely that UE in RRC_IDLE responds to paging within E-UTRAN. Thus, while UE is in RRC_IDLE, UE should access to E-UTRAN for MT access. Similarly, access to UTRAN for MT cases should not be subject to offloading to WLAN, either. 

Accordingly, it is our view that solutions should ensure that offloading MT access to WLAN does not happen to UE in RRC_IDLE. This could be also added to TR 37.834 as an additional requirement.
Proposal 2: Solutions should ensure that offloading MT access to WLAN does not happen to UE in RRC_IDLE.
In addition, it is a question whether UE that has a RRC connection for MT access should keep traffic in E-UTRAN after RRC connection was completed. In our view, even though UE made a RRC connection for MT access, UE could steer traffic to WLAN under eNB control, or eNB could steer traffic to WLAN for UE, after RRC connection was completed. Accordingly, it is our view that steering traffic to WLAN should be possible for MT case, while UE is in RRC_CONNECTED.
Proposal 3: Steering traffic to WLAN should be possible for MT case, while UE is in RRC_CONNECTED.
Meanwhile, it seems to be likely at this moment that voice services provided by operators, i.e. CS voice and MMTEL voice, are always served at 3GPP network. Namely, it seems to be unlikely that UE/eNB steer voice traffic to WLAN. To our understanding, we could prohibit offloading voice services to WLAN by using ANDSF. Nevertheless, we do not make sure that new RAN solutions could prohibit such offloading to WLAN, e.g. if ANDSF is not available, or if RAN solutions overwrite ANDSF.
Accordingly, it is our view that solutions should be able to prohibit offloading CS/MMTEL voice services to WLAN. This could be also added to TR 37.834 as an additional requirement.
Proposal 4: Solutions should be able to prohibit offloading CS/MMTEL voice services to WLAN.
3 Conclusion

In conclusion, we propose to add the following additional requirements in TR:

1. Solutions should ensure that offloading emergency access, high priority access or MO signalling to WLAN does not happen to UE for both RRC_IDLE and RRC_CONNECTED.
2. Solutions should ensure that offloading MT access to WLAN does not happen to UE in RRC_IDLE. 
(Note that while UE is in RRC_CONNECTED, steering traffic to WLAN should be possible for MT case.)
3. Solutions should be able to prohibit offloading CS/MMTEL voice services to WLAN.
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