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Introduction
At RAN#58 plenary meeting a new study item on WLAN/3GPP radio interworking was approved. In the SID, it was agreed that [1]:
In a first phase:
·    Identify the requirements for RAN level interworking, and clarify the scenarios to be considered in the study while taking into account existing standardized mechanisms.
In this contribution, we discuss the potential requirements for this SI.
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High level requirements:
There are several incentives for users to connect to WLAN: unlimited data access, higher bit rates, local area services. However, many users still manually disable WLAN most of the time to avoid disturbances due to connection attempts on APs where the user is not authorized, which are too heavily loaded or that are only within coverage for too limited time. In some cases, users disable WLAN to reduce battery consumption.
There exists means to allow smooth and reliable authentication (e.g. EAP-SIM), to provide devices with a policy (for ANDSF) including a list of selected WLAN providers and for each WLAN AP to indicate the supported providers, for WLAN AP to indicate load information to devices, etc.
While deploying such mechanisms may improve user experience, the decision to connect to WLAN and direct to the WLAN interface some or all data previously that were transmitted over a 3GPP network is still made by the terminal without taking into account information known in the 3GPP network (e.g. resource availability, mobility, user and service-specific policies) and it can significantly affect the user experience.
In order to utilize WLAN resources in the most efficient manner while ensuring smooth user experience, the 3GPP operator and the 3GPP network should be able to control each terminal decision to connect to a WLAN or disconnect from a WLAN, i.e. each action to connect or disconnect to WLAN should be triggered or at least allowed by the 3GPP network.
Proposal 1: The 3GPP network shall be able to control each terminal decision to connect to a WLAN or disconnect from a WLAN, i.e. each action to connect or disconnect to WLAN should be triggered or at least allowed by the 3GPP network.
Although WLAN APs may support mechanisms to differentiate users according to services, such mechanisms cannot ensure QoS in the same way like in 3GPP networks, e.g. due to limited coverage of WLAN deployments and the absence of handover preparation. For those services which have high demand in term of real-time capability, there may be a high risk for user experience to transmit the data of those services over WLAN. However, services like audio and video streaming which have high demand in network bandwidth but low requirement on transmission delay could be moved from cellular network to WLAN. Offloading these services may avoid congestions in certain cellular network. We propose discussing whether the offload to/back from WLAN should be per service or bearer or all services or bearers shall be offloaded at the same time. 
Proposal 2: Discuss whether the offloading to/back from WLAN should be per service or bearer or whether all services and bearers shall be offloaded at the same time.
Within 3GPP network, in case of mobility, handovers are prepared by exchange of control messages between the source and target node and data forwarding mechanisms are used to ensure  that data transmission is unaffected by the handover procedure. In the case of mobility between 3GPP and WLAN, there are CN mechanisms to keep the same IP address so that any loss of data can be handled by the existing end-to-end mechanisms in or above internet protocols (TCP or others) taking care of possible losses in any IP network.
While IEEE 802.11 specified WLAN protocols and WLAN AP services, whether to implement all functions in a single node or to centralize certain functions is left to WLAN equipment vendors. In order to allow managing WLAN nodes of multiple vendors, IETF has specified the CAPWAP protocol which includes the control of terminating nodes (often called APs) and control nodes for a wide range of architectures. However, different protocols exist and there are limitations such that the Broadband Forum has initiated work to extend CAPWAP.
In this context, there is no straightforward way to introduce handover preparation mechanism and a data forwarding mechanism that would be compatible with the architectures of most WLAN vendors. In order to make sure that RAN can specify a proper solution for mobility between 3GPP and WLAN, we propose:
Proposal 3: Solutions should not require any handover preparation or data forwarding mechanism at mobility between 3GPP and WLAN. 
Architecture requirements
Because of the E-UTRAN architecture, the only RAN node which can control mobility between 3GPP and WLAN is the eNB. In the case of UTRAN, either the RNC or the Node-B could be the control point for mobility between 3GPP and WLAN. As the RNC controls e.g. the addition and removal of radio links, handover preparation/execution and data forwarding, it seems very difficult to have a Node-B controlling interactions with a WLAN in a way which is transparent to the RNC. As the RNC is the controlling node, the simplest solution is that the RNC is the UTRAN control point for mobility between 3GPP and WLAN APs.
Proposal 4: The RNC  is the control point in UTRAN for mobility between 3GPP and WLAN.
The current goal of this SI is to fully take advantage of the underutilized WLAN resources and use them as additional capacity for the 3GPP network. In the scope of this SI, It is reasonable and feasible to modify 3GPP protocols but any modification of WLAN protocols would require strong coordination with IEEE which considerably extends the time to discussion possible solutions. For the sake of simplicity and in order to maximise the chances to have a solution in Rel-12, we propose
Proposal 5: Solutions should not require any modification to existing WLAN protocols..
Conclusion
In this contribution, we discuss some requirement issues on 3GPP-WLAN interworking and find out what will be considered in further studies.
Proposal 1: The 3GPP network shall be able to control each terminal decision to connect to a WLAN or disconnect from a WLAN, i.e. each action to connect or disconnect to WLAN should be triggered or at least allowed by the 3GPP network.
Proposal 2: Discuss whether the offloading to/back from WLAN should be per service or bearer or whether all services and bearers shall be offloaded at the same time.
Proposal 3: Solutions should not require any handover preparation or data forwarding mechanism at mobility between 3GPP and WLAN. 
Proposal 4: The RNC is the control point in UTRAN for mobility between 3GPP and WLAN.
Proposal 5: Solutions should not require any modification to existing WLAN protocols.
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