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1. Introduction
Today, smartphones are growing quickly and the access control is becoming more important for network in some scenarios, e.g. network congestion. So far, when lots of UEs are accessing the network simultaneously, there are many mechanisms within the 3GPP standards to control these UEs. However, it is still not sufficient for the existing network to meet the control need.
In this paper, we attempt to trigger a discussion on further access control, and our view is provided on how this problem can be mitigated by the network side.
2. Discussion
2.1. Background
Currently, the network can control UE accessing the network by the following methods:

· Setting the Access Class Barred information of normal cell access
· Domain Specific Access Control (DSAC)
· Paging Permission with Access Control (PPAC)
· Configuring wait time to notify UE not to originate again the request that was refused
In this section, we will analyze the limitations of current methods and possible solutions are also provided.
2.2. Access Control mechanisms
According to [1], the network controls UEs’ initial access by setting “Access Class Barred” of Cell Access Restriction. In Release 6, Domain Specific Access Control mechanism was introduced, and it allows the network to differentiate the service domains and corresponding “Access Class Barred” information can be set.
For example, the IE "Access Class Barred" of Cell Access Restriction is showed as below.

	Access Class Barred list
	CV-SIB3-MD
	maxAC
	
	Default is no access class barred is applied.

The first instance of the parameter corresponds to Access Class 0, the second to Access Class 1 and so on up to Access Class 15. UE reads this IE of its access class stored in SIM.
	

	>Access Class Barred
	MP
	
	Enumerated (barred, not barred) 
	
	


      *maxAC equals 16 and the value 10~15 is used for special services.

In Release 8, the Paging Permission with Access Control to control UEs’ access was introduced, and the aim of PPAC is to control access of sending a response to Paging message or initiating a Location/Registration procedure.
In order to avoid barring specific UEs of certain access class for a long time, network need to update SIB3 to restrict different ACs in turn in case of network congestion.In addition, SIB3 is required to be updated due to network loading situation.
Frequent updating of SIB3 will bring several problems, e.g. increased paging messages due to system information change, additional user power consumption due to frequent SIB readings. In addition, for each SIB there is a value tag that the UE compares with the latest read value tag of the SIB. Only if the value has changes after the last reading of the SIB in question does the UE re-read it. However, when after state transition procedure or cell reselection procedure, the UE will not re-read the SIB which it has read before in case that the value tag is the same as the stored value, e.g. the network changes the value tag of the SIB in cycle.
Observation 1: Current SIB3 updating mechanism is considered not efficient for real network implementation.
Regarding observation 1, one can consider a simple solution like extending the range of value tag, but the issue of frequent SIB3 updating is not solved. Another solution is to use paging message or SIB7 to broadcast access control information, e.g. if the UL interference is too high, it is not good to let the UE accessing the network, and otherwise UL interference will be further worsen.
Currently, smart phones may trigger frequent PS traffic. In order to avoid signalling storm, normally the network will keep the UE in CELL_PCH or URA_PCH state if the UE does not have any traffic for a period of time. For these users, Uplink Direct Transfer message is usually used to trigger PS traffic.
However, for users in CELL_PCH state or URA_PCH state, if the network is in congestion, it is not possible for the UE to limit the transmission of UDT messages to the PS domain. Assumed that both IDT messages and UDT messages are transmitted on SRB3, a uniform ASC is generated and a uniform persistence value Pi is calculated. In this case, it is not possible to distinguish UDT messages and IDT messages separately. The problem becomes more urgent in the existing network, because more UEs will be configured in CELL_PCH/URA_PCH state and more PS traffics are seen to happen.

Observation 2: Current Access Control mechanism can not distinguish UDT messages and IDT messages separately, in case that both UDT and IDT messages are transmitted on SRB3.
2.3. Wait time mechanism
Another approach for network to mitigate the congestion issue is wait time mechanism, and it can avoid UE accessing continuously. From implementation point of view, in case of network congestion scenarios, the network may want to delay the UE accessing on PS domain and does not impact normal CS access, and thus good Quality of Experience for voice traffic can be achieved.
However, current mechanism is not able to differentiate between PS domain and CS domain, so it should be considered to enhance the current wait time mechanism. Furthermore, the maximum value of the current wait time is 15 s, and it is not long enough to control traffic related to PS domain, e.g. low priority PS traffic.
Observation 3: Current Wait time mechanism can not distinguish CS domain and PS domain.
Observation 4: The maximum value of the current wait time (15 s) may not enough in some cases (e.g. PS domain).
Based on the above analysis, we propose:
Proposal 1: RAN2 is kindly asked to discuss whether the observations 1 to 4 are the common understanding.
3. Conclusion

In this contribution, we give analysis on the current Access Control mechanisms. It is proposed:
Proposal 1: RAN2 is kindly asked to discuss whether the observations 1 to 4 are the common understanding.
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