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8.3.3
UTRAN mobility information
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Figure 8.3.3-1: UTRAN mobility information procedure, normal flow
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Figure 8.3.3-2: UTRAN mobility information procedure, failure case

8.3.3.1
General
The purpose of this procedure is to allocate any one or a combination of the following to a UE in connected mode:

-
a new C-RNTI;

-
a new U-RNTI;

-
a new H-RNTI (FDD, CELL_FACH state and 1.28 Mcps TDD only);

-
a new E-RNTI (FDD, CELL_FACH state and 1.28 Mcps TDD only);

-
other mobility related information.

8.3.3.2
Initiation
To initiate the procedure UTRAN transmits a UTRAN MOBILITY INFORMATION message to the UE on the downlink DCCH using AM or UM RLC. In case of SRNS relocation, the message is sent using UM RLC only.

8.3.3.3
Reception of UTRAN MOBILITY INFORMATION message by the UE
When the UE receives a UTRAN MOBILITY INFORMATION message, it shall:

1>
act on received information elements as specified in subclause 8.6;

1>
if the IE "Dedicated Priority Information" is present:

2>
act upon the received IE as described in subclause 8.6.7.23.

1>
if the IE "UE Timers and constants in connected mode" is present:

2>
store the values of the IE "UE Timers and constants in connected mode" in the variable TIMERS_AND_CONSTANTS, replacing any previously stored value for each timer and constant; and

2>
if the IE "T323" is not present:

3>
clear any value of the timer T323 stored in the IE "UE Timers and constants in connected mode" in the variable TIMERS_AND_CONSTANTS; and
2>
for each updated timer value:

3>
start using the new value next time the timer is started;

NOTE:
If a new value of timer T305 is included in the IE "UE Timers and constants in connected mode", and the old value of timer T305 is "infinity", the new value may not be used immediately.
2>
for each updated constant value:

3>
start using the new value directly;

1>
if the IE "CN domain specific DRX cycle length coefficient" is present:

2>
store the value of the IE "CN domain specific DRX cycle length coefficient" for that CN domain, replacing any previously stored value; and

2>
use the value to determine the connected mode paging occasions according to [4].
1>
if the IE "Domain Specific Access Restriction Parameters Update" is present:
2>
for the variable "DSAC_PARAM":

3>
if the variable "DSAC_PARAM is not set, the UE shall:

4>
store that Domain Specific Access Restriction Parameters to the variable "DSAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released:

3>
else (DSAC_PARAM is stored), the UE shall:

4>
update the variable "DSAC_PARAM" with that Domain Specific Access Restriction Parameters;

1>
if the IE “Paging Permission with Access Control Parameters Update” is present:
2>
for the variable "PPAC_PARAM":

3> if the variable "PPAC_PARAM" is not set, the UE shall:
4>
store that Paging Permission with Access Control Parameters to the variable "PPAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released.
3>
else (PPAC_PARAM is stored) UE shall:

4>
update the variable "PPAC_PARAM" with that Paging Permission with Access Control Parameters.

1>
set the IE "RRC transaction identifier" in the UTRAN MOBILITY INFORMATION CONFIRM message to the value of "RRC transaction identifier" in the entry for the UTRAN MOBILITY INFORMATION message in the table "Accepted transactions" in the variable TRANSACTIONS; and

1>
clear that entry;

1>
if the UTRAN MOBILITY INFORMATION message contained the IE "Ciphering mode info" or contained the IE "Integrity protection mode info":

2>
set the IE "Status" in the variable SECURITY_MODIFICATION for all the CN domains in the variable SECURITY_MODIFICATION to "Affected".

1>
if the variable PDCP_SN_INFO is non-empty:

2>
include the IE "RB with PDCP information list" in the UTRAN MOBILITY INFORMATION CONFIRM message and set it to the value of the variable PDCP_SN_INFO.

1>
if the received UTRAN MOBILITY INFORMATION message included the IE "Downlink counter synchronisation info":

2>
if the variable PDCP_SN_INFO is empty:

3>
configure the corresponding RLC entity for all AM and UM radio bearers and AM and UM signalling radio bearers except RB2 to "stop".
2>
else:

3>
configure the RLC entity for signalling radio bearers RB1, RB3 and RB4 to "stop";

3>
configure the RLC entity for UM and AM radio bearers for which the IE "PDCP SN Info" is not included to "stop".
2>
re-establish the RLC entity for RB2;

2>
clear all entries in the table "Processed transactions" in the variable TRANSACTIONS;

2>
for the downlink and the uplink, apply the ciphering configuration as follows:

3> if the received re-configuation message included the IE "Ciphering Mode Info":

4> use the ciphering configuration in the received message when transmitting the response message.

3>
if the ciphering configuration for RB2 from a previously received SECURITY MODE COMMAND has not yet been applied because the activation times not having been reached:

4>
if the previous SECURITY MODE COMMAND was received due to new keys being received:

5>
consider the new ciphering configuration to include the received new keys;

5>
initialise the HFN component of the uplink COUNT-C and downlink COUNT-C of SRB2 as indicated in subclause 8.1.12.3.1.

4>
else if the ciphering configuration for RB2 from a previously received SECURITY MODE COMMAND has not yet been applied because of the corresponding activation times not having been reached and the previous SECURITY MODE COMMAND caused a change in LATEST_CONFIGURED_CN_DOMAIN:

5>
consider the new ciphering configuration to include the keys associated with the LATEST_CONFIGURED_CN_DOMAIN;

5>
initialise the HFN component of the uplink COUNT-C and downlink COUNT-C of SRB2 to the most recently transmitted IE "START list" or IE "START" for the LATEST_CONFIGURED_CN_DOMAIN at the reception of the previous SECURITY MODE COMMAND.

4>
apply the new ciphering configuration immediately following RLC re-establishment.

3>
else:

4>
continue using the current ciphering configuration.
2>
set the new uplink and downlink HFN component of COUNT-C of RB2 to MAX(uplink HFN component of COUNT-C of RB2, downlink HFN component of COUNT-C of RB2);

2>
increment by one the downlink and uplink values of the HFN component of COUNT-C for RB2;

2>
calculate the START value according to subclause 8.5.9;

2>
include the calculated START values for each CN domain in the IE "START list" in the IE "Uplink counter synchronisation info" in the UTRAN MOBILITY INFORMATION CONFIRM message.

2>
if an IE "Logged Measurement Info-FDD" or "Logged Measurement Info-TDD" in variable LOGGED_MEAS_REPORT_VARIABLE is present and registered PLMN is the same as the IE "PLMN Identity" stored in variable LOGGED_MEAS_REPORT_VARIABLE:

3>
include IE "Logged Meas Available".

2>

For any measurement of type CSG Proximity detection or any measurement associated with CELL_INFO_CSG_LIST (i.e.CSG Proximity detection, CSG intra-frequency measurement, CSG inter-frequency measurement and/or SI acquisition):

3>
stop all measurements of type CSG Proximity detection and all measurements associated with CELL_INFO_CSG_LIST (i.e.CSG Proximity detection, CSG intra-frequency measurement, CSG inter-frequency measurement and/or SI acquisition);

3>
delete measurement control information for all measurements of type CSG Proximity detection and all measurements associated with CELL_INFO_CSG_LIST (i.e.CSG Proximity detection, CSG intra-frequency measurement, CSG inter-frequency measurement and/or SI acquisition);

3>
clear the variable CELL_INFO_CSG_LIST.

1>
transmit a UTRAN MOBILITY INFORMATION CONFIRM message on the uplink DCCH using AM RLC;

1>
if the IE "Integrity protection mode info" was present in the UTRAN MOBILITY INFORMATION message:

2>
start applying the new integrity protection configuration in the uplink for signalling radio bearer RB2 from and including the transmitted UTRAN MOBILITY INFORMATION CONFIRM message.

1>
if the IE "Downlink counter synchronisation info" was included in the received UTRAN MOBILITY INFORMATION message:

2>
when RLC has confirmed the successful transmission of the response message:

3>
if the variable PDCP_SN_INFO is empty:

4>
configure the RLC entity for all AM and UM radio bearers and AM and UM signalling radio bearers except RB2 to "continue".
3>
else:

4>
configure the RLC entity for signalling radio bearers RB1, RB3 and RB4 to "continue";

4>
configure the RLC entity for UM and AM radio bearers for which the IE "PDCP SN Info" is not included to "continue".
3>
re-establish all AM and UM RLC entities with RB identities larger than 4 and set the first 20 bits of all the HFN component of the respective COUNT-C values to the START value included in the response message for the corresponding CN domain;

3>
re-establish the RLC entities with RB identities 1, 3 and 4 and set the first 20 bits of all the HFN component of the respective COUNT-C values to the START value included in the response message for the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN;

3>
set the remaining bits of the HFN component of the COUNT-C values of all UM RLC entities to zero;

3>

if the IE "PDCP context relocation info" is not present:
4>
re-initialise the PDCP header compression entities of each radio bearer in the variable ESTABLISHED_RABS as specified in [36].

3>

if the IE "PDCP context relocation info" is present:
4>
perform the actions as specified in subclause 8.6.4.13.

1>
if the variable PDCP_SN_INFO is empty; and

2>
if the UTRAN MOBILITY INFORMATION message contained the IE "Ciphering mode info":

3>
when RLC has confirmed the successful transmission of the UTRAN MOBILITY INFORMATION CONFIRM message:

4>
perform the actions below:

2>
if the UTRAN MOBILITY INFORMATION message did not contain the IE "Ciphering mode info":

3>
when RLC has been requested to transmit the UTRAN MOBILITY INFORMATION CONFIRM message:

4>
perform the actions below.

1>
if the variable PDCP_SN_INFO is non-empty:

2>
when RLC has confirmed the successful transmission of the UTRAN MOBILITY INFORMATION CONFIRM message:

3>
for each radio bearer in the variable PDCP_SN_INFO:

4>
if the IE "RB started" in the variable ESTABLISHED_RABS is set to "started":

5>
configure the RLC entity for that radio bearer to "continue".

3>
clear the variable PDCP_SN_INFO; and

3>
perform the actions below.

The UE shall:

1>
if the UTRAN MOBILITY INFORMATION message contained the IE "Ciphering mode info":

2>
resume data transmission on any suspended radio bearer and signalling radio bearer mapped on RLC-AM or RLC-UM;

2>
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

2>
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO.

1>
if the UTRAN MOBILITY INFORMATION message contained the IE "Integrity protection mode info":

2>
allow the transmission of RRC messages on all signalling radio bearers with any RRC SN;

2>
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

2>
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO.

1>
clear the variable SECURITY_MODIFICATION.

The procedure ends.

10.2.62
UTRAN MOBILITY INFORMATION
This message is used by UTRAN to allocate a new RNTI and to convey other UTRAN mobility related information to a UE.


RLC-SAP: AM or UM


Logical channel: DCCH


Direction: UTRAN(UE

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	Message Type
	MP
	
	Message Type
	
	

	UE Information Elements
	
	
	
	
	

	Integrity check info
	CH
	
	Integrity check info 10.3.3.16
	
	

	RRC transaction identifier
	MP
	
	RRC transaction identifier 10.3.3.36
	
	

	Integrity protection mode info
	OP
	
	Integrity protection mode info 10.3.3.19
	The UTRAN should not include this IE unless it is performing an SRNS relocation
	

	Ciphering mode info
	OP
	
	Ciphering mode info 10.3.3.5
	The UTRAN should not include this IE unless it is performing an SRNS relocation and a change in ciphering algorithm
	

	New U-RNTI
	OP
	
	U-RNTI 10.3.3.47
	
	

	New C-RNTI
	OP
	
	C-RNTI 10.3.3.8
	
	

	New H-RNTI
	OP
	
	H-RNTI 10.3.3.14a
	
	REL-7

	New Primary E-RNTI
	OP
	
	E-RNTI 10.3.3.10a
	
	REL-8

	UE Timers and constants in connected mode
	OP
	
	UE Timers and constants in connected mode 10.3.3.43
	
	

	Dedicated priority information
	OP
	
	Dedicated priority information 10.3.2.7
	
	REL-8

	CN Information Elements
	
	
	
	
	

	CN Information info
	OP
	
	CN Information info full 10.3.1.3a
	
	

	Domain Specific Access Restriction Parameters Update
	OP
	
	Domain Specific Access Restriction Parameters Update
10.3.1.3c
	
	REL-11

	Paging Permission with Access Control Parameters Update
	OP
	
	Paging Permission with Access Control Parameters Update10.3.1.10a
	
	REL-11

	UTRAN Information Elements
	
	
	
	
	

	URA identity
	OP
	
	URA identity 10.3.2.6
	
	

	RNC support for change of UE capability
	OP
	
	Boolean
	Should be included if the message is used to perform an SRNS relocation
	REL-7

	RB Information elements
	
	
	
	
	

	Downlink counter synchronisation info
	OP
	
	
	
	

	>RB with PDCP information list
	OP
	1 to <maxRBallRABs>
	
	
	

	>>RB with PDCP information
	MP
	
	RB with PDCP information

10.3.4.22
	This IE is needed for each RB having PDCP in the case of lossless SRNS relocation
	

	
	OP
	
	
	
	REL-5

	>>PDCP context relocation info
	OP
	
	PDCP context relocation info 10.3.4.1a
	This IE is needed for each RB having PDCP and performing PDCP context relocation
	REL-5


11.2
PDU definitions

--**************************************************************

--

-- TABULAR: The message type and integrity check info are not

-- visible in this module as they are defined in the class module. 

-- Also, all FDD/TDD specific choices have the FDD option first 

-- and TDD second, just for consistency.

--

--**************************************************************

PDU-definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

--**************************************************************

--

-- IE parameter types from other modules

--

--**************************************************************

IMPORTS

-- Core Network IEs :


CN-DomainIdentity,


CN-InformationInfo,


CN-InformationInfo-r6,


CN-InformationInfoFull,

DomainSpecificAccessRestrictionParam-v670ext,

PagingPermissionWithAccessControlParameters,

NAS-Message,


PagingRecordTypeID,


PLMN-Identity,

-- UTRAN Mobility IEs :


CellIdentity,


CellIdentity-PerRL-List,


DedicatedPriorityInformation,


URA-Identity,

-- User Equipment IEs :


AccessStratumReleaseIndicator,


ActivationTime,


C-RNTI,


CapabilityUpdateRequirement,


CapabilityUpdateRequirement-r4,


CapabilityUpdateRequirement-r4-ext,


CapabilityUpdateRequirement-r5,


CapabilityUpdateRequirement-v770ext,


CapabilityUpdateRequirement-v860ext,


CapabilityUpdateRequirement-r7,


CapabilityUpdateRequirement-r8,


CellUpdateCause,


CellUpdateCause-ext,


CipheringAlgorithm,


CipheringAlgorithm-r7,


CipheringModeInfo,


CipheringModeInfo-r7,


DelayRestrictionFlag,


DL-PhysChCapabilityFDD-v380ext,


DSCH-RNTI,


E-RNTI,


EstablishmentCause,


ExtendedWaitTime,


FailureCauseWithProtErr,


FailureCauseWithProtErrTrId,


FrequencyBandsIndicatorSupport,


GroupReleaseInformation,


H-RNTI,


High-MobilityDetected,

InitialUE-Identity,


IntegrityProtActivationInfo,


IntegrityProtectionModeInfo,


IntegrityProtectionModeInfo-r7,


N-308,


PagingCause,


PagingRecordList,


PagingRecord2List-r5,


PDCP-Capability-r4-ext,


PDCP-Capability-v770ext,

Pre-RedirectionInfo,


ProtocolErrorIndicator,


ProtocolErrorIndicatorWithMoreInfo,


RadioFrequencyBandTDDList,


Rb-timer-indicator,


RedirectionInfo,


RedirectionInfo-r6,


RedirectionInfo-v860ext,


RejectionCause,


ReleaseCause,


RF-CapabBandListFDDComp-ext2,


RF-CapabilityComp,


RRC-StateIndicator,


RRC-TransactionIdentifier,


SecurityCapability,


SR-VCC-Info,


SR-VCC-SecurityRABInfo-v860ext,


START-Value,


STARTList,


SystemSpecificCapUpdateReq-v590ext,


U-RNTI,


U-RNTI-Short,


UESpecificBehaviourInformation1idle,


UESpecificBehaviourInformation1interRAT,


UE-CapabilityContainer-IEs,


UE-ConnTimersAndConstants,


UE-ConnTimersAndConstants-v3a0ext,


UE-ConnTimersAndConstants-v860ext, 

UE-ConnTimersAndConstants-r11,

UE-ConnTimersAndConstants-r5,

--------------------------------------text omitted--------------------------------------------------

-- ***************************************************

--

-- UTRAN MOBILITY INFORMATION

--

-- ***************************************************

UTRANMobilityInformation ::= CHOICE {


r3







SEQUENCE {



utranMobilityInformation-r3

UTRANMobilityInformation-r3-IEs,



v3a0NonCriticalExtensions

SEQUENCE {




utranMobilityInformation-v3a0ext
UTRANMobilityInformation-v3a0ext-IEs,




laterNonCriticalExtensions


SEQUENCE {





-- Container for additional R99 extensions





utranMobilityInformation-r3-add-ext

BIT STRING

OPTIONAL,





v690NonCriticalExtensions


SEQUENCE {





utranMobilityInformation-v690ext
UtranMobilityInformation-v690ext-IEs,






v860NonCriticalExtentions


SEQUENCE {







utranMobilityInformation-v860ext
UTRANMobilityInformation-v860ext1-IEs,







nonCriticalExtensions



SEQUENCE {}

OPTIONAL






}

OPTIONAL





}

OPTIONAL




}

OPTIONAL



}

OPTIONAL


},


later-than-r3




SEQUENCE {



rrc-TransactionIdentifier

RRC-TransactionIdentifier,



criticalExtensions



CHOICE {




r5







SEQUENCE {





utranMobilityInformation-r5

UTRANMobilityInformation-r5-IEs,





v690NonCriticalExtensions

SEQUENCE {





utranMobilityInformation-v690ext
UtranMobilityInformation-v690ext-IEs,






v860NonCriticalExtentions


SEQUENCE {







utranMobilityInformation-v860ext
UTRANMobilityInformation-v860ext1-IEs,







nonCriticalExtensions


SEQUENCE {}

OPTIONAL






}

OPTIONAL





}
OPTIONAL




},




criticalExtensions




CHOICE {





r7








SEQUENCE{






utranMobilityInformation-r7


UTRANMobilityInformation-r7-IEs,






-- Container for adding non critical extensions after freezing REL-8






utranMobilityInformation-r7-add-ext
BIT STRING

OPTIONAL,






v860NonCriticalExtensions


SEQUENCE {







utranMobilityInformation-v860ext
UTRANMobilityInformation-v860ext2-IEs,






nonCriticalExtensions



SEQUENCE {}

OPTIONAL






}

OPTIONAL





},




criticalExtensions




CHOICE {





r11








SEQUENCE{






utranMobilityInformation-r11


UTRANMobilityInformation-r11-IEs





},





criticalExtensions



SEQUENCE {}




}



}



}

}

}

--------------------------------------text omitted-------------------------------------------------------------
UTRANMobilityInformation-r7-IEs ::= SEQUENCE {


-- User equipment IEs



integrityProtectionModeInfo

IntegrityProtectionModeInfo-r7

OPTIONAL,



cipheringModeInfo



CipheringModeInfo-r7



OPTIONAL,



new-U-RNTI





U-RNTI







OPTIONAL,



new-C-RNTI





C-RNTI







OPTIONAL,



new-H-RNTI





H-RNTI







OPTIONAL,



ue-ConnTimersAndConstants

UE-ConnTimersAndConstants-r5

OPTIONAL,


-- CN information elements



cn-InformationInfo



CN-InformationInfoFull



OPTIONAL,



primary-plmn-Identity


PLMN-Identity





OPTIONAL,


-- UTRAN mobility IEs



ura-Identity




URA-Identity





OPTIONAL,



supportForChangeOfUE-Capability
BOOLEAN







OPTIONAL,


-- Radio bearer IEs



dl-CounterSynchronisationInfo
DL-CounterSynchronisationInfo-r5
OPTIONAL

}
UTRANMobilityInformation-v860ext1-IEs ::= SEQUENCE {


-- User equipment IEs


-- UE shall take into account the following ue-ConnTimersAndConstants


-- only when ue-ConnTimersAndConstants IE is present in


-- UTRANMobilityInformation-r3-IEs or UTRANMobilityInformation-r5-IEs.


-- Otherwise, UE shall discard it.



ue-ConnTimersAndConstants

UE-ConnTimersAndConstants-v860ext

}

UTRANMobilityInformation-v860ext2-IEs ::= SEQUENCE {


-- User equipment IEs



newPrimary-E-RNTI



E-RNTI







OPTIONAL,


-- UE shall take into account the following ue-ConnTimersAndConstants


-- only when ue-ConnTimersAndConstants IE is present in


-- UTRANMobilityInformation-r7-IEs. Otherwise, UE shall discard it.



ue-ConnTimersAndConstants

UE-ConnTimersAndConstants-v860ext,


-- UTRAN Mobility IEs



dedicatedPriorityInformation
DedicatedPriorityInformation

OPTIONAL

}

UTRANMobilityInformation-r11-IEs ::= SEQUENCE {


-- User equipment IEs



integrityProtectionModeInfo

IntegrityProtectionModeInfo-r7

OPTIONAL,



cipheringModeInfo



CipheringModeInfo-r7



OPTIONAL,



new-U-RNTI





U-RNTI







OPTIONAL,



new-C-RNTI





C-RNTI







OPTIONAL,



new-H-RNTI





H-RNTI







OPTIONAL,


newPrimary-E-RNTI



E-RNTI







OPTIONAL,


ue-ConnTimersAndConstants

UE-ConnTimersAndConstants-r11

OPTIONAL,

-- CN information elements



cn-InformationInfo



CN-InformationInfoFull



OPTIONAL,



primary-plmn-Identity


PLMN-Identity





OPTIONAL,


dSACRestrictionParam


DomainSpecificAccessRestrictionParam-v670ext
OPTIONAL,


pPACControlParameters 


PagingPermissionWithAccessControlParameters 
OPTIONAL,

-- UTRAN mobility IEs



ura-Identity




URA-Identity





OPTIONAL,



supportForChangeOfUE-Capability
BOOLEAN







OPTIONAL,


dedicatedPriorityInformation
DedicatedPriorityInformation

OPTIONAL,

-- Radio bearer IEs



dl-CounterSynchronisationInfo
DL-CounterSynchronisationInfo-r5
OPTIONAL

}
-- ***************************************************

--

-- UTRAN MOBILITY INFORMATION CONFIRM

--

-- ***************************************************
--------------------------------------text omitted-------------------------------------------------------------
11.3
Information element definitions

InformationElements DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


hiPDSCHidentities,


hiPUSCHidentities,


hiRM,


maxAC,


maxAdditionalMeas,


maxMultipleFrequencyBandsEUTRA,


maxMultipleFrequencyBandsF
--------------------------------------text omitted-------------------------------------------------------------
UE-ConnTimersAndConstants-r5 ::=

SEQUENCE {

-- Optional is used also for parameters for which the default value is the last one read in SIB1

-- t-301 and n-301 should not be used by the UE in this version of the specification


t-301







T-301







DEFAULT ms2000,


n-301







N-301







DEFAULT 2,


t-302







T-302







DEFAULT ms4000,


n-302







N-302







DEFAULT 3,


t-304







T-304







DEFAULT ms2000,


n-304







N-304







DEFAULT 2,


t-305







T-305







DEFAULT m30,


t-307







T-307







DEFAULT s30,


t-308







T-308







DEFAULT ms160,


t-309







T-309







DEFAULT 5,


t-310







T-310







DEFAULT ms160,


n-310







N-310







DEFAULT 4,


t-311







T-311







DEFAULT ms2000,


t-312







T-312







DEFAULT 1,


n-312







N-312-r5






DEFAULT s1,


t-313







T-313







DEFAULT 3,


n-313







N-313







DEFAULT s20,


t-314







T-314







DEFAULT s12,


t-315







T-315







DEFAULT s180,


n-315







N-315-r5






DEFAULT s1,


t-316







T-316







DEFAULT s30,


t-317







T-317







DEFAULT infinity4
}

UE-ConnTimersAndConstants-v860ext ::= SEQUENCE {


t-323







T-323







OPTIONAL

}

UE-ConnTimersAndConstants-r11 ::=

SEQUENCE {

-- Optional is used also for parameters for which the default value is the last one read in SIB1

-- t-301 and n-301 should not be used by the UE in this version of the specification


t-301







T-301







DEFAULT ms2000,


n-301







N-301







DEFAULT 2,


t-302







T-302







DEFAULT ms4000,


n-302







N-302







DEFAULT 3,


t-304







T-304







DEFAULT ms2000,


n-304







N-304







DEFAULT 2,


t-305







T-305







DEFAULT m30,


t-307







T-307







DEFAULT s30,


t-308







T-308







DEFAULT ms160,


t-309







T-309







DEFAULT 5,


t-310







T-310







DEFAULT ms160,


n-310







N-310







DEFAULT 4,


t-311







T-311







DEFAULT ms2000,


t-312







T-312







DEFAULT 1,


n-312







N-312-r5






DEFAULT s1,


t-313







T-313







DEFAULT 3,


n-313







N-313







DEFAULT s20,


t-314







T-314







DEFAULT s12,


t-315







T-315







DEFAULT s180,


n-315







N-315-r5






DEFAULT s1,


t-316







T-316







DEFAULT s30,


t-317







T-317







DEFAULT infinity4,

t-323







T-323







OPTIONAL
}
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