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1 Introduction
An issue has been raised that the digital signature mechanism for ETWS was not fully specified. As a consequence, it has been agreed to remove ETWS with security feature from Rel-8/Rel-9/Rel-10 and Rel-11 specifications.
At RAN2#77bis, RAN2 has agreed in principle the CRs in [3] and [4] that remove the feature from UTRAN and E-UTRAN RRC specification.
2 Discussion
While for all other documents (23.401 [1], 23.041 [1], 36.331 [4]), the ETWS with security feature has been fully removed from the specification, a different approach has been followed for the UMTS specification (25.331 [3]). In this specific case, only the IE carrying the security information has been removed and some normative text has been added to specify that the ETWS with security feature was not supported in this release of the specification.
Though we understand that the reason for this is to reuse the existing procedure text (and potential existing implementation) in a future release, we have a lot concern with this approach for the following reasons:
1) The UMTS RRC specification is already very complicated and difficult to understand. This approach makes thing even worse as one has to find out whether a sub-clause or portion of a sub-clause is applicable or not.
2) It is known that section 8.1.17.3.2 related to ETWS reception via S-CCPCH is not correct. A correction was proposed at RAN2#77 but was not agreed on the assumption that the section will be removed 
3) Sections 8.1.17.3.6, 8.1.17.4 and 8.1.17.6 (no longer applicable) describe the interactions between the Rel-8 UE DRX feature and ETWS with security feature. In release 11, a new, separate, UE DRX scheme will be introduced and it is not clear how this should be dealt with. In any case, this would introduce more risk of discrepancies in the release 11 and  release 12 specification.
4) The solution for PWS security in release 12 has not been finalised yet and there is no guarantee that the mechanism agreed for release 8 will be applicable or appropriate.
3 Conclusion

Based on the discussion in section 2 we propose to remove completely the ETWS with security feature from 25.331 in Rel8/Rel-9/Rel-10 and Rel-11. This does not prevent the reintroduction of the procedure if needed in a future release. 
If the proposal is agreed, Broadcom has prepared the corresponding CRs in [7], [8], [9] and [10].
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