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1 Introduction

In RAN2#77b meeting, it was agreed that

· CCCH and DCCH may be fallback to R99 by the network, and DTCH can not be fallback.

· The network may fallback the UE with a specific E-AI index which is to be configured by the network after UE accesses requesting a common E-DCH resource.

· After specific E-AI index is received by UE, the UE fallbacks if the UE is accessing to transmit CCCH or DCCH, and the UE back-off if the UE is accessing to transmit DTCH.
· Fallback means that the UE accesses again with a PRACH R99 signature to transmit its CCCH/DCCH data. 
In this contribution, we list some open issues for fallback to R99 feature and give some proposals.
2 Discussion

2.1 CCCH/DCCH Fallback Configuration
It was agreed that CCCH/DCCH could be fallback to R99 by NodeB. SRB0 carrying CCCH is configured by SIB5, CRNC will always keep more than one SRB0 in order to receive PRACH or E-RACH data for different capability UEs. Hence, for SRNC, no enhancement is needed for the case of CCCH fallback to R99, as it is for network relatively easy to implement fallback to R99 feature.
SRB1/2/3/4 carrying DCCH is configured by dedicated signalling procedure, and currently if both network and UE support common E-DCH, then only common E-DCH corresponding SRB1/2/3/4 is configured, else only PRACH corresponding SRB1/2/3/4 is configured. For fallback to R99, RNC could not foresee when the UE will be fallback by NodeB, hence, two kinds of SRB1/2/3/4 mapping shall be configured together in advance, and it could be for network relatively complex to implement fallback to R99 feature.
Given the analysis above, it is proposed that the activation of the fallback mechanism for CCCH and DCCH is kept separate, in order to allow network flexible implementation.
Proposal 1: the activation of the fallback mechanism for CCCH and DCCH is kept separate in order to allow network flexible implementation.
2.2 UE behavior upon receiving fallback indicator

It has been agreed that CCCH and DCCH can be fallback to R99 by the NodeB while DTCH cannot be fallback. Nevertheless DCCH and DTCH may be multiplexed in one MAC-i PDU, while DCCH and DTCH could not be multiplexed in one MAC-c PDU, therefore it needs to be discussed whether fallback should be performed when random access is triggered by one MAC-i PDU including DCCH and DTCH data. 
In this case, if fallback is performed, then after DCCH is transmitted completely in PRACH, common E-DCH access is triggered to transmit DTCH data, and DTCH data transmission is delayed. Hence it is proposed that for DCCH and DTCH triggering random access the UE should re-try common E-DCH access upon receiving fallback to PRACH R99 indicator.
Proposal2: UE shall re-try common E-DCH access upon receiving fallback to PRACH R99 indicator if there are DCCH and DTCH data in MAC buffer.
Based on above analysis in 2.1, it is seen that two kinds of SRB1/2/3/4 mapping should be configured  together for supporting fallback to R99 UE by SRNC, and SRNC could not decode the MAC-d PDU correctly when fallback for DCCH is performed if two kinds of SRB1/2/3/4 are not configured. Hence, it is proposed that the UE will re-try common E-DCH access upon receiving fallback to PRACH R99 indicator if two kinds of SRB1/SRB2/SRB3/SRB4 are not configured.
Proposal3: UE could perform fallback to R99 for DCCH upon receiving fallback to PRACH R99 indicator only if two kinds of SRB1/SRB2/SRB3/SRB4 for RACH and common E-DCH are both configured.
2.3 UE behavior of PRACH Access Failure
CCCH/DCCH could be fallback to R99 by network, and UE behaviour is unclear if PRACH access fails (i.e. the maximum number of preamble ramping cycles Mmax is exceeded) after UE is fallback to R99. According to the current specifications, the MAC PDU is discarded after RACH access fails, then RACH access triggered by next new MAC PDU is considered as another initial access, hence it is proposed that UE should re-try common E-DCH access if PRACH access fails after UE is fallback to R99.
Proposal4: UE could re-try common E-DCH access if PRACH access fails after UE is fallback to R99.
3 Conclusion

In this contribution, we analyse some possible issues of Fallback to R99 and it is proposed that:
Proposal 1: the activation of the fallback mechanism for CCCH and DCCH is kept separate in order to allow network flexible implementation.

Proposal2: UE shall re-try common E-DCH access upon receiving fallback to PRACH R99 indicator if there are DCCH and DTCH data in MAC buffer.
Proposal3: UE could perform fallback to R99 for DCCH upon receiving fallback to PRACH R99 indicator only if two kinds of SRB1/SRB2/SRB3/SRB4 for RACH and common E-DCH are both configured.
Proposal4: UE could re-try common E-DCH access if PRACH access fails after UE is fallback to R99.
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