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1 Introduction

Connection-setup in ISM technologies has not yet received much attention in this study item, but of course it is a critical component of coexistence operation. In [1], we explained the need to have short term and long term TDM support for BT and WLAN connection setup events. 
One classification for connection-setup events could be based on the event duration. For example, extended events last for 100 ms to several seconds, and short events last for a few ms. A second classification for connection-setup events is rare (ex. happens few times a day) versus periodic. 
Examples for extended BT events [1] are Inquiry, Paging and Link Manager Protocol (LMP) sequence exchange. Inquiry is typically user initiated at initial device pairing, and Paging is performed to establish a call and hence both are rare events. After a successful Paging, the LMP sequence exchange takes place to configure the connection. Examples for extended WLAN events are Passive Scanning, Association, and Authentication. Passive scanning could be periodic, every few minutes, when the STA is searching for APs. Association and Authentication could happen few times a day, therefore rare, when establishing a connection and they have long timeouts. In these connection-setup scenarios LTE connection should not be dropped and hence possible solutions to accommodate such extended events could be to use power backoff or TDM gaps. 
The focus of this paper is on short events (both rare and periodic) during ISM connection-setup that should override LTE transmission or reception. We argue that LTE performance loss due to such denials for short-rare events  is acceptable since the duty cycle of these events is small and hence, autonomous denials should be adopted as a solution for this case. We also propose that the impact of autonomous denial to protect short-periodic events on LTE link performance could be mitigated by limiting the autonomous denial rate.

Since some connection setup events are short-periodic with low duty cycle, FDM solutions (Handover) are not applicable to connection-setup events since it will render the LTE channel underutilized .  
2 LTE denials for BT connection-setup
Short events during BT connection-setup include:
· Inquiry Scan followed by Inquiry Response if scan is successful.
· Page Scan followed by Page Response if scan is successful.
· BT SNIFF event (to maintain connection during BT idle mode).
Short-periodic BT connection-setup events
BT Inquiry Scanning and Page Scanning are periodic events and could be 11.25ms every 1.28 or 2.56 seconds (~ 1% to 0.5% duty cycle).  BT SNIFF is another example of short-periodic BT events, and could last for 1.25ms and up to 5ms, and is periodic with typical period between 640ms and 1.28 seconds. Autonomous denial of  LTE UL events could be used to protect scan and SNIFF events. If eNB is aware of the BT scanning/SNIFF phase (via a phase feedback from the UE), TDM gaps could  in theory be used instead of LTE denial. However given the low duty cycle of these events,  TDM gap patterns will have to be designed to cover this case.  
Short-rare BT connection-setup events
There are critical packets exchanged between BT master and slave during connection-setup which have short timeout (few opportunities for retransmissions); see Table 2.1 for examples for such events. Such short events require higher protection (in terms of packet error rate and latency) and therefore LTE denials during these short events is proposed.
              Table 2.1 BT events during connection-setup that may require LTE denials

	Message
	Direction
	Event
	Duration in BT Slots (multiple of 625 µs)

	Inquiry Response
	S ( M
	Inquiry Response
	1

	Extended Inquiry Response
	S ( M
	Inquiry Response
	1

	First slave page response
	S ( M
	Page Response
	1

	Master page response
	M ( S
	Page Response
	1 up to 4 retransmissions

	Second slave page response
	S ( M
	Page Response
	1 up to 4 retransmissions

	1st packet master
	M ( S
	Page Response
	1 up to 32 retransmissions

	1st packet slave
	S ( M
	Page Response
	1 up to 32 retransmissions


In Inquiry Response, after a successful Inquiry Scan the slave will send an Inquiry Response, followed by an Extended Inquiry Response (EIR) which is a total of two BT slots. After the BT master receives the Inquiry Response, autonomous denial of LTE UL transmission is needed to protect the next slave-to-master receive slot which carries the EIR. Page Response follows a successful Page Scan and it starts with the slave transmitting a packet to the master. Next the slave has to protect the reception of the master page response and 1st packet from the master to establish connection, and the master has to protect the second slave page response and 1st packet from slave. Assuming these events go through in the first transmission, it will require protecting two BT slots. Worst case scenario would be protecting BT for all possible retransmissions which would be around 20-25ms. 

Since these short events are rare, e.g. paging response happens after a successful page which is user initiated, denial should have minimal impact on LTE performance (worst case is denying LTE UL transmissions for around 20-25ms few times a day). 
3 LTE denials for WLAN connection-setup
Short events during WLAN connection-setup include:
· Active Scanning.
· Beacon reception and transmission. 
Short-periodic WLAN connection-setup events
The PS-POLL mechanism can be used by a WLAN station to control the timing of receiving packets from the  WLAN access point (AP).  The PS-POLL mechanism is currently used for BT-WLAN coexistence in the ISM band and as discussed in [2], it is likely to be used for LTE-WLAN coexistence for traffic offload as well. The WLAN station monitors a beacon from the AP and if an indication of pending data is received, it sends PS-POLL packets to retrieve the data. The  beacon duration could be on the order of 1 or 2ms, and since beacon transmission has to contend with other traffic on the medium, the exact beacon location is not deterministic. Therefore the STA has to open a window of few ms (e.g. 3ms) in order to listen for the beacon. 

When LTE is active, the terminal needs to protect the Beacon reception which can be achieved by autonomous denial of LTE transmit subframes. TDM-gap patterns could also be used if Beacon phase is known, however given the non-integer duty cycle of the beacon, new TDM gap patterns will have to be designed to cover this case.  

Short-rare WLAN connection-setup events
During Active Scanning, the STA sends a Probe Request that could be intended to a specific AP or could be sent in a broadcast mode. When the AP receives the Probe Request, it responds with a Probe Response. Receiving the Probe Response usually have a short timeout on the order of few tens of ms. LTE denial may be needed to protect the STA reception of the probe response. 

For the MiFi use case, the AP does not have prior knowledge on the timing for receiving the probe request. Therefore, autonomous denial or TDM-gap based solutions are not applicable to protect probe request reception by the AP. 
Proposal 1: Autonomous denial is critical to protect short-rare connection setup events for both BT and WLAN. Hence, autonomous denial should be adopted as a solution. 
4 Mitigation of autonomous denial impact on link adaptation for short-periodic ISM events
Autonomous denial of LTE UL transmissions to protect short-periodic ISM events could have impact on LTE link adaptation loops for data and control channels. For data channels, denying LTE UL transmissions could result in:
1. If UE denies PUCCH carrying ACK/NACK for DL received data, eNB will detect this silence as DTX or NACK which will result in extra retransmission.

a. If the UE failed to decode the DL data and a DTX(ACK detection error occurred at eNB, then this will result in data loss that could be recovered by higher layers. But this probability should be small in general.
2. If UE denies PUSCH, then eNB will retransmit the scheduling grant. If this was a retransmission, then eNB will send a NACK and will result in extra retransmission.
One observation is that autonomous denial appears as a bursty low duty cycle event. For example, to protect BT Scanning, autonomous denial of consecutive 11-12ms of LTE UL transmissions every 1.28 or 2.56 is needed. So, if the update time of the UL rate loops is smaller than the period of such bursts of autonomous denial events, the impact on LTE performance could appear transient. On the other hand, if LTE rate loops update time is on the same order as the autonomous denial burst, e.g. to protect WLAN Beacon, then the rate loop will react to the erasures on the UL due to autonomous denial. 
For LTE Control Channels, autonomous denial of LTE assigned resources could be interpreted as a PDCCH error event, if eNB implements DTX detection. If PDCCH link adaptation relies on DTX detection besides CQI feedback to select PDCCH rate and transmit power level, and assuming target PDCCH error rate is 1%, then autonomous denial could in general drive the PDCCH link adaptation algorithm to select lowest PDCCH format and boost its power level. This would reduce the available PDCCH allocations in terms of the number of scheduled users per TTI. On the other hand, if eNB does not implement DTX detection, autonomous denial on the UL will be interpreted as data loss and hence will only result in retransmissions with no impact on PDCCH control loops.
The impact of autonomous denial to protect periodic events on link adaptation could be mitigated by limiting the autonomous denial rate, and the eNB could adjust the rate loop thresholds in coexistence scenarios accordingly. If needed, UE could provide additional assistant information to the network to keep link adaptation working. This needs to be further studied.  
Proposal 2: The impact of autonomous denial on link adaptation to protect short-periodic ISM events could be mitigated by limiting the autonomous denial rate.
5 Applicability of FDM solutions to connection-setup events

There are connection setup events that could be periodically running even if there is no active connection, e.g. BT page scanning, BT SNIFF, Wi-Fi passive scanning. Using handover to solve for such coexistence problem means that the UE will not utilize specific LTE channels as long as the BT or WLAN radio are on. This would result in poor utilization of these LTE channels. The short-rare events typically occur when a short-periodic event succeeds e.g. a page response after a successful page scan. In such cases, there is not enough time to invoke FDM solutions.
Therefore, FDM solutions are deemed not applicable for handling connection-setup events. 
Proposal 3: FDM solutions are not applicable for connection setup events. 
6 Conclusion

Proposal 1: Autonomous denial is critical to protect short-rare connection setup events for both BT and WLAN. Hence, autonomous denial should be adopted as a solution. 
Proposal 2: The impact of autonomous denial on link adaptation to protect short-periodic ISM events could be mitigated by limiting the autonomous denial rate.
Proposal 3: FDM solutions should not be considered for connection setup events. 
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8 Appendix: TR Text Proposal 
5.2.2.1.1
LTE denials for short ISM connection-setup events
Short ISM connection-setup events could be classified into rare events, that happen few times a day, versus periodic events. 

5.2.2.1.1.1
LTE denials for short-rare ISM connection-setup events
Examples of BT short-rare connection-setup events are critical packets exchanged between BT master and slave during Inquiry Response or Page Response. An example of WLAN short-rare events is reception of Probe Response in Active Scanning. These events have short timeout (few opportunities for retransmissions)  and therefore require higher protection (in terms of packet error rate and latency). 
UE can autonomously deny LTE resources to protect these critical short-rare events of ISM. Otherwise, large delay or failure of connection-setup could happen if these events are not prioritized over LTE. 
5.2.2.1.1.2
LTE denials for short-periodic ISM connection-setup events
Examples of BT short-periodic connection-setup events are Inquiry Scanning and Page Scanning and SNIFF. Examples of WLAN short-periodic connection-setup events are beacon reception and transmission. 
UE can autonomously deny LTE resources to protect such short-periodic ISM connection-setup events. Requirements on the frequency and duration of denials would need to be defined to address the 
impact to PDCCH and PUSCH link adaptation. It is FFS whether further enhancement is needed, e.g. whether the UE would have to provide additional assistant information to the network to keep link adaptation working.


