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1.
Introduction 
Currently detection CSG cell is mostly up to UE implementation. Depending on NW deployment and UE implementation, UE may not have sufficiently fine resolution of finger print for CSG cell detection. In this document, it is suggested that the poor resolution would result in waste of UE battery by leading to useless measurement and even necessary SI reading and reporting. To remedy this, we propose that PCI matching of target CSG cell be mandatory implemented in CSG cell detection.
2.
Discussion
2.1
Background of CSG cell detection
Currently UE is relying on autonomous search to detect its possibly allowed CSG cells. The autonomous search consists of finger print test where UE’s position (in general sense) is estimated based on some geo-reference data, e.g., measurement result of macro cells, GPS, etc. Since which finger print mechanism is totally up to UE implementation, unified and consistent resolution of each finger print mechanism cannot be expected among UEs and even among NW deployment scenario. 

For example, if UE counts on macro cell measurement for finger print implementation, the resolution of finger print is quite affected by NW environment, e.g., how densely the macro cells are deployed. When UE is operating under non-crowded area, e.g., rural place, UE may experience and measure quite small number of macro cells. In the worst scenario from finger print perspective, the case that only a single cell can be seen by the UE cannot be excluded. The less neighbor macro cells are seen, the less the finger print resolution would be. 

In the current inbound mobility procedure, the detection of CSG cell by finger print test is informed to NW, in the name of proximity indication, by UE when necessary. Since the triggering of the signaling is totally up to UE implementation, NW cannot expect general behaviors regarding the proximity indication, and some bad UE implementation cause a flood of proximity indication, wasting network resource. So it was agreed that NW should be able to protect possibly a flood of such signaling from the poor UE which may not have any malicious will though. 

The problem of poor finger print resolution is not the issue of NW side only. If the resolution of finger print is not sufficiently fine, UE can waste its battery to perform measurement and report SI even when those further measurement and reporting are highly likely to be unnecessary. 

2.2
Problem of rough finger print from UE perspective
According to the understanding generally understood in RAN2, if finger print of macro cell(s) is matched, UE performs measurement based on measurement configuration. (Measurement configuration can be involved in between.) If the resolution of the finger print is rough, the results from UE perspective would be that:
· More frequently UE sends proximity indication to NW, resulting in wasting radio resource

· More frequently UE performs measurement of CSG cells, resulting in wasting UE current drain. 
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Figure 1 CSG cell detection based on macro cell finger print
For example, UE in figure 1 has a rough finger print resolution where two CSG cells are identified to be located in the same finger print. When UE is approaching to location A, finger print becomes matched, and measurement report is triggered afterward. In this case, CSG cell with PCI_N would trigger measurement report. When UE is approaching to location B, finger print becomes matched, and measurement report is triggered. In this case, CSG cell with PCI_M would trigger measurement report. If CSG cell with PCI_N is an allowed CSG cell and CSG cell with PCI_M is not allowed CSG cell, 

· Assumption

· UE ever visited the CSG cell with PCI_N and recorded the macro finger print when it visited there. That is, the finger print is bound to CSG cell with PCI_N which must ever be allowed for the UE.

· CSG cell with PCI_N is an allowed CSG cell

· CSG cell with PCI_M is non-allowed CSG cell. We can assume that this cell is ever visited by the UE and identified as non-allowed. No finger print was recorded. So this cell is equivalent to the cell which is unknown to the UE. 
· Case A: If UE is approaching to CSG cell

· UE detects that macro cell measurement is matching with stored finger macro cell finger print. 

· UE may send proximity indication

· UE performs measurement

· Measurement event is met for CSG cell with PCI_N, and then measurement report is triggered on the CSG cell with PCI_N

· NW lets UE to read system information required for HO preparation

· UE obtains the required system information for the CSG cell with PCI_N and reports it to NW

· NW issues HO command. 

· Case B: If UE is approaching to CSG cell with PCI_M
· UE detects that macro cell measurement is matching with stored finger macro cell finger print. Note that the matched finger print is not actually bound to the CSG cell with PCI_M, but to the CSG cell with PCI_N 
· UE may send proximity indication

· UE performs measurement

· Measurement event is met for CSG cell with PCI_M, and then measurement report is triggered on the CSG cell with PCI_M
· NW may let UE to read system information required for HO preparation

· UE obtains the required system information for the CSG cell with PCI_M and reports it to NW. UE indicates ‘non-member’ in the report. 

· NW does not issue HO command. 

As shown in the sequence of UE behaviors for the case B, both UE measurement/measurement report and SI acquisition turn out to be in vain, since HO is not triggered at the end. Since the finger print area is serving as virtually the area forcing the UE to perform active measurement for CSG cells. This waste mainly comes from the fact that:
A. Single finger print is covering several CSG cells. Equivalently, the finger print is not sufficiently fine to distinguish CSG cell with PCI_N from the CSG cell with PCI_M 

B. Not all CSG cells under the same finger print are allowed for the UE. 

2.3
Enhancement of finger print resolution 
To enhance the possibility of enhancement of finger print resolution, we review two facts that cause the waste. 

Since the fact B suggested above is kind of NW environment to the UE and is something given to UE, UE cannot change this. Nothing else for the UE to break B seems to exist.
Regarding the fact A, we could think of PCI matching step to be a complementary remedy to the existing macro cell finger print matching. Even though this PCI matching is quite simple, it is sufficiently enhance finger print resolution, by which UE avoids useless measurement and unnecessary SI reading. More specifically, followings can be considered to enhance finger print resolution:
· UE tests finger print matching based on macro cell measurement and stored finger print

· If the finger print matching passes, UE would further attempt to read the PCI of the target cell

· If the PCI is read, the UE makes a test of PCI matching, where UE compares the PCI read from the target cell with the PCI of the cell which is bound to the matching finger print 
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Figure 2 CSG cell detection based on macro cell finger print + CSG cell PCI matching
We describe expected UE behaviors for inbound handover assuming PCI matching is also implemented in addition to macro cell finger print matching mechanism for CSG cell detection. 
· Assumption (same as above in figure 1)
· UE recorded the macro finger print when it visited CSG cell with PCI_N. That is, the finger print is bound to CSG cell with PCI_N which is allowed for the UE.

· CSG cell with PCI_N is an allowed CSG cell

· CSG cell with PCI_M is non-allowed CSG cell.

· Case A’: If UE is approaching to CSG cell with PCI_N

· UE detects that macro cell measurement is matching with stored finger macro cell finger print. 

· UE makes PCI matching test, where UE attempt to read PCI of the target cell, e.g., by cell search procedure, and checks if the PCI read from the target cell is matching with stored PCI information associated to the finger print

· UE sees PCI matching, and thus it considers that wrong CSG cell is detected. The CSG cell is then discarded. No further step for inbound mobility proceeded. 

(following behaviors are the same as above)
· UE may send proximity indication

· UE performs measurement

· Measurement event is met for CSG cell with PCI_N, and then measurement report is triggered on the CSG cell with PCI_N

· NW lets UE to read system information required for HO preparation

· UE obtains the required system information for the CSG cell with PCI_N and reports it to NW

· NW issues HO command. 

· Case B’: If UE is approaching to CSG cell with PCI_M 

· UE detects that macro cell measurement is matching with stored finger macro cell finger print. Note that the matched finger print is not actually bound to the CSG cell with PCI_M, but to the CSG cell with PCI_N

· UE makes PCI matching test, where UE attempt to read PCI of the target cell, e.g., by cell search procedure, and checks if the PCI read from the target cell is matching with stored PCI information associated to the finger print

· UE sees PCI not matching, and thus it considers that wrong CSG cell is detected. The CSG cell is then discarded. No further step for inbound mobility proceeded. 
(following behaviors are not performed)
· UE may send proximity indication

· UE performs measurement

· Measurement event is met for CSG cell with PCI_M, and then measurement report is triggered on CSG cell with PCI_N

· NW may let UE to read system information required for HO preparation

· UE obtains the required system information for the CSG cell with PCI_N and reports it to NW. UE indicates ‘non-member’ in the report. 

· NW does not issue HO command. 
Figure 2 is illustrating the effect of the implemented PCI matching, where it is observed that finger print resolution is highly increased.  

With the simple PCI matching implemented into CSG cell detection, we see that UE can filter out the case where the UE is approaching non-allowed CSG cell, equivalently unknown CSG cell. UE then performs measurement only when it detects allowed CSG cell in the vicinity of where macro finger print has matched. Then UE can avoid unnecessary measurement of non-allowed CSG cell. The UE also avoids useless SI reading and reporting. 
We note that PCI reading is mostly equivalent to cell search, and therefore it must be very quick and efficient. This enables the PCI matching to be used for detecting CSG cells on intra/inter-frequency. So we propose:

Proposal 1: PCI matching is mandatory implemented in CSG cell detection.

3.
Conclusion
To avoid unnecessary measurement and useless SI reading, we propose that

Proposal 1: PCI matching is mandatory implemented in CSG cell detection.

By means of this proposal, UE would perform measurement only when it detects allowed CSG cell (whether it is allowed or not is determined based on stored information) in the vicinity of where macro finger print has matched. 
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