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Discussion and Decision

1
Introduction
In [7] and this paper we discuss which behaviour that can be expected from UEs in different network environment with CSG and hybrid cells deployed. Especially we would like to address the behaviour of a non-CSG UE in network environment where CSG or hybrid cells are present. It has been agreed that the macro (e)NBs may and CSG (e)NBs must broadcast the CSG PCI/PSC split information in SIB4/SIB3. The PCI/PSC split can be used by UEs for optimising the mobility in idle mode – especially non-CSG UEs can utilize this information to avoid unnecessary reselection evaluations. Also it has been agreed that all UEs in connected mode shall report cells irrespective of whether the cells are CSG or hybrid cells and independent from whether the UE has CSG capabilities or valid allowed CSG list.

One thing that has not been addressed very much so far is the actual expected behaviour from different classes of UE. E.g. are UEs that do not support CSG or hybrid cells (e.g. has no valid allowed CSG list) also expected to support additional features meant for use with CSG or hybrid cell inbound mobility.

2
Basic assumptions
We will use the term non-CSG as a general term to cover:

-  A UE that does not have CSG capability [8]

- A UE which does have CSG capability but does not have a valid allowed CSG list (e.g. the list has expired or UE has never received a list). 

- A legacy UE that does not support RRC-Connected mode mobility to CSG cells.

In the following discussion we have assumed that potential hybrid cells are deployed in a coordinated manner and uniquely identified by its PCI/PSC.

Additionally it should be mentioned and highlighted that Rel-8 Connected mode mobility is based on UE assisted network controlled handover procedure. The mobility is based on UE measurement reporting including identified cells. In [5] it is noted that for macro mobility it can be assumed that the PCI of a cell is unique withing the area of a large macro cell.

3
Discussion
Based on above basic assumptions we will now look at the inbound mobility and the requirements for non-CSG UEs to perform preliminary access checking of CSG and hybrid cells.
3.1
Intra-Frequency use case
It is understood that hybrid cells will not have a reserved range of PCI/PSC broadcasted in a similar manner as for CSG simply due to the fact that inbound mobility towards hybrid cells is always possible i.e. there are no access restrictions and access checking is therefore not required. Hence it is expected that if hybrid cells are deployed on intra-frequency carrier there are no additional required actions, besides already existing connected mode mobility procedures needed by a non-CSG UE, in order to enable possible inbound handover. A non-CSG UE will report the hybrid cell as any other cell and can be handed over to such a cell as if the hybrid cell was a normal macro cell.

The PCI/PSC of CSG cells will fall within the range of reserved PCI/PSC for CSG usage. A UE might or might not have this information available, but it is expected that (as a minimum) the macro cell (e)NB will have this information. To our understanding both CSG and non-CSG UEs will report measurement events for all detected PCIs (in case of UTRA, all detected PSC within the configured set of cells), regardless of whether the UE knows that certain PCI/PSC belongs to a CSG or hybrid cell. The measurement reporting may be needed for NW to assess any possible interference problems and when deciding on handover for the reporting UE.

A problem occurs if the macro cell (e)NB does not know the UEs CSG status (i.e. is the UE a non-CSG UE or not) when receiving a measurement report including a PCI/PSC from a CSG cell. In this case the (e)NB might want to see if handover to the CSG cell is possible and therefore request the UE to further identify the reported cell identified by it’s CSG PCI (i.e. in order to perform preliminary access). For a non-CSG UE this request has no meaning as the outcome of the access check is obvious and will always be negative as the UE does not have access as the UE does not have valid CSG allowed list.

Proposal 1: A non-CSG UE is not mandated to perform preliminary access check procedure for intra-frequency cells.

This problem can of course easily be avoided by having the macro cell signalling the reserved set of PCI/PSC used for HNB cells. Hereby the UE could always indicate early access information to (e)NB in the measurement report.

3.2
Inter-Frequency use case
Similar as for intra-frequency case the UE will report any identified cell according to the measurement configuration irrespective of the UEs CSG status and whether this particular cell is CSG or hybrid cell in order to allow NW to utilize any possible interference information This is the same behaviour as legacy UEs would have.

Identified inter-frequency hybrid cells cannot be distinguished by UE and will be reported as any other macro cell – just as in the intra-frequency case. As non-CSG UEs can also access hybrid cells (they are regarded as normal macro cells) there is no need for further actions prior to potential handover (similar to intra-frequency case).

A similar problem as for intra-frequency occurs for (e)NB when a UE reports a PCI/PSC from an inter-frequency CSG cell and the (e)NB does not have UEs CSG status. The (e)NB might not have information about UEs CSG status and might request preliminary access check also from non-CSG UEs. As for the intra-frequency case this is seen as an unnecessary request and burden for the non-CSG UE as the outcome of a potential access check is known beforehand.

Proposal 2: A non-CSG UE is not mandated to perform preliminary access check procedure for inter-frequency cells.
The inter-frequency case becomes a bit more complicated if the frequency is deployed in as shared carrier. Despite this we believe that it is still possible to apply above restriction as the (e)NB will be aware of the CSG status of the reported cell.

In case the inter-frequency carrier is not in the neighbour list due to being dedicated to CSG deployment, the (e)NB might need to know beforehand about the UE CSG status i.e. the (e)NB configuring a UE with a measurement configuration including a carrier dedicated for CSG should know the UE CSG status – this is implied by UE sending of “proximity” indication and/or “likely member” indication. If the (e)NB configures a CSG measurement to a UE indicating support of CSG connected mode mobility, but UE has an empty whitelist, then UE can send an early indication of access check failure. If the (e)NB configures a CSG type measurement to a UE which does not indicate support of CSG connected mode mobility then this is considered as an invalid measurement configuration by the UE (i.e. the (e)NB should avoid doing such a thing)
4
Conclusion
Based on above discussion we conclude that non-CSG UEs (see definition in section 2) shall not be impacted by features introduced due to enabling inbound mobility to CSG cells. Normally it has to be ensured that when features are introduced they do not have impact on UEs that either do not support the feature (e.g. due to capability) or do not have the feature activated (like GPS or cell broadcast). Therefore we conclude:

Proposal: A non-CSG UE is not mandated to perform preliminary access check procedure for neither intra-frequency nor inter-frequency/RAT cells.
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