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1.  Introduction

At RAN2 #67 meeting, a proposal to differentiate access control (AC barring) of CSG and non-CSG member UEs in hybrid cell [1] was discussed. This paper describes the necessity of such differentiation mechanism based on a typical hybrid cell use case.
2.  Discussion
A typical use case of hybrid cell has been captured in TS 22.220 [2] as follows:

Usecase-9: Hybrid access mode

In order to improve the coverage in a shopping mall, H(e)NBs are deployed. The shopping mall owner may have been provided a special deal by the network operator where the employees of the shopping mall will get preferential charging rates and priority access when accessing services via these H(e)NBs. In exchange, the shopping mall owner allows the public to use the H(e)NBs to access the normal network operator services. The H(e)NB Hosting Party should not need to manage the public access and the public should not need to do anything special in order to get services on the H(e)NB.
As described in the TS 22.220 excerpt above, one of the use cases for hybrid cells is shopping malls. As in any networks, these cells should be planned to provide sufficient coverage and capacity, without over dimensioning to save deployment costs. However, when an occasional “sale” is held in these shopping malls, bargain hunters might crowd the shopping mall to a level unsustainable by the network, especially in countries with high population. If some special event is held at the mall, like a show inviting a celebrity, the density can be exceptionally high. According to the use case described in TS 22.220 as copied above, even in such high loads, the hybrid cells are still meant to guarantee services to the shopping mall employees, shop staff and mall security guards for their routine businesses. For example, a logistics carrier might have to contact a shop staff about their delivery, or a security guard might have to contact their office for assistance. It is undesirable if their calls are blocked due to access barring which was essentially caused by the gathering shoppers. If their calls are blocked, this might be against the service contract with the hybrid cell owner. In other words, if such service guarantees are not possible, hybrid cell deployments can be difficult for this use case.
As dimensioning hybrid cells to cater for such exceptional traffic is cost-inefficient, access barring can be invoked under those circumstances. An argument made against the proposal at the last RAN2 meeting was that a hybrid cell can handle excessive traffic from non-CSG members by diversion to another frequency. This is of course possible if another frequency, desirably macro cell coverage, was available. This is not always the case considering indoor environments. As such, access barring can be useful in certain circumstances, and if barring is invoked, CSG and non-CSG member differentiation is essential, as elucidated in the scenario above.
To add, an HeNB typically is a small piece of equipment capable of supporting only few tens of users at maximum, unlike shelves of robust hardware that comprise a macro eNB. As such, the cost of admitting one user is higher, in terms of percentage of the consumed processing power and hardware resources, compared to macro eNBs. As such, it can be inefficient and undesirable, if resources are consumed for handling non-CSG member diversion (i.e., allowing connection establishment for immediate diversion to another frequency). This also adds importance to invoking access barring, and to be able to differentiate CSG and non-CSG member UEs.

Therefore, it is proposed to adopt the Rel-9 enhancement proposed in [1], to allow differentiated access control of CSG and non-CSG member UEs in hybrid cell. Given that the solution proposed in [1] introduces only a very small enhancement to Rel-8 (e.g., only 1 bit addition to SIB2) and is very simple, we think the proposal in [1] is reasonable to address the problem scenario.
3.  Conclusion

The necessity of differentiated access control in hybrid cell was described in detail. For the reasons described in this paper, we propose to adopt the mechanism proposed in [1], which can be recapitulated as follows:
Proposal:
Introduce a 1 bit flag, namely ac-BarringForHybridCell, into SIB2 to allow differentiated access control of mobile originating calls between CSG and non-CSG member UEs in hybrid cells.
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