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1.  Introduction
At RAN2 #66bis, RAN2 agreed to adopt preliminary access check in the UE when performing inbound handover to a CSG cell. This paper discusses what should be reported as a result of the preliminary access check.
2. Discussion
The RAN2 Chairman’s minutes for #66bis states the following agreements:

· For both UMTS and LTE we will have the preliminary access check in the UE: network only has to initiate handover preparation for cells for which the UE has verified the CSG.

· The measurement report triggering the handover preparation will include the GCI and TAI (TAI required for LTE). Other info is FFS.

What exactly the UE has to report to the serving eNB as a result of the preliminary access check is yet unclear. Although some companies proposed to report e.g., the CSG identity itself or the access mode, it seemed that most companies were assuming a 1 bit indication. If the UE is to report a 1 bit indication, a simple way is that the UE sets this bit based on whether the cell broadcasts a CSG identity that matches an entry in the UE’s allowed CSG list. That is, the UE does not care whether the cell is closed, hybrid or open. This can be expressed by the following pseudo code:

	The UE shall:

1>
if the target cell broadcasts a csg-Identity that matches an entry in the UE’s allowed CSG list:

2>
set the preAccessCheckIndication to TRUE;

1>
else

2>
set the preAccessCheckIndication to FALSE;


This indication can be used by the network in making the decision to initiate the relevant procedures, as shown in Table 1. It is assumed that the PCI space is split among closed, hybrid and open cells, and is known to the eNB (not necessarily to the UE), so that the eNB can determine the target cell access mode based on the PCI reported by the UE.
Table 1  Network behaviour in response to “preliminary access check indication”.

	Preliminary access check indication
	Target cell access mode (decision based on reported PCI)
	Applicable procedure
	Network accessibility check

	TRUE
	Closed
	Initiate HO to the reported cell
	Required

	TRUE
	Hybrid
	Initiate HO to the reported cell
	Required

	TRUE
	Open
	Ignore (strange report)
	Not required

	FALSE
	Closed
	Do not initiate HO to the reported cell (but can e.g., redirect to another frequency, if the reported cell was intra-frequency)
	Not required

	FALSE
	Hybrid
	Initiate HO to the reported cell
	Not required

	FALSE
	Open
	Initiate HO to the reported cell
	Not required


Based on the assumption that the eNB can determine the target cell access mode based on the reported PCI, the extra 1 bit indication seems to be sufficient for the network to make the necessary decisions. As such, no other information seems to be necessary. Since a malicious UE can report any CSG identity to fake the network, e.g., a CSG identity for which the UE is a member of and not the actual CSG identity being broadcast, a CSG identity reported by the UE cannot be trusted. As such, CSG identity should not be reported.

Proposal 1:
The UE should report a 1 bit indication as a result of preliminary access check. The UE should set this bit to TRUE only if the target cell broadcasts a CSG identity that matches an entry in the UE’s allowed CSG list.

Proposal 2:
The access mode and CSG identity should not be reported by the UE.

3. Conclusions
The following proposals were made:
Proposal 1:
The UE should report a 1 bit indication as a result of preliminary access check. The UE should set this bit to TRUE only if the target cell broadcasts a CSG identity that matches an entry in the UE’s allowed CSG list.

Proposal 2:
The access mode and CSG identity should not be reported by the UE.
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