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1. Introduction

This document addresses a cluster of open issues related to transport and reliability in LPP operating over the control plane.

2. Discussion

2.1. Continuity at handover
Perhaps the most technically substantial open issue for LPP is the question of “continuity” at handover, i.e., whether it is desirable to continue a positioning operation in progress when a handover “interrupts” it.

With certain positioning methods (especially A-GNSS), there is no reason why a handover should affect the positioning operation—the assistance data are not specific to any particular cell, and measurements can be taken in a different cell from the previous serving cell with no ill effect on the greater positioning operation.

In fact, the same appears to be true of OTDOA; the set of positioning neighbours whose PRSs can be heard should not be affected by the handover itself, so as long as the UE can correct the timing information in the assistance data to align to the new target cell, assistance data received in one cell should still be valid in another.  If for some reason the UE’s assistance data cease to be usable after handover, it can still request a new set.
In UE-assisted forms of E-CID positioning, no issue appears to arise.  If a session starts in one cell and continues in another, the change has no noticeable effect, since there are no assistance data.  (Network-assisted E-CID, taking place over LPPa, clearly cannot continue after an inter-eNode B handover, since the session “belongs” to a single eNode B.  It seems that the same analysis should apply for an intra-eNode B handover even in this case, however.)

This analysis suggests that there is no fundamental reason why positioning should not continue through a handover.
2.2. Continuity at RLF
In addition to a handover, of course, LPP messages could be lost due to such temporary conditions as radio link failure.  In such a case, if the UE reestablishes in the same cell, there seems to be no reason why it should not be able to continue positioning; however, an LPP message that was lost during the RLF may not be retransmitted.  (E.g., if the downlink and uplink NAS Transport messages are used as containers, NAS does not in general treat these as messages requiring reliable delivery with retransmission; an indication of delivery failure to the NAS layer would not cause a retransmission.)
Of course, it seems right that a radio link failure followed by reestablishment should not cause failure of an ongoing positioning operation.  Correcting this failure mode would simply require that the transport messages carrying LPP messages over NAS be delivered reliably in both directions.

Solving this RLF problem, however, has the interesting side effect of also solving the problem of continuity at handover!  If LPP messages are delivered reliably, then a handover will simply mean that the next LPP message within a session is delivered to or from the UE in the new serving cell; to the endpoints of the LPP session, the handover becomes transparent (as long as the MME is not changed; a change of MME would in any case interrupt the LCS session that caused the positioning operation).
We therefore propose

Proposal 1: LPP messages should be delivered reliably between the MME and the UE.
2.3. Reliability of transport

Assuming Proposal 1 is accepted, the question arises of exactly what it means for the LPP and transport-layer specifications.  Effectively, and with certain limitations to be discussed further below, reliable transport means a retransmission mechanism.  Such a mechanism could be provided either within LPP itself or by a transport layer (in this case the NAS protocol).
It should be noted that user-plane transport for SUPL can already provide reliable delivery, so if retransmission is performed in LPP, it becomes a redundant feature in a user-plane solution.  In addition, there is no particular reason why the NAS layers should be unreliable; this is an accident of implementation (related to the fact that the NAS Transport messages are used today for SMS,  which has its own retransmission mechanism).  We therefore propose

Proposal 2: Reliability should be ensured by the NAS transport layer.

Agreeing to this proposal would obviously require the assent of CT1, to whom Qualcomm have submitted a related contribution ([1]).  Unfortunately the CT1 and RAN2 meetings are simultaneous, but it may be possible for the groups to coordinate a joint approval (e.g., by email) in case this proposal is agreeable in principle to RAN2.
If delivery is to be reliable, there should also be duplicate detection (to avoid processing of duplicate messages in case of an ACK-to-NACK problem).  We will return to this point in the next section.
2.4. Segmentation and concatenation
In a somewhat related issue, two transport aspects of various earlier proposals for LPP may require some explanation.  Pseudo segmentation, inherited from RRLP by these previous proposals, is a mechanism for providing segmentation at the protocol level.  Such a mechanism was needed in RRLP to prevent downlink blockage due to large messages, and also so that the loss of a small amount of data in a large message did not require the whole thing to be retransmitted.
It does not appear that either of these issues should be important in LPP; the downlink (which carries the large messages, e.g., A-GNSS assistance data) is more resilient to “blockage” than GSM, and the RLC layer should handle the retransmission problem robustly.  We therefore propose

Proposal 3: Pseudo segmentation is not needed in LPP at this time, but can be considered if a problem with delivery of large messages is found.

Concatenation of multiple LPP messages (“PDUs” in the parlance of the concerned drafts) has also been considered.  This mechanism was not intended primarily for the purpose of simultaneous delivery (since in any case PDUs are proposed to be processed atomically), but to ensure in-order delivery.  The most obvious reason for this is that assistance data should typically arrive before the positioning request they are intended to support, but this behaviour cannot be guaranteed without certain assumptions on the transport layer.
As noted in the previous section, assuming reliable transport implies that there should also be duplicate detection.  Given these functionalities, the transport layer can actually provide in-order delivery to LPP, simply by waiting for a sequence number “hole” to be filled.  (Some supervisory timer should eventually stop the process in case of a persistent failure, of course.)

Proposal 4: In-order delivery (to the LPP layer) should be provided by the transport layer.

Again, this proposal requires the agreement of CT1, and there is a related contribution in [2].  If proposal 4 is accepted, there seems to be no reason for concatenation of LPP messages.

Proposal 5: Assuming proposal 4 is agreed, there is no concatenation of LPP messages within LPP.  (Whether concatenation or similar mechanisms such as multiple PDUs would be possible in the transport layer is left to the specification of the transport layer itself.)
If the proposals levying requirements on the transport layer are not agreed, LPP will need to provide the same functionality itself.  This complexity seems ill-suited to the protocol layer unless it is absolutely necessary.
3. Conclusion
This document presented the following proposals:
Proposal 1: LPP messages should be delivered reliably between the MME and the UE.
Proposal 2: Reliability should be ensured by the NAS transport layer.

Proposal 3: Pseudo segmentation is not needed in LPP at this time, but can be considered if a problem with delivery of large messages is found.

Proposal 4: In-order delivery (to the LPP layer) should be provided by the transport layer.

Proposal 5: Assuming proposal 4 is agreed, there is no concatenation of LPP messages within LPP.  (Whether concatenation or similar mechanisms such as multiple PDUs would be possible in the transport layer is left to the specification of the transport layer itself.)
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