
3GPP TSG RAN WG2 Meeting #67bis

R2-095704
Miyazaki, Japan, 12-16 October, 2009
Agenda Item:

6.1.1
Source:

Huawei
Title:


Implementation of eNB as an internal LCS client
Document for:
Discussion and approval
1 Introduction

This contribution aims to clarify the implementation for “support of eNB as an internal LCS client” in the stage 2 TS (36.305) for LTE positioning and then asks RAN2 to decide the implementation way forward for this function in Rel-9. 
2 Discussion
According to our investigation, there are three ways to implement the internal LCS client within eNB:  

Alt-1: In case we follow the same approach as GERAN positioning procedure in TS43.059, there is basically no need to enforce the LCS client authentication between eNB and GMLC. So then the eNB can send a straightforward “Location Request” message to MME via S1 interface, and the MME can request the location information to E-SMLC on behalf of the eNB as an internal client. The MME sends location result to the eNB via “Location Response” message. This approach is valid when local regulatory requirements do not require LCS client authentication in GMLC for that location information [2]. We need define a pair of new Class -1 S1AP message for this location request/response for this alternative. 
Specification impact of Alt1: Need define a pair of new Class -1 S1AP message in 36.413, and only RAN3 impact identified.
Background information for Alt 2/3:

According to the traditional positioning procedure, the location request procedure is actually transferred over MLP protocol defined by OMA. This MLP protocol is carried over the IP flow as sort of user plane traffic between the LCS client and the GMLC entity. 

Alt-2: The Location Request message is transferred over S1 interface between “eNB as an internal LCS client” and the MME. And then the MME forwards the message to the GMLC, where LCS authentication would be done. The MME should insert a valid UE identity in this message before forwarding due to the fact that the eNB does not have a valid UE identity for positioning, e.g. IMSI and/or MSISDN. As explained, this alternative can support LCS client authentication in GMLC and this alternative can be seen as a control plane approach for LCS client authentication. In Annex, it is explained in details that several options have been identified for the message transfer between “eNB as an internal LCS client” and the GMLC. In general, Alt 2 requires some specification work covering both RAN3 and CT4 working group. In addition, some additional implementation is expected over the application level in case MLP is adopted.
Specification impact of Alt2: Need define a pair of new Class -1 S1AP message in 36.413; Need specification work for SLg; Optionally implementation is foreseen for MLP.
Alt-3: We ask the location messages to be transferred over an IP connection between “eNB as an internal LCS client” and the GMLC (probably routing across S-GW). In this way, the location messages are carried over IP flow as sort of user plane traffic (User plane approach). In this case, the MLP protocol can probably be used between the eNB and the GMLC. Otherwise, we need a specific application layer protocol for the location purpose. Of course, this alternative can probably support LCS client authentication in GMLC as done usually. However, this approach requires user-plane connection between the eNB and the GMLC, over which the MLP protocol is transferred. Since the location request message does not go across MME, the eNB itself should fill the UE identity(e.g. MSISDN or IMSI) in the location request message. 
Specification impact of Alt3: No impacts on RAN specs; Need IP connection established between the eNB and the GMLC; Need to support MLP protocol defined by OMA as application layer software; Need the knowledge of UE identity for location request within the eNB.  
Comparison Summary: 

	Evaluation items
	Alt1
	Alt-2
	Alt-3

	Specification impact
	Simple RAN3 impacts
	Simple RAN3  impacts
Simple CT4 impacts
	No impacts on 3GPP specs

	Implementation impact
	No
	Optional implementation for MLP
	Specific IP connection 

Implementation for MLP

Knowledge of UE identity for location request


Generally the Alt-3 seems to be the best alternative without any impacts for specs. But in the EUTRAN network, the door for eNB to acquire the IMSI of UE has been closed before due to the discussed security threat. It seems not possible for the eNB to get the MSISDN of the UE either. Therefore, in practice, Alt-3 is not a feasible way in the context of the use cases identified so far. In addition, Alt 1 outperforms Alt2 in terms of less specification work. So then Alt 1 is preferred. 
3 Conclusion and Proposal
 It is proposed to agree the alternative 1 as above mentioned for the implementation way forward for “eNB as an internal LCS client” in Rel-9. 
4 Annex 

Regarding Alternative 2, several options have been identified for the message transfer between “eNB as an internal LCS client” and the GMLC. 

· Location Request/response messages can be defined as new S1AP message pair between the eNB and the MME. Location Request/response messages can be encapsulated in a “Provide-Location-Request (PLR) Command” like message from the MME to the GMLC over SLg interface [5]. And the MME needs provide the identification for the UE location. This need to be defined by 3GPP CT4. Currently CT4 only defines the message in an opposite direction from the GMLC to the MME in the very draft version of the specs. [5]
· MLP message for Location Request is transferred over S1AP via a new defined container between the eNB and the MME. And the MME inserts the UE Identity before forwarding that message to the GMLC over SLg. Finally the GMLC resolves the MLP message. The authentication is done between the eNB and the GMLC. In this case the MLP is terminated between the eNB and the GMLC. 
· Location Request/response messages can be defined as new S1AP message pair between the eNB and the MME. And the MME inserts the UE Identity into the message and then translates the message into a MLP message and finally sends the MLP message to the GMLC over SLg interface. In this case the MLP is terminated between the MME and the GMLC.
All three options above require some specification work covering both RAN3 and CT4 working group. In addition, some additional implementation is expected over the application level in case MLP is adopted. 
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